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BANK DEPOSIT POLICY 
 

1. Introduction  

 

One of the important functions of the Bank is to accept deposits from the public for 

the purpose of lending. In fact, depositors are the major stakeholders of the Banking 

System. The depositors and their interests form the key area of the regulatory 

framework for Banking in India and this has been enshrined in the Banking 

Regulation Act, 1949. The Reserve Bank of India is empowered to issue directives / 

advice on interest rates on deposits and other aspects regarding conduct of deposit 

accounts from time to time. With liberalization in the financial system and 

deregulation of interest rates, Banks are now free to formulate deposit products 

within the broad guidelines issued by RBI. 

This policy document on deposits outlines the guiding principles in respect of the 

formulation of various deposit products offered by the Bank and terms and 

conditions governing the conduct of the account. The document recognizes the 

rights of depositors and aims at dissemination of information with regard to various 

aspects of acceptance of deposits from the members of the public, conduct and 

operations of various deposits accounts, payment of interest on various deposit 

accounts, closure of deposit accounts, method of disposal of deposits of deceased 

depositors, etc., for the benefit of customers. It is expected that this document will 

impart greater transparency in dealing with the individual customers and create 

awareness among customers of their rights. The ultimate objective is that the 

customer will get services they are rightfully entitled to receive without demand. 

While adopting this policy, the Bank reiterates its commitments to individual 

customers outlined in the code of Banks Commitment to Customer adopted by the 

Banks. This document is a broad framework under which the rights of common 

depositors are recognized. Detailed operational instructions on various deposit 

schemes and related services will be issued from time to time. 

 

2. Types of Deposit Accounts 

 

While various deposit products offered by the Bank are assigned different names. 

The deposit products can be categorized broadly into the following types. Definition 

of major deposits schemes is as under: - 

i. “Demand Deposits” means a deposit received by the Bank which is withdraw 

able on demand. 

ii.  “Savings deposits” means a form of demand deposit which is subject to 

restrictions as to the number of withdrawals as also the amounts of 

withdrawals permitted by the Bank during any specified period. 

iii. “Term Deposit” means a deposit received by the Bank for a fixed period 
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withdrawable only after the expiry of the fixed period and includes deposits 

such as Recurring / Double Benefit Deposits / Short Deposits / Fixed 

Deposits/Monthly Income Certificate /Quarterly Income Certificate etc. 

iv. Notice Deposit means Term Deposit for specific period but withdrawable on 

giving at least one complete Banking days‟ notice. 

v. “Current Account” means a form of demand deposit wherefrom withdrawals 

are allowed any number of times depending upon the balance in the 

account or up to a particular agreed amount and will also include other 

deposit accounts which are neither Savings Deposit nor Term Deposit. 

 
3. Account Opening and Operation of Deposit Accounts 

 

i. The Bank before opening any deposit account will carry out Customer Due 

Diligence (CDD) as required under “Know Your Customer” (KYC) guideline/s 

issued by RBI Anti Money Laundering rules and regulations and or such other 

norms or procedures as per the Customer Acceptance Policy of the Bank. If 

the decision to open an account of a prospective depositor requires 

clearance at a higher level, reasons for any delay in opening the account will 

be informed to him and the final decision of the Bank will be conveyed at the 

earliest to him. 

ii. The Bank is committed to providing basic Banking services to disadvantaged 

sections of society. Banking services will be offered to them through no-frill 

accounts and accounts will be opened with relaxed customer acceptance 

norms as per regulatory guidelines. 

iii. The account opening forms and other material would be provided to the 

prospective depositor by the Bank. The same will contain details of 

information to be furnished and documents to be produced for verification 

and or for record, it is expected of the Bank official opening the account, 

explaining the procedural formalities and providing necessary clarification 

sought by the prospective depositor when he approaches for opening a 

deposit account. 

iv. The regulatory guidelines require Banks to categorize customers based on risk 

perception and prepare profiles of customers for the purpose of transaction 

monitoring. Inability or unwillingness of a prospective customer to provide 

necessary information/details could result in the Bank not opening an 

account. 

v. The inability of an existing customer to furnish details required by the Bank to 

fulfill statutory obligations could also result in closure of the account after due 

notice(s) is provided to the customer. 
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vi. For Deposit products like Savings Bank Account and Current Deposit Account, 

the Bank will normally stipulate certain minimum balances to be maintained 

as part of terms and conditions governing operation of such accounts. Failure 

to maintain a minimum balance in the account will attract a levy of charges 

as specified by the Bank from time to time. For Saving Bank Account, the Bank 

may also place restrictions on number of transactions, cash withdrawals, etc., 

for given period. Similarly, the Bank may specify charges for issue of cheque 

books, additional statement of accounts, duplicate passbook, folio charges, 

etc. All such details regarding terms and conditions for the operation of the 

account and schedule of charges for various services provided will be 

communicated to the prospective depositor while opening the account and 

further charges will be displayed on Bank‟s website. 

vii. Savings Bank Accounts can be opened for eligible person/persons and 

certain organizations/agencies (as advised by Reserve Bank of India from 

time to time) 

viii. Current Accounts can be opened by Individuals/ Partnership Firms/ Private 

and Public Limited Companies/ HUFs/ Specified Associates/ Societies/ Trusts. 

Departments of Authority created by Government (Central or State) Limited 

Liability Partnership, etc. 

ix. Term Deposits Accounts can be opened by Individuals/ Partnership Firms/ 

Private and Public Limited Companies/ HUFs/ Specified Associates/ Societies/ 

Trusts, Departments of Authority created by Government (Central or State), 

Limited Liability Partnership, etc. 

x. The due diligence process, while opening a deposit account will involve 

satisfying the identity of the person, verification of address, satisfying about his 

occupation and source of income. Obtaining introduction of the prospective 

depositor from a person acceptable to the Bank and obtaining recent 

photographs of the person/s opening / operating the account are part of 

due diligence process. 

xi. In addition to the due diligence requirements, under KYC norms the Bank is 

required by law to obtain a Permanent Account Number (PAN) or 

alternatively declaration in Form No. 60 or 61 as specified under the Income 

Tax Act / Rules. 

xii. Deposit accounts can be opened by an individual in his own name (status 

known as account in single name) or by more than one individual in their own 

names (status: known as Joint Account). Savings Bank Account can also be 

opened by a minor jointly with a natural guardian or with mother as the 

guardian (Status known as Minor‟s Account). Minors above the age of 10 will 

also be allowed to open and operate saving Bank accounts independently. 
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However, no overdrafts will be granted to these minors.SB account can also 

be opened by a minor represented by guardian or jointly with a major, where 

minor is represented by natural guardian. Minors above the age of 10 will also 

be allowed to open and operate SB accounts subject to restrictions on 

transactions and no cheque books will be provided for such accounts. 

xiii. Operation of Joint Account – The Joint Account opened by more than one 

individual can be operated by single individual or by more than one 

individual. Jointly the mandate for operating the account can be modified 

with the consent of all account holders. The Savings Bank Account opened 

by minor jointly with natural guardian / guardian can be operated by such 

guardian only. 

xiv. The joint account holders can give any of the following mandates for the 

disposal of balance in the above accounts: 

a. Either or Survivor: If the account is held by two individuals say, A & B, the 

final balance along with interest, if applicable, will be paid to survivor on 

death of anyone of the account holders. 

b. Anyone or Survivor/s: If the account is held by  more  than  two  individuals 

say, A, B and C, the final balance along with interest, if applicable, will be 

paid to the survivor on death of any two account holders. 

The above mandates will be applicable to or become operational only on or 

after the date of maturity of term deposits. This mandate can be modified by 

the consent of all the account holders. 

xv. At the request of the depositor, the Bank will register mandate / power of 

attorney given by him authorizing another person to operate the account on 

his behalf. 

xvi. The term deposit account holders at the time of placing their deposits can 

give instructions with regard to closure of deposit account or renewal of 

deposit for further period on the date of maturity. In case of absence of any 

instruction‟s deposits will be treated as an auto renewal deposit and should 

be renewed for a similar period. 

xvii. Nomination facility is available on all deposit accounts opened by individuals. 

Nomination is also available to an account opened by a sole proprietor. 

Nomination can be made in favor of one individual only. Nomination so 

made can be cancelled or changed by the account holder/s at any time. 

While making nomination, cancellation or change thereof, it is required to be 

witnessed by a third party. Nomination can be modified by the consent of 

account holder/s. Nomination can be made in favour of a minor also. 

xviii. The bank recommends that all depositors avail nomination facility. The 
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nominee, in the event of death of the depositor/s, would receive the balance 

outstanding in the account as a trustee of legal heirs. The depositor will be 

informed of the advantages of the nomination facility while opening a 

deposit account. 

xix. A statement of account will be provided by the Bank to Savings Bank as well 

as Current Deposit Account Holders periodically as per terms and conditions 

of opening of the account. Alternatively, the Bank may issue a Passbook to 

Savings Bank account holders. 

xx. The deposit accounts may be transferred to any other branch of the Bank at 

the request of the depositor. 

 

4. Interest Payments 

 

vi. Interest shall be paid on saving and term deposit account at the rate 

specified by the ALCO committee of the Bank and reviewed by the 

Board. 

vii. The rate of interest on deposits will be prominently displayed in the 

branch premises. Changes, if any, with regard to the deposit schemes 

and other related services shall also be communicated upfront and 

shall be prominently displayed. 

viii. The Bank has a statutory obligation to deduct tax at source if the total 

interest paid / payable on all term deposits held by a person exceeds 

the amount specified under the Income Tax Act. The Bank will issue a 

tax deduction  

Certificate (TDS Certificate) for the amount of tax deducted. The depositor, if 

entitled to exemption from TDS can submit declaration in the prescribed 

format at the beginning of every financial year. 

 

5. Minors’ Accounts 

 

i. The minor can open a Savings Bank Account and the same can be operated 

by the natural guardian or by the minor himself / herself, if he/she is above the 

age of 10 years. The account can also be opened jointly. 

ii. On attaining majority, the erstwhile minor should confirm the balance in 

his/her account and if the account is operated by the natural guardian / 

guardian, fresh specimen signature of erstwhile minor duly verified by the 

natural guardian would be obtained and kept on record for all operational 

purposes. 
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6. Account of illiterate 

 

The Bank may at its discretion open deposit accounts other than Current Accounts 

of an illiterate person. The account of such a person may be opened provided 

he/she calls on the Bank personally along with a witness who is known to both the 

depositor and the Bank. Normally, no cheque book facility is provided for such 

Savings Bank Account. At the time of withdrawal/ repayment of deposit amount 

and/or interest, the account holder should affix his / her thumb impression or mark in 

the presence of the authorized officer who should verify the identity of the person. 

The Bank will explain the need for proper care and safekeeping of the passbook etc. 

given to the account holder. The Bank official shall explain the terms and conditions 

governing the account to the illiterate person. 

 

7. Addition or deletion of the name/s of joint account holders 

 

The Bank may at the request of all the joint account holders allow addition or 

deletion of name/s of joint account holder/s if the circumstances so warrant or allow 

an individual depositor to add the name of another person as a joint account 

holder. 

 
8. Customer information 

 

The customer information collected from the customers shall not be used for cross 

selling of services or products by the Bank, their subsidiaries and affiliates. If the Bank 

proposes to use such information, it should be strict with the consent of the 

accountholder. 

 

9. Secrecy of customer’s accounts 

 

The Bank shall not disclose details / particulars of the customer‟s account to a third 

person or party without the expressed or implied consent from the customer. 

However, there are some exceptions, viz. disclosure of information under compulsion 

of law, where there is a duty to public to disclose and where interest of the Bank 

requires disclosure. 

 

10. Premature withdrawal of term deposit 

 

The Bank on request from the depositor, at its discretion may allow withdrawal of 

term deposit before completion of the period of the deposit agreed upon at the 

time of placing the deposit. The Bank shall declare their penal interest rates policy 

for premature withdrawal of term deposit. The Bank shall make depositors aware of 
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the applicable rate along with the deposit rate. 

 

11. Premature renewal of term deposit 

 

In case the depositor desires to renew the deposit by seeking premature closure of 

an existing term deposit account, the Bank will permit the renewal at the applicable 

rate on the date of renewal, provided the deposit is renewed for a period longer 

than the balance period of the original deposit. While prematurely closing a deposit 

for the purpose of renewal, interest in the deposit for the period it has remained with 

the Bank will be paid at the rate applicable on the date of deposit to the period for 

which the deposit remained with the Bank and not at the contracted rate. Further, 

the Bank may levy the penalty for pre-mature closure of an existing deposit at such 

rates as may be decided by the Bank from time to time. 

 

12. Renewal of overdue term deposits 

 

When a term deposit is renewed on maturity, a renewed deposit interest rate for the 

period specified by the depositor as applicable on the date of maturity would be 

applied. If a request for renewal is received after the date of maturity, such overdue 

deposits will be renewed with effect from the date of maturity at interest rate 

applicable as on the due date, provided such request is received within 14 days 

from the date of maturity. In respect of overdue deposits renewed after 14 days 

from the date of maturity, interest for the overdue period will be paid at the rates 

decided by the Bank from time to time. 

 

13. Advances against deposits 

 

The Bank may consider request of the depositor/s for loan / overdraft facility against 

term deposits duly discharged by the depositor/s on execution of necessary security 

documents. The Bank may also consider loan against deposit standing in the name 

of minor, however, a suitable declaration stating that loan is for the benefit of the 

minor, is to be furnished by the depositor - applicant. 

 

14. Settlement of dues in deceased deposit account 

 

i. If the depositor has registered nomination with the Bank; – the balance 

outstanding in the account of the deceased depositor will be transferred to 

the account of / paid to the nominee after the Bank satisfies about the 

identity of the nominee, etc. 

ii. The above procedure will be followed even in respect of a joint account 

where nomination is registered with the Bank. 



 

                                                              “BANK DEPOSIT POLICY” 

10 
 

iii. In a joint deposit account, when one of the joint account holders dies, the 

Bank is required to make payment jointly to the legal heirs of the deceased 

person and the surviving depositor(s). However, if the joint account holders 

had given mandate for disposal of the balance in the account in the forms 

such as “either or survivor, former / latter or survivor, anyone of survivors or 

survivor; etc., the payment will be made as per the mandate to avoid delays 

in production of legal papers by the heirs of the deceased. 

iv. In the absence of nomination and when there are no disputes among the 

claimants, the Bank will pay the amount outstanding in the account of 

deceased person against joint application and indemnity by all legal heirs or 

the person mandated by the legal heirs to receive the payment on their 

behalf without insisting on legal documents up to the limit approved by the 

Bank‟s board. This is to ensure that the common depositors are not put to 

hardship on account of delays in completing legal formalities. 

 

15. Interest payable on term deposit in deceased account 

 

i. In the event of death of the depositor before the date of maturity of deposit 

and amount of the deposit is claimed after the date of maturity, the Bank 

shall pay interest at the contracted rate till the date of maturity. From the 

date of maturity to the date of payment, the Bank shall pay simple interest at 

the applicable rate obtained on the date of maturity, for the period for which 

the deposit remained with the Bank beyond the date of maturity, as per the 

Bank‟s policy in this regard. 

ii. However, in the case of death of the depositor after the date of maturity of 

the deposit, the Bank shall pay interest at savings deposit rate obtaining on 

the date of maturity from the date of maturity till the date of payment. 

 

16. Insurance Cover for Deposits 

 

All Bank deposits are covered under the insurance scheme offered by Deposit 

Insurance and Credit Guarantee Corporation of India (DICGC) subject to certain 

limits and conditions. The details of the insurance cover in force will be made 

available to the depositor. 

 

17. Stop Payment Facility 

 

The Bank will accept stop payment instruction from the depositors in respect of 

cheques issued by them. Charges, as specified, will be recovered. 
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18. Dormant Accounts 

 

Accounts which are not operated for a period of two years will be transferred to a 

separate dormant / inoperative account status in the interest of the depositor as 

well as the Bank. The depositor will be informed of charges, if any, which the Bank 

will levy on dormant / inoperative accounts. However, when account is not 

operated for one year, Bank shall inform the account/deposit holders in writing 

through letters or email or SMS (if the email and mobile number are registered with 

the bank) that there has been no operation in their accounts/deposits in the last one 

year. The alert messages shall invariably mention that the account would become 

„inoperative‟ if no operations are carried out during the next one year and the 

account holder would be required to submit KYC documents afresh for reactivating 

the account in such case. The depositor can request the Bank to activate the 

account for operating it. 

 

19. Redressal of complaints and grievances 

 

Depositors having any complaint / grievance with regard to services rendered by 

the Bank have a right to approach authority (ies) designated by the Bank for 

handling customer complaint / grievances. The details of the internal set up for 

redressal of complaints / grievances will be displayed in the branch premises. The 

branch officials shall provide all required information regarding the procedure for 

lodging the complaint. In case the depositor does not get response from the Bank 

within 30 days from date of complaint or he is not satisfied with the response 

received from the Bank, he has a right to approach Banking Ombudsman 

appointed by the Reserve Bank of India. 

 

20. Amendment/ Modification to the Policy  

 

The policy shall remain in force till 31/03/2026 or till amended during the current 

financial year FY 2025-26, whichever is earlier. 

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary, based 

on experience, statutory requirements and if warranted by changes in Government 

guidelines issued from time to time. 

 

 

************************* 
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KYC/AML POLICY 

1. Know Your Customer (KYC)- Preamble 

 

In terms of the provisions of Prevention of Money-Laundering Act, 2002, the 

Prevention of Money-Laundering (Maintenance of Records) Rules, 2005, as 

amended from time to time by the Government of India and Aadhaar and 

other Laws (amendment) Ordinance, 2019 as notified by the Government of 

India, Regulated Entities (REs) are required to follow certain customer 

identification procedures while undertaking a transaction either by establishing 

an account- based relationship or otherwise and monitor their transactions. REs 

shall take steps to implement the provisions of the aforementioned Act, Rules 

and Ordinance, including operational instructions issued in pursuance of such 

amendment(s).  

 

Accordingly, in exercise of the powers conferred by Sections 35A of the Banking 

Regulation Act, 1949, the Banking Regulation Act (AACS), 1949, read with  

Section 56 of the Act ibid, Rule 9(14) of Prevention of Money-Laundering 

(Maintenance of Records) Rules, 2005 and all other laws enabling the Reserve 

Bank in this regard, the Reserve Bank of India  being  satisfied  that  it  is 

necessary and expedient in the public interest to do so, has issued the Master 

Direction - Know Your Customer (KYC) Direction, 2016 vide their circular No. 

RBI/DBR/2015-16/18 Master Direction DBR.AML.BC.No.81/14.01.001/2015-16 

dt.February 25, 2016 (Updated as on May 10, 2021), RBI/2024-25/87 

DOR.AML.REC.49/14.01.001/2024-25 (Updated as on Nov 06, 2024), RBI/2023-

24/107 DOR.AML.REC.66/14.01.001/2023-24 (Updated as on Jan 04, 2024) 
 

  

In the above backdrop, it is necessitated by the Bank to update the KYC policy 

adopted by it, and the revised policy is framed as under: 

 

2.    KYC Policy 

 

In these guidelines, unless the context otherwise requires, the terms herein shall 

bear the meanings assigned to them below: 

Terms bearing meaning assigned in terms of Prevention of Money- Laundering 

Act, 2002 and the Prevention of Money-Laundering (Maintenance of Records) 

Rules, 2005:  

i. Aadhaar number", as defined in the Aadhaar and Other Law (Amendment) 

Ordinance, 2019, means an identification number issued to an individual 

under clause (a) of section 2 of the Aadhaar (Targeted Delivery of Financial 

and Other Subsidies, Benefits and Services) Act, 2016 (18 of 2016), and 

includes any alternative virtual identity generated under sub- section (4) of 

that section. 

ii. “Act” and “Rules” means the Prevention of Money-Laundering Act, 2002  

and the Prevention of Money-Laundering (Maintenance of Records) Rules, 
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2005, respectively and amendments thereto. 

iii. “Authentication”, in the context of Aadhaar authentication, means the 

process as defined under sub-section(c) of section 2 of the Aadhaar 

(Targeted Delivery of Financial and Other Subsidies, Benefits and Services) 

Act, 2016. 

iv. Beneficial Owner (BO) 

a. Where the customer is a company, the beneficial owner is the natural 

person(s), who, whether acting alone or together, or through one or more 

juridical persons, has/have a controlling ownership interest or who 

exercise control through other means. 

b. Where the customer is a partnership firm, the beneficial owner is the 

natural person(s), who, whether acting alone or together, or through  one 

or more juridical person, has/have ownership of/entitlement to more than 

15 percent of capital or profits of the partnership. 

c. Where the customer is an unincorporated association or body of 

individuals, the beneficial owner is the natural person(s), who, whether 

acting alone or together, or through one or more juridical person, 

has/have ownership of/entitlement to more than 15 percent of the 

property or capital or profits of the unincorporated association or body of 

individuals. Explanation: Term „body of individuals‟ includes societies. 

Where no natural person is identified under (a), (b) or (c) above, the 

beneficial owner is the relevant natural person who holds the position of 

senior managing official. 

d. Where the customer is a trust, the identification of beneficial owner(s) 

shall include identification of the author of the trust, the trustee, the 

beneficiaries with 15% or more interest in the trust and any other natural 

person exercising ultimate effective control over the trust through a chain 

of control or ownership. 

v. “Certified Copy of OVD” - Obtaining a certified copy shall mean comparing 

the copy of officially valid document so produced by the customer with the 

original and recording the same on the copy by the authorized officer of 

the branch/office. 

Provided that in case of Non-Resident Indians (NRIs) and Persons of Indian Origin 

(PIOs), as defined in Foreign Exchange Management (Deposit) Regulations, 2016 

{FEMA 5(R)}, alternatively, the original certified copy of OVD, certified by any one of 

the following, may be obtained: 

Notary Public abroad, 

Court Magistrate, 

Judge, 

Indian Embassy/Consulate General in the country where the non- resident customer 

resides. 

“Central KYC Records Registry” (CKYCR) means an entity defined under Rule 2(1) of 

the Rules, to receive, store, safeguard and retrieve the KYC records in digital form of 

a customer. 
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“Designated Director" means a person designated by the Bank to ensure overall 

compliance with the obligations imposed under chapter IV of the PML Act and the 

Rules. 

“Digital KYC” means the capturing live photo of the customer and officially valid 

document or the proof of possession of Aadhaar, where offline verification cannot 

be carried out, along with the latitude and longitude of the location where such live 

photo is being taken by an authorized officer of the Bank as per the provisions 

contained in the Act. 

“Equivalent e-document” means an electronic equivalent of a document, issued by 

the issuing authority of such document with its valid digital signature including 

documents issued to the digital locker account of the customer as per rule 9 of the 

Information Technology (Preservation and Retention of Information by Intermediaries 

Providing Digital Locker Facilities) Rules, 2016. 

“Know Your Client (KYC) Identifier” means the unique number or code assigned to a 

customer by the Central KYC Records Registry  

“Officially Valid Document” (OVD) means the passport, the driving license, proof of 

possession of Aadhaar number, the Voter's Identity Card issued by the Election 

Commission of India, job card issued by NREGA duly signed by an officer of the State 

Government and letter issued by the National Population Register containing details 

of name and address.  

Offline Verification”, as defined in the Aadhaar and Other Law (Amendment) 

Ordinance, 2019, means the process of verifying the identity of the Aadhaar number 

holder without authentication, through such offline modes as may be specified by 

the Aadhaar regulations. 

“Video based Customer Identification Process (V-CIP)”: an alternate method of 

customer identification with facial recognition and customer due diligence by an 

authorized official of the Bank by undertaking seamless, secure, live, informed-

consent based audio-visual interaction with the customer to obtain identification 

information required for CDD purpose, and to ascertain the veracity of the 

information furnished by the customer through independent verification and 

maintaining audit trail of the process. Such processes complying with prescribed 

standards and procedures shall be treated on par with face-to-face CIP for the 

purpose of this Master Direction. 

 

The KYC policy shall include the following four key elements: 

 

(v) Customer Acceptance Policy 

(vi) Customer Identification Procedures (CIP) 

(vii) Risk Management; and 

(viii) Monitoring of Transaction. 
 

(i) Customer Acceptance Policy 
 

The bank shall frame a Customer Acceptance Policy. Without prejudice to the 

generality of the aspect that Customer Acceptance Policy may contain, Bank 

shall ensure that: 

i. No account is opened in anonymous or fictitious/benami name. 
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ii. No account is opened where the Bank is unable to apply appropriate CDD 

measures, either due to non-cooperation of the customer or non-reliability 

of the documents/information furnished by the customer. 

iii. No transaction or account-based relationship is undertaken without 

following the CDD procedure. 

iv. The mandatory information to be sought for KYC purpose while opening   an 

account and during the periodic updation is  specified. 

v. „Optional‟/additional information is obtained with the explicit consent of the 

customer after the account is opened. 

vi. The bank shall apply the CDD procedure at the UCIC level. Thus, if an 

existing KYC complaint customer of the Bank desires to open another 

account or avail any other product or service from the same bank, there 

shall be no need for fresh CDD exercise as far as identification of the 

customer is concerned. 

vii. CDD Procedure is followed for all the joint account holders, while opening   

a joint account. 

viii. Circumstances in which a customer is permitted to act on behalf of another 

person/entity, is clearly spelt out. 

ix. Suitable system is put in place to ensure that the identity of the customer 

does not match with any person or entity, whose name appears in the 

sanctions lists circulated by Reserve Bank of India. 

x. The amendments introduce a more streamlined process for existing KYC-

compliant customers. If a customer wishes to open a new account or avail 

of additional services, no fresh Customer Due Diligence (CDD) procedure 

will be required. 

 

Where Permanent Account Number (PAN) is obtained, the same shall be verified 

from the verification facility of the issuing authority. 

Where an equivalent e-document is obtained from the customer, RE shall verify 

the digital signature as per the provisions of the Information Technology Act, 2000 

(21 of 2000). 

Customer Acceptance Policy shall not result in denial of banking/financial 

facility to members of the general public, especially those who are financially or 

socially disadvantaged. 

 

 

(ii) Customer Identification Procedure (CIP) 
 

Bank branches/offices shall undertake identification of customers in the 

following cases:- 

(a) Commencement of an account-based relationship with the   customer. 

(b) Carrying out any international money transfer operations for a person who is 

not an account holder of the bank. 

(c) When there is a doubt about the authenticity or adequacy of the customer 

identification data it has obtained. 

(d) Selling third party products above Rs 50,000/- as agents, selling their own 

products, payment of dues of credit cards/sale and reloading of 

prepaid/travel cards and any other product for more than rupees fifty 
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thousand. 

(e) Carrying out transactions for a non-account-based customer,  that is a  walk- 

in customer, where the amount involved is equal to or exceeds rupees fifty 

thousand, whether conducted as  a single transaction or several transactions 

that appear to be  connected. 

(f) When a Bank‟s branch/office has reason to believe that a customer 

(account- based or walk-in) is intentionally structuring a transaction into a 

series of transactions below the threshold of fifty thousand rupees. 

(g) Bank‟s branches/offices shall note that introduction is not mandatory while 

opening accounts. 

 

For the purpose of verifying the identity of customers at the time of 

commencement of an account-based relationship, Bank‟s branches/offices, 

shall at their option, rely on customer due diligence done by a third party, 

subject to the following conditions: 

(a) Records or the information of the customer due diligence carried out by 

the third party is obtained within two days from the third party or from the 

Central KYC Records Registry. 

(b) Adequate steps are taken by Bank branches/offices to satisfy themselves 

that copies of identification data and other relevant documentation 

relating to the customer due diligence requirements shall be made 

available from the third party upon request without delay. 

(c) The third party is regulated, supervised or monitored for, and has measures 

in place for, compliance with customer due diligence and record-keeping 

requirements in line with the requirements and obligations under the PML 

Act. 

(d) The third party shall not be based in a country or jurisdiction assessed as 

high risk. 

(e) The ultimate responsibility for customer due diligence and undertaking 

enhanced due diligence measures, as applicable, will be with the Bank. 

 

Customer Due Diligence (CDD) Procedure 

 

Part I - Customer Due Diligence (CDD) Procedure in case of Individuals: 

 

For undertaking CDD, Bank branches/offices shall obtain the following from  an 

individual while establishing an account-based  relationship  or  while dealing 

with the individual who is a beneficial owner, authorized signatory or the power 

of attorney holder related to any legal entity: 

(a) a certified copy of any OVD containing details of his identity and address, 

(b) one recent photograph, 

(c) the Permanent Account Number or Form No. 60 as defined in Income- tax 

Rules, 1962, and 

(d) such other documents pertaining to the nature of business or financial 

status specified by the REs in their KYC policy. Provided that, 

 

i) Banks shall obtain the Aadhaar number from an individual who is desirous of 
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receiving any benefit or subsidy under any scheme notified under section 7 of 

the Aadhaar (Targeted Delivery of Financial and Other subsidies, Benefits and 

Services) Act, 2016 (18 of 2016). Banks, at receipt of the Aadhaar number from 

the customer may carry out authentication of the customer‟s Aadhaar number 

using e-KYC authentication facility provided by the Unique Identification Authority 

of India upon receipt of the customer‟s declaration that he is desirous of receiving 

any benefit or subsidy under any scheme notified under section 7 of the Aadhaar 

(Targeted Delivery of Financial and Other Subsidies Benefits and Services) Act, 

2016 (18 of 2016) in his account. 

 

ii) Bank may carry out Aadhaar authentication/offline-verification of an 

individual who voluntarily uses his Aadhaar number for identification purpose. 

 

In cases where successful authentication has been carried out, other OVD and 

photograph need not be submitted by the customer. 

Accounts opened using OTP-based e-KYC, in non-face-to-face mode are 

subject to the following conditions: 

a. There must be a specific consent from the customer for authentication 

through OTP. 

b. The aggregate balance of all the deposit accounts of the customer shall 

not exceed rupees one lakh. In case, the balance exceeds the threshold, 

the account shall cease to be operational, till CDD as mentioned at (v) 

below is complete. 

c. The aggregate of all credits in a financial year, in all the deposit accounts 

taken together, shall not exceed rupees two lakh. 

d. As regards borrowal accounts, only term loans shall be sanctioned. The 

aggregate amount of term loans sanctioned shall not exceed rupees sixty 

thousand in a year. 

e. Accounts, both deposit and borrowal, opened using OTP based e-KYC 

shall not be allowed for more than one year unless identification as per 

Section 16 or as per Section 18 (V-CIP) is carried out. If Aadhaar details are 

used under Section 18, the process shall be followed in its entirety 

including fresh Aadhaar OTP authentication. 

f.  If the CDD procedure as mentioned above is not completed within a 

year, in respect of deposit accounts, the same shall be closed 

immediately. In respect of borrowal accounts no further debits shall be 

allowed. 

g. A declaration shall be obtained from the customer to the effect that no 

other account has been opened nor will be opened using OTP based KYC 

in non-face-to-face mode with any other Bank. Further, while uploading 

KYC information to CKYCR, branches/offices shall clearly indicate that 

such accounts are opened using OTP based e-KYC and other Banks shall 

not open accounts based on the KYC information of accounts opened 

with OTP based e-KYC procedure in non-face-to-face mode. 

h. Branches/Offices shall have strict monitoring procedures including systems 

to generate alerts in case of any non-compliance/violation, to ensure 

compliance with the above-mentioned conditions. 
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Bank may undertake V-CIP to carry out: 

i. CDD in case of new customer on boarding for individual customers, 

proprietor in case of proprietorship firm, authorized signatories and 

Beneficial Owners (BOs) in case of Legal Entity (LE) customers. 

ii. Provided that in case of CDD of a proprietorship firm, bank shall also 

obtain the equivalent e-document of the activity proofs with respect to 

the proprietorship firm, as mentioned in Section 28, apart from 

undertaking CDD of the proprietor. 

iii. Conversion of existing accounts opened in non-face-to-face mode using 

Aadhaar OTP based e-KYC authentication as per Section 17. 

iv. Updation/Periodic updation of KYC for eligible customers. 

In case an individual customer who does not possess any of the OVDs and 

desires to open a bank account, banks shall open a „Small Account‟, which 

entails the following limitations: 

i. The aggregate of  all credits in a financial year does not exceed rupees 

one lakh; 

ii. The aggregate of all withdrawals and transfers in a month does not 

exceed rupees ten thousand; and 

iii. The balance at any point of time does not exceed rupees fifty thousand. 

Provided that this limit on balance shall not be considered while making 

deposits through Government grants, welfare benefits and payment 

against procurements. 

Further, small accounts are subject to the following conditions: 

(a) The bank shall obtain a self-attested photograph from the customer. 

(b) The designated officer of the bank certifies under his signature that the 

person opening the account has affixed his signature or thumb 

impression in his presence. 

(c) Provided that where the individual is a prisoner in a jail, the signature or 

thumb print shall be affixed in presence of the officer in-charge of the jail 

and the said officer shall certify the same under his signature and the 

account shall remain operational on annual submission of certificate of 

proof of address issued by the officer in-charge of the jail 

(d) Such accounts are opened only at Core Banking Solution (CBS) linked 

branches or in a branch where it is possible to manually monitor and 

ensure that foreign remittances are not credited to the account. 

(e) Banks shall ensure that the stipulated monthly and annual limits on 

aggregate of transactions and balance requirements in such accounts 

are not breached, before a transaction is allowed to take place. 

(f) The account shall remain operational initially for a period of twelve 

months which can be extended for a further period of twelve months, 

provided the account holder applies and furnishes evidence of having 

applied for any of the OVDs during the first twelve months of the opening 

of the said account. 

(g) The entire relaxation provisions shall be reviewed after twenty four months. 

(h) The account shall be monitored and when there is suspicion of money 

laundering or financing of terrorism activities or other high risk scenarios, 

the identity of the customer shall be established through the production 

of an OVD and Permanent Account Number or Form No.60, as the case 
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may be. 

(i) Foreign remittance shall not be allowed to be credited into the account 

unless the identity of the customer is fully established through the 

production of an OVD and Permanent Account Number or Form No.60, 

as the case may be. 

 

Part II - CDD Measures for Sole Proprietary firms: 

 

For opening an account in the name of a sole proprietary firm, CDD of the 

individual (proprietor) shall be carried out. In addition to the above, any two of 

the following documents or the equivalent e-documents there of as a proof of 

business/ activity in the name of the proprietary firm shall also be obtained: 

(a) Registration certificate. 

(b) Certificate/licence issued by the municipal authorities under Shop and 

Establishment Act. 

(c) Sales and income tax returns. 

(d) CST/VAT/ GST certificate (provisional/final). 

(e) Certificate/registration document issued by Sales Tax/Service 

Tax/Professional Tax authorities. 

(f) IEC (Importer Exporter Code) issued to the proprietary concern by the 

office of DGFT or License/certificate of practice issued in the name of the 

proprietary concern by any professional body incorporated under a 

statute. 

(g) Complete Income Tax Return (not just the acknowledgement) in the name 

of the sole proprietor where the firm's income is reflected, duly 

authenticated/acknowledged by the Income Tax authorities. 

(h) Utility bills such as electricity, water, and landline telephone bills, etc. 

 

In cases where the branches/ off ices are satisfied that it is not possible to furnish 

two such documents, bank may, at their discretion, accept only one of those 

documents as proof of   business/activity, provided Branches/Offices undertake 

contact point verification and collect such other information and clarification as 

would be required to establish the existence of such firm, and shall confirm and 

satisfy itself that the business activity has been verified from the address of the 

proprietary concern. 

 

Part III- CDD Measures for Legal Entities: 

 

For opening an account of a company, certified copies of each of the following 

documents or the equivalent e-documents there of shall be obtained: 

(a) Certificate of incorporation 

(b) Memorandum and Articles of Association 

(c) Permanent Account Number of the company 

(d) A resolution from the Board of Directors and power of  attorney granted to its 

managers, officers or employees to transact on its behalf 

(e) Documents, as specified in Section 16, relating to beneficial owner of the 

managers, officers or employees, as the  case may be,  holding an  attorney 
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to  transact on  the company‟s behalf 

 

For opening an account of a partnership firm, the certified copies of each of  the 

following documents or the equivalent e-documents thereof  shall be obtained: 

(a) Registration certificate 

(b) Partnership deed 

(c) Permanent Account Number of the partnership firm  

(d) Documents, as specified in Section 16, relating to beneficial owner, managers, 

officers or employees, as the case may be, holding an attorney to transact on 

its behalf.  

For opening an account of a trust, certified copies of each of the following 

documents or the equivalent e-documents thereof shall be obtained: 

(a) Registration certificate 

(b) Trust deed 

(c) Permanent Account Number or Form No.60 of the trust 

(d) Documents, as specified in Section 16, relating to beneficial owner, managers, 

officers or employees, as the case may be, holding an attorney to transact on 

its behalf. 

For opening an account of an unincorporated association or a body of individuals, 

certified copies or the equivalent e-documents thereof of each of the following 

documents shall be obtained. 

(a) Resolution of the managing body of such association or body of individuals 

(b) Permanent Account Number or Form No. 60 of the unincorporated association 

or a body of individuals 

(c) Power of attorney granted to transact on its behalf  

(d) Documents, as specified in Section 16, relating to beneficial owner, managers, 

officers or employees, as the case may be, holding an attorney to transact on 

its behalf  

(e) Such information as may be required by the RE to collectively establish the 

legal existence of such an association or body of individuals. 

 

(iii) Risk Management 
 

For Risk Management, Bank has a risk-based approach which includes the 

following- 

(a) Customers shall be categorized as low, medium and high-risk categories, 

based on the assessment and risk perception of the Bank. 

(b) Risk categorization shall be undertaken based on parameters such as 

customer‟s identity, social/financial status, nature of business activity, and 

information about the clients‟ business and their location etc. While 

considering customer‟s identity, the ability to confirm identity documents 

through online or other services offered by issuing authorities may also be 

factored in. 

(c) The extent of monitoring should be aligned with the risk category of the 

customer. High risk accounts have to be subjected to more intensified 

monitoring. 

(d) “Risk Monitoring” The definition of high-risk accounts has been clarified, 

emphasizing that these accounts require more intense monitoring. This 
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clarification is now explicitly part of the regulations. 

 

Provided that various other information collected from different categories of 

customers relating to the perceived risk, is non-intrusive and the same is 

specified in the KYC policy. 

 

Explanation: FATF Public Statement, the reports and guidance notes on KYC/AML 

issued by the Indian Banks Association (IBA), guidance note circulated to all 

cooperative banks by the RBI etc., may also be used in risk assessment. 

 

Politically Exposed Persons (PEPs): 

 
“Politically Exposed Persons” (PEPs) are individuals who are or have been 

entrusted with prominent public functions in a foreign country, e.g., Heads of 

States/Governments, senior politicians, senior government/judicial/military 

officers, senior executives of state-owned corporations, important political party 

officials, etc. 

Accounts of Politically Exposed Persons (PEPs) 

 

A. Bank shall have the option of establishing a relationship with PEPs  provided 

that: 

(a) sufficient information including information about the sources of funds 

accounts of family members and close relatives is gathered on the PEP; 

(b) the identity of the person shall have been verified before accepting 

the PEP as a customer; 

(c) the decision to open an account for a PEP is taken at a senior  level   in 

accordance with the REs‟ Customer Acceptance Policy; 

(d) all such accounts are subjected to enhanced monitoring  on an on- 

going basis; 

(e) in the event of an existing customer or the beneficial owner of  an 

existing account subsequently becoming a PEP, senior management‟s 

approval is obtained to continue the business relationship; 

(f) the CDD measures as applicable to PEPs including enhanced 

monitoring on an on-going basis are applicable. 

B. These instructions shall also be applicable to accounts where a PEP is the 

beneficial owner 

 

(iv) Monitoring of Transaction. 

On-going Due Diligence: 

 

Bank shall undertake on-going due diligence of customers to ensure that their 

transactions are consistent with their knowledge about the customers, 

customers‟ business and risk profile; and the source of funds. Without prejudice to 

the generality of factors that call for close monitoring following types of 
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transactions shall necessarily be monitored: 

a. Large and complex transactions including RTGS transactions, and those 

with unusual patterns, inconsistent with the normal and expected activity 

of the customer, which have no apparent economic rationale or 

legitimate purpose. 

b. Transactions which exceed the thresholds prescribed for specific 

categories of accounts. 

c. High account turnover inconsistent with the size of the balance 

maintained. 

d. Deposit of third party cheques, drafts, etc.in the existing and newly opened 

accounts followed by cash withdrawals for large amounts. 

 

 

Periodic Updation: 

 

Bank shall adopt a risk-based approach for periodic updation of KYC. However, 

periodic updation shall be carried out at least once in every two years for high risk 

customers, once in every eight years for medium risk customers and once in every 

ten years for low risk customers from the date of opening of the account / last KYC 

updation.  

 

No change in KYC information:  

In case of no change in the KYC information, a self-declaration from the customer in 

this regard shall be obtained through customer‟s email-id registered with the bank, 

customer‟s mobile number registered with the bank, ATMs, digital channels (such as 

online banking / internet banking, mobile application of bank), letter etc. 

 

3. Record Management- 
 

The following steps shall be taken regarding maintenance, preservation and 

reporting of customer account information, with reference to the provisions of 

PML Act and Rules. Bank shall, 

a. maintain all necessary records of transactions between the Bank and the 

customer, both domestic and international; 

b. preserve the records pertaining to the identification of the customers and their 

addresses obtained while opening the account and  during  the  course of 

business relationship; 

c. make available the identification records and transaction data to the 

competent authorities upon request; 

d. introduce a system of maintaining proper record of transactions 

prescribed under Rule 3 of Prevention of Money Laundering (Maintenance 

of Records) Rules, 2005 (PML Rules, 2005); 

e. maintain all necessary information in respect of transactions prescribed 

under PML Rule 3  so  as  to  permit  reconstruction  of individual transaction. 
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4. Reporting to Financial Intelligence Unit – India: 

 

Bank shall furnish to the Director, Financial Intelligence Unit-India (FIU- IND), 

information referred to in Rule 3 of the PML (Maintenance of Records) Rules, 

2005 in terms of Rule 7  thereof. 

Explanation: In terms of Third Amendment Rules notified  September  22, 2015 

regarding amendment to sub rule 3 and 4 of rule 7, Director, FIU-IND shall have 

powers to issue guidelines to the REs for detecting transactions referred to in 

various clauses of sub-rule (1) of rule 3, to direct them about the form of 

furnishing information and to specify the procedure and the manner of 

furnishing information. 

The reporting formats and comprehensive reporting format guide, 

prescribed/ released by FIU-IND and Report Generation Utility and Report 

Validation Utility developed to assist reporting entities in the preparation of 

prescribed reports shall be taken note of. The editable electronic utilities to 

file electronic Cash Transaction Reports (CTR) / Suspicious Transaction 

Reports (STR), Counterfeit Currency Report (CCR) & Non-Profit Organization 

Transaction Report (NTR) which FIU-IND has placed on its website shall be 

made use of by Bank until we install/adopt suitable technological tools for 

extracting CTR/STR from live transaction data.  

5. Requirements/obligations under International Agreements: 

Bank shall ensure that in terms of Section 51A of the Unlawful Activities 

(Prevention) (UAPA) Act, 1967 and amendments thereto, they do not have 

any account in the name of individuals/entities appearing in the lists of 

individuals and entities, suspected of having terrorist links, which are approved by 

and periodically circulated by the United Nations Security Council (UNSC). 

The details of the two lists are as under: 

a. The “ISIL (Da’esh) & Al-Qaida Sanctions List”, which includes names of 

individuals and entities associated with the Al-Qaida. The updated ISIL & Al-

Qaida Sanctions List is available at 

https://scsanctions.un.org/fop/fop?xml=htdocs/resources/xml/en/consolid

ated. xml&xslt=htdocs/resources/xsl/en/al-qaida-r.xsl 

b. The  “1988  Sanctions  List”,  consisting  of  individuals  (Section   A  of the 

consolidated list) and entities (Section B) associated with the Taliban which 

is available at 

https://scsanctions.un.org/fop/fop?xml=htdocs/resources/xml/en/consolid

ated.xml&xslt=htdocs/resources/xsl/en/taliban-r.xsl. Details of accounts 

resembling any of the individuals/entities in the lists shall be reported to 

FIU-IND apart from advising Ministry of Home Affairs as required under UAPA 

notification dated February 2, 2021 (Annex II of this Master Direction. 

The Joint Secretary, Ministry of Home Affairs would be the Central Nodal Officer 

for the UAPA. 

6. Secrecy Obligations and Sharing of Information: 

 

a. Bank shall maintain secrecy regarding the customer information which 

arises out of the contractual relationship between the banker and 
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customer. 

b. Information collected from customers for the purpose of opening of 

account shall be treated as confidential and details thereof shall not be 

divulged for the purpose of cross selling, or for any other purpose without 

the express permission of the customer. 

c. While considering the requests for data/information from the 

Government and other agencies, banks shall satisfy themselves that the 

information being sought is not of such a nature as will violate the 

provisions of the laws relating to secrecy in the banking transactions. 

d. The exceptions to the said rule shall be as under: 

e. Where disclosure is under compulsion of law 

f. Where there is a duty to the public to disclose, 

g. the interest of bank requires disclosure and 

h. Where the disclosure is made with the express or implied consent of the 

customer. 

 

7. CDD Procedure and sharing KYC information with Central KYC Records Registry 

(CKYCR): 

 

Our Bank has been registered with Central KYC Registry. 

1. Government of India has authorized the Central Registry of Securitisation 

Asset Reconstruction and Security Interest of India (CERSAI), to act as, and to 

perform the functions of the CKYCR vide Gazette Notification No. S.O. 

3183(E) dated November 26, 2015. 

2. In terms of provision of Rule 9(1A) of PML Rules, the REs shall capture 

customer‟s KYC records and upload onto CKYCR within 10 days of 

commencement of an account-based relationship with the customer. 

3. Operational Guidelines for uploading the KYC data have been released by 

CERSAI. 

4. Bank shall capture the KYC information for sharing with the CKYCR in the 

manner mentioned in the Rules, as per the KYC templates prepared for 

„Individuals‟ and „Legal Entities‟ (LEs), as the case may be. The templates 

may be revised from time to time, as may be required and released by 

CERSAI. 

5. The „live run‟ of the CKYCR started from July 15, 2016 in phased manner 

beginning with new „individual accounts‟. Accordingly, Scheduled 

Commercial Banks (SCBs) are required to invariably upload the KYC data 

pertaining to all new individual accounts opened on or after January 1, 2017, 

with CKYCR. SCBs were initially allowed time up-to February 1, 2017, for 

uploading data in respect of accounts opened during January 2017. 

6. REs shall upload KYC records pertaining to accounts of LEs opened on or 

after April 1, 2021, with CKYCR in terms of the provisions of the Rules ibid. The 

KYC records have to be uploaded as per the LE Template released by 

CERSAI. 

7. Once KYC Identifier is generated by CKYCR, REs shall ensure that the same is 

communicated to the individual/LE as the case may be. 

8. In order to ensure that all KYC records incrementally updated on to CKYCR, 
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the bank shall upload/update the KYC are pertaining to accounts of 

individual customers and Bank opened prior to the above mentioned dates 

as per (e) or (f) respectively, at the time of periodic updation as specified in 

paragraph 30 of this Master Direction, or earlier when the updated KYC 

information is obtained/received from  the customer. Also whenever the 

Bank obtains additional or updated information from any customer as per 

clause (j) below in the paragraph or Rule 9 (1C) of the PML Rules, the Bank 

shall within 10 days or within such period as may be notified by the Central 

Government, furnish the updated information to CKYCR, which shall update 

the KYC records of the existing customer in CKYCR. CKYCR shall thereafter 

inform electronically all the reporting entities who have delt with the 

customer concerned regarding updation of KYC records of the said 

customer. Once CKYCR informs an bank regarding an update in the KKYC 

record of an existing customer, The Bank shall retrieve the updated KYC 

records from CKYCR and update the KYC record maintained by the Bank. 

9.  Bank shall ensure that during periodic updation, the customers are migrated 

to the current CDD standard. 

10. Where a customer, for the purpose of establishing an account-based 

relationship, updation/periodic updation or for verification of identity of a 

customer, the Bank shall seek the KYC identifier from the customer or retrieve 

the KYC identifier, if available, from the CKYCR and proceed to obtain KYC 

records online by using such KYC Identifier and shall no require a 

identification documents or details, unless – 

i. there is a change in the information of the customer as existing in the 

records of CKYCR; or; 

ii. the KYC record or information retrieved is incomplete or is not as per the 

current application KYC norms; or; 

iii. the bank considers it necessary in order to verify the identity or address 

(including current address) or the customer, or to perform enhanced 

due diligence or to build an appropriate risk profile of the customer; or; 

iv. the validity period of downloaded documents has lapses. 

 

8. Reporting requirement under Foreign Account Tax Compliance Act (FATCA) and 

Common Reporting Standards (CRS): 

 

Under  FATCA  and  CRS,  b a n k  shall  adhere  to  the  provisions  of  Income 

Tax Rules 114F, 114G and 114H and determine whether they are  a  Reporting 

Financial Institution as defined in Income Tax Rule 114F and if so, shall take 

following steps for complying with the reporting requirements: 

 

a. Submittion of online reports by using the digital signature of the „Designated 

Director‟ by either uploading the  Form  61B  or  „NIL‟  report,  for  which,  the 

schema prepared by Central Board of Direct Taxes (CBDT) shall be referred to. 

Explanation: Bank shall refer to the spot reference rates published by Foreign 

Exchange Dealers’ Association of India (FEDAI) on their website  at  

http://www.fedai.org.in/RevaluationRates.aspx   for   carrying out the due 
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diligence  procedure  for  the  purposes  of  identifying reportable accounts in 

terms of Rule 114H. 

b. Develop Information Technology (IT) framework for carrying out due diligence 

procedure and for recording and maintaining the same, as provided in Rule 

114H. 

c. Develop a system of audit for the IT framework and compliance with Rules 114F, 

114G and 114H of Income Tax Rules. 

d. Constitute a “High Level Monitoring Committee” under the Designated Director 

or any other equivalent functionary to ensure compliance. 

e. Ensure compliance with updated instructions/ rules/ guidance notes/ Press 

releases/ issued on the subject by Central Board of Direct Taxes (CBDT) from 

time to time and available on the web site 

http://www.incometaxindia.gov.in/Pages/default.aspx. Bank shall take note of 

the following: 

i. updated Guidance Note on FATCA and CRS 

 

ii. a press release on „Closure of Financial Accounts‟ under Rule 114H (8). 

 

9.  Issue and payment of various instruments- Cheques/drafts/PO/banker’s 

cheques: 

 

Account payee cheques for any person other than the payee constituent shall 

not be collected. Bank shall, at their option, collect account payee cheques 

drawn for an amount not exceeding rupees fifty thousand to the account of 

their customers who are co-operative credit societies, provided the payees of 

such cheques are the constituents of such co-operative credit societies. 

 

Payment of cheques/drafts/pay orders/banker‟s cheques, if they are presented 

beyond the period of three months from the date of such instruments, shall not 

be paid. 

 

Any remittance of funds by way of demand draft, mail/telegraphic 

transfer/NEFT/IMPS or any other mode and issue of travelers‟ cheques for value 

of rupees fifty thousand and above shall be effected by debit to the customer‟s 

account or against cheques and not against cash payment. Further, the name 

of the purchaser shall be incorporated on the face of the demand draft, pay 

order, banker‟s cheque, etc., by the issuing bank. These instructions shall take 

effect for such instruments issued on or after September 15, 2018. 

 

10. Operation of Bank Accounts & Money Mules: 

 

The instructions on opening of accounts and monitoring of transactions 

shall be strictly  adhered to, in order to minimize the operations of “Money 

Mules” which  are used to launder the proceeds of fraud schemes (e.g., 

phishing and identity theft) by criminals who gain  illegal  access  to  

deposit  accounts  by  recruiting third parties which act as “money mules.” 
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If it is established that an account opened and operated is that of a 

Money Mule, it shall be deemed that the bank has not complied with 

these directions. 

11. Introduction of New Technologies:  

Adequate attention shall be paid by Bank to any money-laundering and 

financing of terrorism threats that may arise from new or developing 

technologies and it shall be ensured that appropriate KYC procedures issued 

from time to time are duly applied before introducing new 

products/services/technologies. Agents used for marketing credit cards shall also 

be subjected to due diligence and KYC measures. 

      Wire transfer: Bank shall ensure the following while affecting wire transfer: 

 

i. All cross-border wire transfers including transactions using credit or debit card 

shall be accompanied by accurate and meaningful originator information such 

as name, address and account number or a unique reference number, as 

prevalent in the country concerned in the absence of account. 

Exception: Interbank transfers and settlements where both the originator and 

beneficiary are banks or financial institutions shall be exempt from the above 

requirements. 

ii. Domestic wire transfers of rupees fifty thousand and above shall be 

accompanied by originator information such as name, address and account 

number. 

iii. Customer Identification shall be made if a customer is intentionally structuring 

wire transfer below rupees fifty thousand to avoid reporting or monitoring. In 

case of non-cooperation from the customer, efforts shall be made to establish 

his identity and STR shall be made to FIU-IND. 

iv. Complete originator information relating to qualifying wire transfers shall be 

preserved at least for a period of five years by the ordering bank. 

 

12. Correspondent Banking:  

 

Correspondent banking is the provision of banking services by one bank (the 

“correspondent bank”) to another bank (the “respondent bank”). These 

services may include cash/funds management, international wire transfers, 

drawing arrangements for demand drafts and mail transfers, payable-through-

accounts, cheques clearing etc.  

Bank should gather sufficient information to understand fully the nature of the 

business of the correspondent/respondent bank. Information on the other 

bank‟s management, major business activities, level of AML/CFT compliance, 

purpose of opening the account, identity of any third party entities that will 

use the correspondent banking services, and regulatory/supervisory framework 

in the correspondent's/respondent‟s country may be of spec ial relevance. 

Similarly, bank should try to ascertain from publicly available information 
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whether  the other bank has been subject to any money laundering or terrorist 

financing investigation or regulatory action.  While it is desirable that such 

relationships should be established only with the approval of the  Board, in 

case the Board of bank wish to delegate the power to an administrative 

authority, they may delegate the power to a committee headed by the 

Chairman of the bank while laying down clear parameters for approving such 

relationships. Proposals approved by the Committee should invariably be put 

up  to the Board at its next meeting for post facto approval. The responsibilities 

of each bank with whom correspondent banking relationship is established 

should be clearly documented. In the case of payable-through-accounts, the 

correspondent bank should be satisfied that the respondent bank has verified 

the identity of the customers having direct access to the accounts and is 

undertaking ongoing 'due diligence' on them. The correspondent bank should 

also ensure that the respondent bank is able to provide the relevant customer 

identification data immediately on request. 

 

13. Quoting of PAN:  

 

Permanent account number (PAN) of customers shall be obtained and 

verified while undertaking transactions as per the provisions of Income Tax 

Rule 114B applicable to banks, as amended from time to time. Form 60 

shall be obtained from persons who do not have PAN. 

 

14. Selling Third party products: 

 

Bank acting as agent while selling third party products as per regulations in force 

from time to time shall comply with the following aspects for the purpose of 

these directions: 

a. The identity and address of the walk-in customer shall be verified for 

transactions above rupees fifty thousand as required under Section 13(e)   

of this Directions. 

b. Transaction details of sale of third party products and related records shall 

be maintained as prescribed in Chapter VII Section 46. 

c. AML software capable of capturing, generating and analyzing alerts for the 

purpose of filing CTR/STR in respect of transactions relating to third party 

products with customers including walk-in customers shall be available. 

d. transactions involving rupees fifty thousand and above  shall  be  

undertaken only by: 

i. Debit to customers‟ account or against cheques; and 

ii. Obtaining and verifying the PAN given by the account-based as well 

as walk-in customers. 

e. Instruction at „d‟ above shall also apply to sale of Bank‟s own products, 

payment of dues of credit cards/sale and reloading of prepaid/travel cards 

and any other product for rupees fifty thousand and above. 
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15. Hiring of Employees and Employee training: 

 

a. Adequate screening mechanism as an integral part of their personnel 

recruitment/hiring process shall be put in place. 

b. On-going employee training programme shall be put in place so that the 

members of staff are adequately trained in AML/CFT policy. The focus of the 

training shall be different for frontline staff, compliance staff and staff dealing 

with new customers. The front desk staff shall be specially trained to handle 

issues arising from lack of customer education. Proper staffing of the audit 

function with persons adequately trained and well-versed in AML/CFT policies of 

the Bank, regulation and related issues shall be ensured. 

 

The policy shall remain in force till 31.03.2025, if there is a need for change by the 

Bank due to its work experience, statutory or government guidelines issued from 

time to time, the said policy can be reviewed after one years or even earlier. 

 

16. Change in Terminology: 

 

The provision of Master Direction may henceforth be read as „paragraph‟ instead of 

„section‟. All internal cross-references to „section‟ in the Master Direction on KYC 

have been replaced to be read as „paragraph‟. 

17. Review of Policy: 

 

The policy shall remain in force till 31.03.2026 or till amended during the current 

financial year FY 2025-26, whichever is earlier. 

 

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary, 

based on experience, statutory requirements and if warranted by changes in 

Government guidelines issued from time to time. 

 

 

*************** 
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“FREQUENT DISHONOUR OF CHEQUE AND ELECTRONIC PAYMENT SYSTEM POLICY”

 / Introduction 

Hkqxrku ,oa fuiVku iz.kkyh ¼Payment & Settlement½ esa rduhdh izxfr vkSj ifjpkyu 

izfØ;k@iz.kkyh esa cnyko dks /;ku esa j[krs gq, cSad esa psd dysD'ku ikWfylh o"kZ 

2016 esa ykxw dh xbZ FkhA cSad esa Personalized Cheque Book (Multicity) tkjh fd;k 

tkuk vkjaHk fd;k x;k gSA blds vfrfjDr Hkkjrh; fjtoZ cSad }kjk gekjh leLr 

'kk[kkvksa dks MICR Code vkcafVr fd;k x;k gSA Hkkjrh; fjtoZ cSad }kjk psd dysD'ku 

gsrq le;&le; ij fn'kk funsZ'k tkjh fd;s tkrs gSaA mu leLr funsZ'kksa dks lesfdr 

dj la'kksf/kr psd dysD'ku ikWfylh fuEukuqlkj rS;kj dh xbZ gSA  

 

 / Cheque collection process

A. 

i. LFkkuh; #i ls Hkqxrku ;ksX; lHkh psdkas dks lacaf/kr dsUnz esa ykxw lek'kks/ku 

iz.kkyh ds ek/;e ls izLrqr fd;k tk;sxkA 'kk[kkvksa esa iznf'kZr fu/kkZfjr le; 

ls iwoZ 'kk[kk ifjlj ds vanj j[ks tek ckWDl esa tek fd;s x, psdkas dks 

mlh fnu lek'kks/ku esa izLrqr fd;k tk;sxkA fu/kkZfjr le; ds ckn vkSj 

'kk[kk ifjlj ds ckgj j[ks psd tek ckWDl esa tek fd;s x, psdkas dks vxys 

dk;Z fnol ds lek'kks/ku esa izLrqr fd;k tk,xkA 

ii. cSad xzkgd ds [kkrs esa lek'kks/ku fuiVku ds ckn jkf'k tek djsxkA bl 

izdkj tek dh xbZ jkf'k dh fudklh dh vuqefr] lek'kks/ku x`g dh okilh 

le; lhek dh lekfIr ds mijaakr gh nh tk;sxhA 

iii. ,sls dsUnzksa esa fLFkr cSad 'kk[kk,a tgk¡ lek'kks/ku x`g ughaa gS] os LFkkuh; psdkasa 

dks vnkdrkZ cSadksa ds dkmaVj ij lek'kks/ku gsrq izLrqr djsxk rFkk cSad 

'kk[kk dk iz;kl jgsxk fd jkf'k dks olwy dj vfr'kh?kz vnkrk ds [kkrs esa 

tek djsaA 

iv. laxzg.k dsUnzksa esa mPp ewY; lek'kks/ku ¼HVC½ lqfo/kk gksus ij xzkgd dks 

mlh fnu jkf'k tek dh lqfo/kk iznku dh tk;sxhA   



 

“FREQUENT DISHONOUR OF CHEQUE AND ELECTRONIC PAYMENT SYSTEM POLICY” 

4 
 

 

B. 

i. vU; cSadksa ij cká dsUnzksa esa vkgfjr psd dk laxzg.k lkekU;r% mu dsUnzksa ij 

fLFkr cSad dh 'kk[kkvksa ds ek/;e ls fd;s tk,axsA 

ii. ,sls dsUnzksa esa tgk¡ cSad dh viuh 'kk[kk ugha gS] ogka vkgfjr psd dks olwyh 

ds fy;s lh/ks vnkdrkZ cSad dks Hkstsxk vFkok izk;kstd cSad ds ek/;e ls 

laxzfgr fd;k tk;sxkA 

iii. cSad Hkkjrh; fjtoZ cSad }kjk lapkfyr jk’Vªh; lek'kks/ku x`g ¼NCH½ vFkok 

jk’Vªh; Lopfyr lek'kks/ku x`g ¼NACH½ ds ek/;e ls Hkh psd laxzg.k dk 

dk;Z djsxkA 

iv. cSad vius xzkgdksa dks viuh fdlh Hkh vU; 'kk[kk ij vkgfjr cká psdkas dk 

mlh fnu lhch,l usVodZ esa Hkqxrku djsxkA 

 

C. 

Hkkjrh; fjtoZ cSad }kjk Account Payee psdkas dk Hkqxrku izkIrdrkZ ¼Payee½ 

O;fDr@laLFkk ds [kkrksa ds vfrfjDr vU; fdlh O;fDr ds [kkrs esa lek'kks/ku djuk 

fuf’k) dj fn;k x;k gSA rnuqlkj cSad }kjk dsoy Hkqxrku izkIrdrkZ ds i{k esa gh 

fd;k tkosxkA r`rh; i{k ds [kkrs esa lek'kks/ku ugha fd;k tkosxkA  
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 / Cheque Truncation System

 

A.  lhVh,l&2010 ekudksa ds vuq#i /kks[kk/kM+h xfrfof/k;ksa ls cpko ,oa lhVh,l 

ifjos'k esa lek'kks/ku ds lqpk# #i ls dk;Z djus gsrq lqfo/kk ds fy;s lHkh cSadksa 

}kjk vius xzkgdksa dks tkjh fd;s x, psdkasa ds vkdkj] fMtkbu vkSj lqj{kk 

fo'ks’krkvksa esa le#irk ykbZ xbZ gSA 

B. cSad }kjk orZeku esa dsoy lhVh,l ekudkas ds psd tkjh fd, tkrs gSaA  

C. psd Vaªds'ku flLVe ¼CTS½ ds varxZr] psd dks izR;{k #i ls izLrqr djus ds 

LFkku ij HkqxrkudrkZ cSad dks psd dh Nfo ¼Image½ izLrqr dh tkrh gSA ewy 

psd olwyhdrkZ cSad dh vfHkj{kk esa jgrs gSA mDr izfØ;k esa CTS Scanner dh 

enn ls psd dh Nfo fDy;fjax gkml ds ek/;e ls Paying Branch dks izLrqr 

dh tkrh gSA   

D. NPCI ds ek/;e ls CTS fDy;fjax dh lh/ks lnL;rk izkIr gksus rd cSad }kjk 

Agency ds ek/;e ls CTS fDy;fjax dh lsok,a iznku dh tkosxhA 

E. CTS lek'kks/ku x`g ds ek/;e ls cSad dks lek'kks/ku gsrq izkIr psdkas dk Hkqxrku 

dsUnzh;d`r #i ls fd;k tkosxkA 

F. lek'kks/ku gsrq tek fd;s x, CTS psdkas dks Electronic Form esa fu/kkZfjr dsanzks 

}kjk cSad dh fu/kkZfjr dsUnzh; 'kk[kk esa izLrqr fd;k tkosxkA dsUnzh; 'kk[kk }kjk 

Agency ds ek/;e ls Hkqxrku izkIr dj xzkgdksa ds [kkrs esa tek gsrq jkf'k 

lacaf/kr 'kk[kkvksa dks izsf’kr dh tkosxhA 

 

 / Collection of Cheques drawn on Foreign 

countries 

 

fons'kh dsUnzksa ij vkgfjr psdkas dk laxzg.k izk;kstd cSad dh Foreign Exchange lqfo/kk 

okyh 'kk[kk ds ek/;e ls ,oa mudh uhfr ds vuqlkj fd;k tkosxkA 

 / Payment of 

Local cheques/ DD/ warrants /outstation cheques 

 

A. 'kk[kkvksa esa iznf'kZr fu/kkZfjr le; ls iwoZ 'kk[kk ifjlj ds vanj j[ks tek ckWDl 

esa tek fd;s x, psdkas dks mlh fnu lek'kks/ku esa izLrqr fd;k tk;sxkA fu/kkZfjr 

le; ds ckn vkSj 'kk[kk ifjlj ds ckgj j[ks psd tek ckWDl esa tek fd;s x, 
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psdkas dks vxys dk;Z fnol ds lek'kks/ku esa izLrqr fd;k tk,xkA Hkqxrku izkIr 

gksus ij xzkgdksa ds [kkrs esa jkf'k tek dh tkosxhA  

B. orZeku esa cSad dh lHkh 'kk[kk,a dksj cSafdax ¼CBS½ ls laca/k gS ,oa psd olwyh dk 

dk;Z Rofjr xfr ls fd;k tkrk gSA vr% cSad rqjar tek dh lqfo/kk dsoy ik= 

xzkgdksa dks muds vuqjks/k ij vius foosd ls iznku djsxhA ;g lqfo/kk 

vfrvko';d ,oa vkikrdkyhu ifjfLFk;ksa esa {ks=h; izca/kd dh iwokZuqefr ls 

'kk[kkvksa }kjk iznku dh tk;sxhA 

rqjar tek dh lqfo/kk xzkgdksa ds cpr cSad@pkyw@udn m/kkj [kkrksa esa nh 

tk;sxhA bl lqfo/kk dks iznku djuss ds fy;s [kkrksa esa U;wure 'ks’k dh dksbZ 

vyx 'krZ ugha gksxhA 

bl uhfr ds varxZr izhisM fy[kr tSls fd ekax i=@C;kt@ykHkka'k okjaV psdkas 

ds leku ekus tk;saxsaA 

C. bl uhfr ds iz;kstu ls larks’ktud ifjpkfyr [kkrk og gS tks&  

 

 de ls de Ng ekg iwoZ [kksyk x;k gks vkSj ftlesa dsokbZlh ekunaMksa dk 

ikyu fd;k x;k gksA 

 [kkrs esa ysu&nsu larks"ktud gS vkSj cSad }kjk dksbZ vfu;ferrk ughaa ikbZ 

xbZ gksA 

 ftlesa fiNys rhu ekg ds nkSjku dksbZ psd@fy[kr ftlds fy;s rqjar 

ØsfMV fn;k x;k Fkk ,oa foÙkh; dkj.kksa ¼vi;kZIr fuf/k½ ls fcuk Hkqxrku ds 

okil ughaa vk;k gksaA 

 tgka cSad us iwoZ esa fdlh fn;s x, vfxze dh olwyh esa dksbZ dfBukbZ vuqHko 

ughaa dh gks] ftlesa rqjar ØsfMV ds ckn okiLk vk;s psd 'kkfey gSaA 
 

D. cSad olwyh ds fy;s izkIr cká fy[krksa ds fo#) rqjUr ØsfMV ds le; lkekU; 

olwyh izHkkj ,oa Mkd [kpZ olwy djsxkA psd Ø; djus ds fy;s ;|fi ykxw 

fofue; izHkkj ughaa yxk, tk;sxsaA 

E. ;fn psd@fy[kr ftlesa rqjUr ØsfMV fd;k x;k gks fcuk Hkqxrku okil dj 

fn;k x;k gks] ,slh fLFkfr esa cSad }kjk Clean Over draft nj ls C;kt olwy 

fd;k tk;sxkA C;kt dh olwyh mruh vof/k ds fy;s dh tkosxh] ftruh vof/k 

ds fy;s cSad dh jkf'k dk mi;ksx] xzkgd }kjk fd;k x;k gSA 

 cSad C;kt dh olwyh tek fnukad ls ysdj jkf'k olwyh fnukad rd dh 

vof/k ds fy;s djsxkA 
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 ;fn jkf'k cpr [kkrk esa tek dh xbZ gks vkSj cSad }kjk mDr cpr [kkrs esa 

Hkqxrku dj fn;k x;k gS] rc cSad }kjk jkf'k ij Hkqxrku dh xbZ C;kt dh 

jkf'k ukes dj yh tkosxhA blh izdkj C;kt dk Hkqxrku ugha fd;k x;k gks 

rks mDr jkf'k dh x.kuk cpr [kkrs esa C;kt Hkqxrku ds le; cSad de dj 

ysxkA  

 ;fn jkf'k vksoj Mªk¶V@_.k [kkrs esa tek dh xbZ gks rks cSad mDr jkf'k 

_.k ij ykxw C;kt nj vFkok Clean Over draft nj esa ls tks vf/kd gks 

dh nj ls C;kt olwy djsxkA  

 

 / Issuance of cheques 

cSad }kjk xzkgdksa dh ekax ij psd cqd lqfo/kk ¼Personalized/Multicity Cheque½ iznku 

dh tk;sxhA bl lqfo/kk gsrq& 

 

A. [kkrs dk de ls de Ng ekg ls larks"kizn lapkyu gks jgk gks vkSj ftlesa 

dsokbZlh ekunaMksa dk ikyu fd;k x;k gksA 

B. xzkgd dh lk[k dks ns[krs gq, cSad vius foosdkf/kdkj dk mi;ksx dj Ng ekg 

ls iwoZ Hkh psd cqd tkjh dj ldrk gSA 

C. ;fn fdlh xzkgd ds [kkrs ij vkgfjr #- 50]000-00 ls vf/kd ewY; ds psd rhu 

ckj ls vf/kd foÙkh; dkj.kksa ls fcuk Hkqxrku ds okil fd;k x;k gks] rks bl 

fLFkfr esa ml xzkgd dh psd cqd lqfo/kk cSad }kjk can dh tk ldrh gSA 

D. ;fn cSad }kjk fdlh xzkgd ds psd dk nq#i;ksx djrs gq, ik;k x;k] ,slh 

fLFkfr esa cSad vius foosdkf/kdkj dk mi;ksx dj ml xzkgd dh psd cqd lqfo/kk 

can dj ldrk gSA 

E. cSad }kjk orZeku esa Non- Personalized psd tkjh fd, tk jgs gSA ftls 

pj.k&c) #i ls lekIr dj dsoy Personalized psd cqd tkjh fd, tkosaxsaA 

cSad }kjk iwoZ esa tkjh Non  Personalized psd Hkqxrku gsrq oS/k ,oa Lohdk;Z 

gksaxsA 

F. Personalized Cheque 'kk[kk ij ns; ,oa vU; 'kk[kkvksa esa leewY; ij ns; 

¼Payable at par to all branches½ nksukas izdkj ls tkjh fd, tk ldsaxsA 

G. Multicity Cheque ls xzkgd }kjk Lo;a ds mi;ksx gsrq jkf'k ds fudklh dh 

lqfo/kk Non- Personalized psd gsrq tkjh funsZ'kkuqlkj gh gksxhA 

H. Personalized Cheque esa xzkgd ds uke] [kkrk Øekad ds lkFk 'kk[kk dk irk 

rFkk MICR code dk Hkh mYys[k fd;k tkosxkA  
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 / Acceptance of cheques 

A. cSad xzkgdksa }kjk olwyh gsrq tek fd, x, LFkkuh;@ckg~; psdkas dks Lohdkj 

djus ls euk ugha djsxkA ;fn og psd vU; #i esa fu;fer gksA 

B. cSad dkmaVj ij Hkqxrku gsrq izkIr psdkas dks fu;fer@mi;qDr gksus ij fcuk 

foyEc ds Hkqxrku djsxkA 

C. Hkkjrh; fjtoZ cSad ds funsZ'kkuqlkj CTS psdkas ij dksbZ Hkh ifjorZu@la'kks/ku ugha 

fd;k tkuk pkfg;sA oS/krk vof/k dh frfFk esa ifjorZu ds vykok vnkrk ds uke] 

fuosnu jkf'k ¼jkf'k vadksa esa½ ;k oS/k jkf'k ¼jkf'k 'kCnksa esa½ vkfn esa dksbZ Hkh 

ifjorZu ds fy;s xzkgdksa dks u;s psd QkeZ dk mi;ksx djuk gksxkA ;g 

/kks[kk/kM+h okys gsj&Qsj dks igpkuus vkSj fu;af=r djus esa cSad dh lgk;rk 

djsxkA 

D. psd izkfIr ds i'pkr psd Hkqxrku ls iwoZ psd ds izkjafHkd tkap gsrq foLr`r 

Standarad Operating Proceedure (SOP) for Preliminary Scrutiny of Cheque 

¼Annexure-1½ layXu gSA 

 / Validity of cheques 

Hkkjrh; fjtoZ cSad ds funsZ'kkuqlkj 01-04-2012 ls fy[krksa@psdkas dh oS/krk tkjh frfFk 

ls 3 dSysUMj ekg dh gksxhA 

 / Timeline for collection of cheques 

A. 

i. LFkkuh; psd] tks lek'kks/ku x`g ds {ks=kf/kdkj esa laxzg.k ;ksX; gS] rks os 

ml dsUnz esa py jgh lek'kks/ku iz.kkyh ds ek/;e ls olwyh gsrq izLrqr 

fd;s tk,axsA LFkkuh; psdkasa ls izkIr gksus okyh olwyh jkf'k lacaf/kr okilh 

lek'kks/ku dh lekfIr ij rqjar xzkgdksa ds [kkrksa esa tek dj nh tkosxhA 

ii. lqj{kk mik; viukrs gq, jkf'k fudklh dh vuqefr mlh fnu ;k vf/kdre 

vxys dk;Z fnol ds dkjksckj 'kq# gksus ds ,d ?kaVs ds vanj nh tk;sxhA 

iii. lkekU; ifjfLFkfr;ksa esa] LFkkuh; psd laxzg.k gsrq 3 dk;Z fnol dh 

vf/kdre vof/k gksxhA 

 

B. 
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i. jkT; dh jkt/kkuh ¼jk;iqj½@ns'k ds izeq[k 'kgjksa@vU; dsUnzksa ij vkgfjr 

psdkas dh olwyh ds fy;s le; ekunaM Øe'k% 7@10@14 dk;Z fnol gksxsaA 

ii. ;fn bl vof/k ls vf/kd foyac gksrk gS rkss cSad dh olwyh uhfr ds 

vuqlkj, tgka nsjh 14 fnuksa ls vf/kd gS] ogka mä vof/k ds fy, tek ;k 

cpr cSad nj] tks Hkh vf/kd gks ij C;kt dk Hkqxrku fd;k tk;sxkA  
vlk/kkj.k nsjh ds ekeys esa] ;kuh 90 fnuksa ls vf/kd dh nsjh ds ekeys esa] 

lacaf/kr lkof/k tek nj ls 2% vf/kd dh nj ls vfrfjä C;kt dk 

Hkqxrku fd;k tk,xkA  

iii. olwyh ds fy;s gekjs }kjk fu/kkZfjr ekunaMksa dks vafre lhek ekuk tk,xk 

rFkk ;fn izfØ;k igys iwjh gks tkrh gS] rks laxzg.k jkf'k dks vnkrk ds 

[kkrs esa igys tek fd;k tkosxkA 

 

 

  / Lost Stolen cheques 

 

olwyh ds fy;s Lohdkj fd, x, fdlh fy[kr@psd ds ekxZ] lek'kks/ku vFkok 

HkqxrkudrkZ cSad dh 'kk[kk esa xqe gks tkus dh fLFkfr esa cSad }kjk xqe gks tkus dh 

tkudkjh feyus ds rqjar ckn bldh tkudkjh [kkrk/kkjd dks nh tkosxhA rkfd cSad 

[kkrk/kkjd vkgrkZ cSad dks Hkqxrku jksdus dh lwpuk ns ldsA cSad psd ds vkgrkZ ls 

MqIyhdsV psd izkIr djus ds fy;s xzkgd dks gj laHko lgk;rk iznku djsxkA cSad ekxZ 

es xqe gq, psdkas ds laca/k esa [kkrk/kkjd dks fuEufyf[kr rjhds ls {kfriwfrZ dk Hkqxrku 

djsxk- 

  

A. ;fn midj.k ds [kksus dh lwpuk xzkgd dks laxzg ds fy, fu/kkZfjr le; lhek 

¼7@10@14 fnu tSlk Hkh ekeyk gks½ ls ijs nh tkrh gS] rks fu/kkZfjr laxzg 

vof/k ls vf/kd dh vof/k ds fy, tek ;k cpr cSad nj] tks Hkh vf/kd gks ij 
C;kt dk Hkqxrku fd;k tk;sxkA 

B. blds vykok] cSad MqfIydsV psd/baLVªwesaV çkIr djus vkSj mlds laxzg esa laHkkfor 

nsjh ds fy, cpr cSad nj ij 15 fnuksa dh vfrfjä vof/k ds fy, psd dh 

jkf'k ij C;kt dk Hkqxrku djsxkA 

C. cSad xzkgd dks jlhn çLrqr djus ij] ;fn midj.k fdlh cSad/laLFkk ls çkIr 

fd;k tkuk gS tks MqfIydsV midj.k tkjh djus ds fy, 'kqYd ysxk rks] yxus 

okys fdlh Hkh mfpr 'kqYd dh HkjikbZ Hkh djsxkA 

 / / Return of cheques 

and reasons thereof
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A. cSad }kjk cSadj lek'kks/ku x`gkas ds fy;s ,d leku fofu;e vkSj fu;e 

¼;wvkjvkjchlh,p½ ds fu;e 6 ds vuqlkj] psd okilh Kkiu ij okilh dh 

frfFk vkSj Hkqxrku u djus dk fuf'pr vkSj oS/k dkj.k nsrs gq, gLrk{kj@y?kq 

gLrk{kj djds tkjh djsxkA blls psd /kkjd dks psd vkgrkZ ds fo#} 

dkuwuh dk;Zokgh djus esa enn feysxhA 

B. ;fn vkgrkZ 'kk[kk }kjk psd fcuk Hkqxrku ds okil fd;k tkrk gS] rks muds 

}kjk tkjh ewy psd okilh Kkiu ¼Cheque Return Memo½ cSad }kjk iznk; 

fd;k tkosxkA 

C. psd dh okilh dh lwpuk xzkgd dks rqjar nh tkosxh ,oa ;fn 

xzkgd@izfrfuf/k 'kk[kk esa mifLFkr u gks] rks psd Mkd ds ek/;e ls rqjar 

xzkgd dks okil Hksts tk;saxsA lacaf/kr [kkrk/kkjd ls Mkd O;; lsok'kqYd 

lfgr olwy dh tk;sxhA 

D. cSad }kjk laxzg.k gsrq izLrqr psdkas dh okilh esa fu;ekuqlkj psd okilh izHkkj 

olwy djsxkA 

E. cSad okilh izHkkj dsoy mUgha ekeyksa esa yxk,xk] tgk¡ xzkgd dh xYkrh gS] 

vkSj og bl izdkj dh okilh ds fy;s mÙkjnk;h gSaA okilh dh mnkgj.kkFkZ 

lwph (Annexure-A) layXu gSA 

F. ,sls ekeyksa esa tgka xzkgd dh xYkrh ugha gS] bl izdkj ds ekeyks esa cSad 

}kjk izHkkj dh olwyh ugha dh tkosxhA mnkgj.kkFkZ lwph (Annexure-B) layXu 

gSA 

G. blds vfrfjDr] tgka psdkas dks vnkrk ds nkf;Ro ds fcuk iqu% izLrqr djus 

dh vko';drk gks] ,slk iqu% izLrqrhdj.k rqjar vxys lek'kks/ku izLrqrhdj.k 

esa 24 ?kaVs ds vanj ¼vodk'k ds fnuksa dks NksM+dj½ xzkgd dks 

O;fDrxr@nwjHkk’k@ ,l,e,l@bZ&esy bR;kfn ds ek/;e ls fof/kor~ lwpuk 

nsrs gq, fd;k tk;sxkA 

 

 E-mandate  NACH  / Provisions for E-mandate and NACH

 

NPCI ds ek/;d ls cSad vius xzkgdksa dks NACH }kjk E-Mandate dh lqfo/kk iznku 

djsxkA E-Mandate }kjk xzkgd cSad dks ,d ckj iqujko`fÙk ds :Ik esa jkf’k 

bysDVªWkfudyh izsf"kr ;k iku gsrq vf/kÑr dj ldrk gSA 

 / Service Charges
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Lke;&le; ij cSad }kjk ;Fkkfuf.kZr lHkh olwyh lsokvksa ds fy;s cSad mi;qDr lsok 

izHkkj ,oa Mkd [kpZ olwy djsxkA cSad }kjk xzkgdksa dks ykxw lsok izHkkjksa dh lwpuk cSad 

dh oSc lkbZV ds ek/;e ls@'kk[kk lwpuk iVy ij@xzkgdksa ds ekax fd, tkus ij nh 

tkosxhA 

 

 NACH 

/ ECS 

 

vkjchvkbZ us 01 djksM+ vkSj mlls vf/kd ds psd ds vuknj.k ds fy, 01 tqykbZ 2015 

ds vius ekLVj ifji= DBR NO-Leg-BC-21/09-07-006/2015-16 ds ek/;e ls 

iSjkxzkQ 15-4 esa fu/kkZfjr dne mBkus dh lykg nh gSA gkyk¡fd] vkjchvkbZ us mYys[k 

fd;k gS fd NksVs psd ds fy, muds ifji= ds iSjkxzkQ 15-4 esa fu/kkZfjr lHkh pj.kksa 

dk foLrkj djuk vko';d ugha gS vkSj cSad fu;e ;k fn'kk&funsZ'kksa ds ikyu ds çfr 

vfuPNqd xzkgdksa ls fuiVus ds fy, viuk –f"Vdks.k j[k ldrs gSa vkSj ?kVukvksa ls 

fuiVus ds fy, vius cksMZ }kjk vuqeksfnr uhfr cuk ldrs gSaA vkjchvkbZ us ;g Hkh 

lykg nh gS fd uhfr dks ,u.,.lh.,p./bZ.lh.,l. vf/kns'kksa ds yxkrkj vuknj ls 

lacaf/kr ekeyksa ls Hkh fuiVuk pkfg,A 

 

A. vkjchvkbZ us vf/klwpuk la[;k RBI/2016-17/33 DBR-No-Leg-BC-3/09-07-

005/2016-17 fnukad 04 vxLr] 2016 ds ek/;e ls çfØ;k esa la'kks/ku dj bls 

cSadksa ds foosd ij NksM+ fn;k rkfd os vuknj ds çfr viuh çfrfØ;k fu/kkZfjr 

dj ldsaA psd vkgj.k lqfo/kk ds nq#i;ksx dks jksdus vkSj psd ds vutkus 

vuknj ds fy, xzkgdksa dks nafMr djus ls cpus dh vko';drk dks /;ku esa 

j[krs gq, cksMZ ;k mldh lfefr }kjk vuqeksfnr ,d mfpr uhfr cukuh pkfg,A 
vr%- 

B. ;fn fdlh xzkgd ds [kkrs ij vkgfjr #- 50]000-00 ls vf/kd ewY; ds psd rhu 

ckj ls vf/kd foÙkh; dkj.kksa ls fcuk Hkqxrku ds okil fd;k x;k gks] rks bl 

fLFkfr esa ml xzkgd dh psd cqd lqfo/kk cSad }kjk can dh tk ldrh gSA 

C. ;fn cSad }kjk fdlh xzkgd ds psd dk nq#i;ksx djrs gq, ik;k x;k] ,slh 

fLFkfr esa cSad vius foosdkf/kdkj dk mi;ksx dj ml xzkgd dh psd cqd lqfo/kk 

can dj ldrk gSA 

 

 

 

 / Force Majeure
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xzkgdksa dks foyEc ls gq, tek ds fy;s cSad {kfriwfrZ djus ds fy;s mÙkjnk;h ugha gS] 

;fn vizR;kf'kr ?kVuk,a ftu ij lsok iznku djus ds iSjkfeVjksa ds Hkhrj vius nkf;Ro 

dks fuHkkus ls jksdus esa cSad dk fu;a=.k ugha gSA ¼mnkgj.kkFkZ& ukxfjd minzo] 

rksM+QksM+] egkekjh] rkykcanh] gM+rky vFkok vU; dkexkj v'kkafr] nq?kZVuk] vfXu] 

izkd`frd vkink,a vFkok bZ”ojh; d`R;] ;q)] cSad vFkok blds laidhZ cSad ¼cSadksa½ dh 

lqfo/kkvksa dh {kfr] lapkj vFkok lHkh izdkj ds ifjoguksa vkfn ds lkekU; lk/kuksa dh 

vuqifLFkfr lfEefyr gS] fdarq lhfer ughaa½A 

 

  / Revision of Policy

;g uhfr vuqeksnu frfFk ls 31@03@2026 rd vFkok foÙkh; o"kZ 2025&26 esa 

la'kksf/kr@ ubZ ikWfylh vuqeksfnr gksus dh frfFk] tks igys gks] rd izHkko'khy jgsxhA 

cSad }kjk dk;Z vuqHko] le;&le; ij tkjh lkafof/kd vFkok iz”kklfud fn'kk&funsZ'kksa 

ds vuqlkj ifjorZu dh vko';drk gksus ij mDr uhfr dh leh{kk fnukad 

31@03@2026 ;k blds iwoZ Hkh dh tk ldsxhA  
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Annexure-A 

/ Reasons for Return

 ¼cSadj lek'kks/ku x`gksa ds fy, ,d leku fofu;e vkSj fu;eksa ¼URRBCH½ ds 

Annexure-D ds vuqlkj fy[kr vkSj psd dh Nfo vk/kkfjr  lek'kks/ku ds fy, 

ykxw ½ 

  

dksM la okilh ds fy, dkj.k 

¼01&03½ fuf/k 

01 vi;kZIr fuf/k@ fuf/k de gS 

02 fuf/k;ksa dh O;oLFkk ls jkf'k vf/kd gS 

03 /kujkf'k dk lek'kks/ku ughaa gqvk] iqu% çLrqr djsa 

¼04&05½ vkgrkZ 

04 vkgrkZ dks lanfHkZr djsa 

05 vkgrkZ cSad ls laidZ djsa  

¼10&17½ gLrk{kj 

10 vkgrkZ ds gLrk{kj vlaiw.kZ gSa 

11 vkgrkZ ds gLrk{kj vLi"V gSa 

12 vkgrkZ ds gLrk{kj fHkUu gSa 

13 vkgrkZ ds gLrk{kj dh vko';drk gSa 

14 vkgrkZ ds gLrk{kj vf/kns'k@mandate ds vuqlkj ughaa gSa 

15 vkgrkZ ds gLrk{kj [kkrs ds lapkyu gsrq vizkIr gSa 

16 vkgrkZ ds vf/kdkj [kkrs ds lapkyu gsrq vizkIr gSa 

17 ifjorZu ds fy, vkgrkZ dk izek.khdj.k dh vko';drk gS 

¼20&29½ Hkqxrku ij jksd 

20 vkgrkZ }kjk Hkqxrku jksdk x;k gS 

21 dqdhZ vkns'k ds dkj.k Hkqxrku ij jksd 

22 U;k;ky; vkns'k ds dkj.k Hkqxrku ij jksd 

23 [kkrsnkj dh e`R;q ds dkj.k fudklh ij jksd 

24 [kkrsnkj ds ikxy gks tkus ds dkj.k fudklh ij jksd 

25 [kkrsnkj ds fnokfy;k gks tkus ds dkj.k fudklh ij jksd 

¼30&42½ psd@fy[kr 

30 psd@fy[kr iwoZ fnukafdr gS 

31 psd@fy[kr mÙkj fnukafdr gS@dkykrhr gS 

32 psd@fy[kr fcuk frfFk ds gS  

33 psd@fy[kr dkVk&QVk gS] cSad dh xkjaVh visf{kr gS 
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34 'kCnksa vkSj vadksa esa jkf'k vyx&vyx gS 

35 lek'kks/ku x`g dh frfFk@lhy dh vko';drk gS 

36 xyr çdkj ls lqiqnZxh dh xbZ@ge ij vkgfjr ughaa gS 

37 mi;qä lek'kks/ku {ks= esa çLrqr djsa 

38 psd@fy[kr esa ckgjh lkexzh lfEefyr gS 

39 Nfo@Image Li"V ughaa gS] 

40 nLrkost ds lkFk iqu% çLrqr djsa 

41 lwph esa nks ckj mYysf[kr gS 

42 isij ugha feyk gS 

¼50&55½ [kkrk 

50 [kkrk can gks x;k x;k gS 

51 [kkrk fdlh vU; 'kk[kk esa LFkkuakrfjr gks x;k gS 

52 ,slk dksbZ [kkrk ughaa gS 

53 [kkrs dk uke @Title dh vko';drk gS 

54 [kkrs dk uke @Title xyr@viw.kZ gS 

55 [kkrs dk lapkyu fuf’k) dj fn;k x;k gS 

¼60&68½ psd dh Økaflax@Endorsement 

60 nks cSadksa ij Økl fd;k x;k gS 

61 Crossing LVkai jí ughaa fd;k x;k gS 

62 lek'kks/ku LVkai jí ughaa fd;k x;k gS 

63 psd dks fo'ks"k :i ls vU; cSad dks Økl fd;k x;k gSa 

64 lqj{kkRed js[kkadu (Protective Crossing) dh jkf'k xyr gS 

65 lqj{kkRed js[kkadu (Protective Crossing) esa jkf'k mYys[k ugha@vLi"V gSa 

66 vknkrk ds Endorsement dh vko';drk gS 

67 vknkrk ds Endorsement vfu;fer gS@laxzgh cSad dh iqf"V vko';d gS 

68 vaxwBs ds fu'kku }kjk i`"Bkadu ds fy, eftLVªsV }kjk lhy lfgr 

vf/kçek.ku visf{kr gS 

¼70&76½ 'kkldh;@ Hkkjrh; fjtoZ cSad 

70 Advise çkIr ughaa gqbZ 

71 Advise esa jkf'k@uke fHkUu gSa 

72 ç;kstd cSad esa vnkdrkZ cSad ds [kkrs esa  fuf/k vi;kZIr gS 

73 cSad ds fy;s vknkrk dk vyx fuoZgu vko';d gS 

74 vkxkeh ekg dh igyh rkjh[k rd ns; ughaa gS 

75 is vkMZj@psd esa dkmaVj gLrk{kj vko';d 

76 vko';d tkudkjh Li"V ugha gS 

¼80&92½ fofo/k 

80 cSad dk çek.ki= vLi"V@viw.kZ@visf{kr gS 
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81 tkjhdrkZ cSad }kjk Mªk¶V [kks fn;k x;k gS@tkjhdrkZ dk;kZy; ls iqf"V 

vko';d gS 

82 cSad@'kk[kk Blocked 

83 fMftVy çek.ki= dk oS/khdj.k vlQy 

84 vU; dkj.k Connectivity Failure 

85 psd esa ifjorZu& ^fnukad ds vykok vU; ifjorZu@lq/kkj oftZr gS ‘ 
86 udyh@tkyh @pksjh fd;k gqvk psd@Mªk¶V 

87 “vknkrk ds [kkrs esa tek fd;k” &LVkEi vko';d 

88 vU; dkj.k ¼—i;k mYys[k djsa½ 

92 cSad esa 'kkfey ugha gS 

 

Annexure-B 

 

 

¼cSadj ds lek'kks/ku x`g ds ,d leku fofu;e vkSj fu;eksa ¼URRBCH½ ds Annexure-D  

ds vuqlkj  fy[kr vkSj psd dh Nfo&vk/kkfjr psd lek'kks/ku ds fy, ykxw½ 

dksM 

la 

okilh ds dkj.k 

33 psd dkVk&QVk gS] cSad dh xkjaVh visf{kr gS 

35 lek'kks/ku x`g dh lhy dh vko';drk gS 

36 ge ij vkgfjr ughaa gS 

37 mi;qä lek'kks/ku {ks= esa çLrqr djsa 

38 psd esa vuko';d fo’k; lkexzh lfEefyr gS 

39 Nfo Li"V ughaa gS] dkxt ds lkFk çLrqr djsa 

40 nLrkost ds lkFk çLrqr djsa 

41 lwph esa nks ckj mYysf[kr gS 

42 dkxt çkIr ughaa gqvk gS 

60 nks cSadksa dks Økal fd;k x;k gS 

61 Crossing LVkai jí ughaa fd;k gS 

62 lek'kks/ku LVkai jí ughaa dh xbZ gS 

63 psd dks fo'ks"k :i ls vU; cSad dks Økl fd;k x;k gSa 

67 vknkrk dk Endorsement vfu;fer gS@laxzgh cSad dh iqf"V vko';d gS 

68 vaxwBs ds fu'kku }kjk i`"Bkadu ds fy, eftLVªsV }kjk lhy lfgr vf/kçek.ku 

visf{kr gS 

70 Advise çkIr ughaa gqbZ 

71 Advise esa jkf'k@uke fHkUu gSa 
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72 ç;kstd cSad esa vnkdrkZ cSad ds [kkrs esa fuf/k vi;kZIr gS 

73 cSad ds fy;s vknkrk dk vyx fuoZgu vko';d gS 

74 vkxkeh ekg dh igyh rkjh[k rd ns; ughaa gS 

75 is vkMZj@psd esa dkmaVj gLrk{kj vko';d 

76 vko';d tkudkjh Li"V ugha gS 

80 cSad dk çek.ki= vLi"V@vaiw.kZ@visf{kr gS 

81 tkjhdrkZ cSad }kjk Mªk¶V [kks fn;k x;k gS@tkjhdrkZ dk;kZy; ls iqf"V 

vko';d gS 

82 cSad@'kk[kk Blocked 

83 fMftVy çek.ki= dk oS/khdj.k vlQy 

84 vU; dkj.k Connectivity Failure 

87 “vknkrk ds [kkrs esa tek fd;k” & LVkEi vko';d 

92 cSad esa 'kkfey ugha gS 

 

 

************************* 
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COMPENSATION POLICY 
 

1. Introduction  

 
Technological progress in Payment and Settlement Systems and qualitative changes 

in operational Systems and Processes undertaken by various players in the market 

have improved efficiencies for providing better service to the users of the system. It 

has been the endeavour of the Bank to offer services to its customers with the best 

possible utilization of its technology infrastructure. Migration of all branches to Core 

Banking Solution (CBS) platform is a great leap in this direction. Reserve Bank of India 

has also been issuing various instructions / guidelines, from time to time. The recent 

instructions / guidelines include instructions on Harmonization of TAT and customer 

compensation for failed transactions using authorized Payment Systems (Notification 

no. DPSS.CO. PD.no.629/02.01.014/2019-20 dated 20.09.2019). With a view to 

improving the level of Customer Service available to customers of the Bank, the 

Compensation Policy for the Bank has been formulated. 

 

2. Objective 

 
The objective of the "CRGB Compensation Policy for Banking Services,” hereinafter 

called as the Policy, is to establish a system whereby the Bank compensates the 

customer for the loss or inconvenience due to deficiency in service on the part of 

the Bank or any act of omission or commission, directly attributable to the Bank. 

 

3. Scope 

 
a. Policy will be applicable for all banking services to the customers of the Bank 

and cover all branches/offices of CRGB. 

b.  The Policy is based on principles of transparency and fairness in the 

treatment of customers. It is designed to cover deficiency in service in areas 

relating to unauthorized/erroneous debit, non-execution/delayed execution 

of debit/credit NEFT/NACH transactions including Unauthorized Electronic 

Banking Transactions, issuance of ATM/Debit Cards without written consent of 

customers, Payment of Cheque after acknowledgement of Stop Payment 

Instructions/Non-blocking of lost ATM card/UPI services/INB services after 

acknowledgement of request for its blocking, delay in collection of 

local/outstation cheques and cheques drawn on Foreign countries, loss of 

cheques/instruments in transit, delay in settlement of disputed ATM 
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transactions and other electronic/digital transactions, transactions on 

Automated Deposit cum Withdrawal Machine, delay in pension payment, 

delay in release of securities after payment of all dues, etc. as specified in the 

Policy. 

c. Grant of compensation under this Policy is without prejudice to the Bank's 

rights in defending its position before any Court of Law, Tribunal or any other 

forum duly constituted to adjudicate Banker-Customer disputes and does not 

constitute admission of liability or any other issue, of any nature whatsoever, 

for the purposes of Adjudicatory Proceedings. 

d. Wherever the number of days is mentioned, the number of days is considered 

as “Calendar days,” unless mentioned specifically as “working days.” 

 
4. Recognition of Deficiency and Compensation 

 

4.1. Unauthorized / Erroneous Debit 

 
a. If the Bank has raised an unauthorized/erroneous debit to an account, 

the entry shall be reversed with a value-dated credit to 

deposit/overdraft/loan account immediately on being 

detected/informed, after due verification. 

b. Further, if the customer has suffered any financial loss incidental to return 

of a cheque or not carrying out of direct debit instructions due to 

insufficiency of balance on account of the unauthorized/erroneous 

debit, Bank will compensate the customer to the extent of such financial 

loss in addition to an amount equivalent to interest calculated on the 

unauthorized/erroneously debited amount at the applicable Savings 

Bank rate, minimum Rs. 100/-, besides refunding the cheque return 

charges. 

c. In case verification of the entry reported to be unauthorized/erroneous 

by the customer does not involve a third party, the Bank shall arrange to 

complete the process of verification within a maximum period of 7 

working days from the date of reporting of erroneous debit. 

d. In case any amount has been debited to the account of a customer on 

account of fraudulent transaction(s) and the Bank is at fault, the amount 

will be restored to the affected customer account without delay/demur, 

once the fraud is established, with due verification. 

e. If a fraud, in the account of a customer, has been committed by a 

member of staff, and has been so established, Bank will not only restore 

the amount, it will also pay compensation @ 1% above the applicable 
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interest rate in respect of deposit/overdraft/loan account, for the period, 

on the amount involved subject to the date of verification of the 

complaint. 

 
4.2. Penal Interest payable for delays in credit/return of NEFT transactions 

 

In terms of the NEFT Procedural Guidelines of RBI, as also the relevant circulars / 

instructions issued by RBI from time to time, the Bank will afford credit to 

beneficiary accounts or return transactions (not credited for whatever reason) to 

the originating / sponsor Bank within the prescribed timeline. Any delays in doing 

so will attract the following penal provisions: 

If the NEFT transaction is not credited or returned within two hours after batch 

settlement, then the Bank is liable to pay penal interest to the affected customer 

at the current RBI LAF Repo Rate plus two percent for the period of delay / till the 

date of credit or refund, as the case may be. Such credit is afforded to the 

customers' account without waiting for a specific claim to be lodged by the 

customer in this regard. 

If it is not possible to afford credit to the account of the beneficiary for any 

reason, destination banks are required to return the transaction (to the 

originating branch) within two hours of completion of the batch in which the 

transaction was processed. In terms of the RBI procedural guidelines, which 

clearly stipulate that if a destination bank branch is not in a position to credit a 

particular transaction for reasons like "Account Closed/transferred"; "No such 

Accounts"; "Account description does not tally", etc., it should report the same 

and forward it to the Service Branch / Main Branch on the same settlement day. 

 

4.3. Issue of ATM/Debit Cards without written consent of customers 

 

The Bank shall not dispatch a card to a customer unsolicited, except in case 

where the card is a replacement for a card already held by the customer. If 

done, the said ATM/Debit card will be taken back by the Bank and cancelled. 

The Bank would not only reverse the charges if levied immediately but also 

compensate the customer @ `100/- (Rupees One Hundred only). 
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4.4. Payment of Cheque after acknowledgment of Stop Payment 

Instructions/Non-blocking of lost ATM Card - UPI Services - INB Services 

after acknowledgment of request for its blocking 

 

The instruction for Stop Payment of cheque/blocking of a lost ATM card/Non-

Disabling of UPI Services - INB Services will be accepted at Home Branch/through 

Contact Centre (Stop Payment instructions from authenticated Phone Banking 

users. Disabling of INB Services in case of reporting unauthorized 

transactions)/Internet Banking (alternate channel). 

In case a cheque has been paid after acknowledgment of its stop payment 

instruction/ATM Card has not been blocked/UPI services/INB Services has not 

been disabled in the requested account after such a request has been 

acknowledged by the Bank, the Bank shall reverse the debit on account of 

stopped cheque/blocked ATM card/UPI transaction - INB Transaction with value-

dated credit within two working days of the customer intimating the transaction 

to the Bank, and also compensate the customer with `100/-. 

However, no compensation will be paid if a cheque has been paid/ATM Card 

transaction/UPI-INB transaction has occurred prior to acknowledgment of 

instructions for stop payment of cheque/blocking of lost ATM Card/UPI-INB 

Services. 

 

4.5. Limiting Liability of Customers in Unauthorized Electronic Banking 

transactions 

 

The systems and procedures in the Bank have been designed to make the 

customer feel safe about carrying out Electronic Banking Transactions. On 

receipt of a report of an unauthorized transaction from the customer, the Bank 

takes immediate steps to prevent further unauthorized transactions in the 

account. 

 

 

 

4.5.1. Reporting Unauthorized Transactions by customers to Banks 
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a. Customers will mandatorily register for SMS alerts and wherever 

available register for e-mail alerts, for electronic banking transactions. 

The SMS alerts shall mandatorily be sent to the customers, while email 

alerts may be sent, wherever they are registered. 

b. The customers will be advised to notify the Bank of any unauthorized 

electronic banking transaction at the earliest after the occurrence of 

such a transaction and informed that the longer the time taken to 

notify the Bank, the higher will be the risk of loss to the 

Bank/customer. To facilitate this, the Bank will provide customers with 

24x7 access through mobile banking, a dedicated toll-free helpline 

no (during business hours), reporting to the home branch, through 

Bank's Website, etc., for reporting unauthorized transactions that 

have taken place and/or loss or theft of payment instruments such as 

a card, etc. The complaint will be resolved within 3 working days. 

c. The loss/fraud reporting system shall also ensure that an immediate 

response (including auto response) is sent to the customers 

acknowledging the complaint along with the registered complaint 

number. 

d. The communication systems used by the Bank to send alerts and 

receive their responses thereto will record the time and date of the 

message sent and receipt of customer's response, if any, to the Bank. 

This shall be important in determining the extent of a customer's 

liability. 

e. The Bank will not offer the facility of electronic transactions, other 

than ATM cash withdrawals, to customers who do not provide mobile 

numbers to the Bank. 

f.    On receipt of a report of an unauthorized transaction from the 

customer, the Bank will take immediate steps to prevent further 

unauthorized transactions like putting hold or disabling digital 

channels on the account. 

 

 

 

4.5.2. Limited Liability of a Customer 
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a. Zero Liability of a Customer: A customer's entitlement to zero liability 

shall arise where the unauthorized transaction occurs in the following 

events: 

i. Contributory fraud/negligence/deficiency on the part of the Bank 

(irrespective of whether or not the transaction is reported by the 

customer). 

ii. Third party breach where the deficiency lies neither with the Bank 

nor with the customer but lies elsewhere in the system, and the 

customer notifies the Bank within three working days of receiving 

the communication from the Bank (by SMS alert, email, or letter) 

regarding the unauthorized transaction. 

 

b. Limited Liability of a Customer: A customer shall be liable for the loss 

occurring due to unauthorized transactions in the following cases: 

i. In cases where the loss is due to negligence by a customer, such 

as where he has shared the payment credentials, the customer will 

bear the entire loss until he reports the unauthorized transaction to 

the Bank. Any loss occurring after the reporting of the unauthorized 

transaction shall be borne by the Bank. 

ii. In cases where the responsibility for the Unauthorized Electronic 

Banking Transaction lies neither with the Bank nor with the 

Customer, but lies elsewhere in the system and when there is a 

delay (of four to seven working days after receiving the 

communication from the Bank) on the part of the Customer in 

notifying the Bank of such a transaction, the per transaction 

liability of the Customer shall be limited to the transaction value or 

the amount mentioned in Table 1, whichever is lower. 

 

 

 

 

 

Table 1 Maximum Liability of a Customer under the above paragraph 4.6.2.b.(ii) 
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Type Of Account 
Maximum 

Liability 

 BSBDA Accounts  Rs. 5,000 

 All other SB accounts 

 Pre-paid Payment Instruments and Gift Cards 

 Current/ Cash Credit/ Overdraft Accounts of MSMEs 

 Current Accounts/ Cash Credit/ Overdraft Accounts of 

Individuals with annual average balance (during 365 days 

preceding the incidence of fraud)/ limit upto Rs. 25 lakh Credit 

cards with limit upto Rs. 5 lakhs 

 

 

 

 

Rs. 10,000  

 All other Current / Cash Credit / Overdraft Accounts 

 Credit cards with a limit above Rs. 5 lakhs 

Rs. 25,000 

 

4.5.3. Overall liability of the customer in third party breaches, as detailed in 

paragraph 4.5.2.a.(ii) and paragraph 4.5.2.b(ii) above, where the 

deficiency lies neither with the Bank nor with the customer but lies 

elsewhere in the system, is summarized in Table 2: 

 
Table 2 

Summary of Customer’s Liability 

Time taken to report the fraudulent 

transaction from the date of receiving 

the communication 

Customer’s Liability 

Within 3 working days Zero liability 

Within 4 to 7 working days The transaction value or the amount 

mentioned in Table 1, whichever is lower. 

Beyond 7 working days Full liability 

 

The number of working days mentioned in Table 2 shall be counted as per the 

working schedule of the Home Branch of the customer, excluding the date of 

receiving the communication. Further, if the delay in reporting is beyond 

seven working days, the customer liability shall be full. For such inordinate 

delays (beyond seven working days) the Customer shall bear the full 

liability/loss, and the Bank will not bear any loss or liability. However, the Bank 
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may extend its support (by issuing required certificates / statements free of 

cost) to the Customer if specifically requested by the Customer, without 

incurring any liability in any manner, for his efforts for recovering the lost 

amount from the miscreants. 

 

4.5.4. Reversal Timeline for Zero Liability/Limited Liability of customer 

 

On being notified by the customer, the Bank shall credit (shadow reversal) the 

amount involved in the unauthorized electronic transaction to the customer's 

account within 10 working days from the date of such notification by the 

customer.  

 

4.5.5. Further, Bank will ensure that 

 

a. A complaint is resolved and the liability of the customer, if any, 

established within 90 days from the date of receipt of the complaint, 

and the customer is compensated for as per provisions of paragraphs 

4.5.2 to 4.5.4 above. 

b. where it is unable to resolve the complaint or determine the customer 

liability, if any, within 90 days, the compensation as prescribed in 

paragraphs 4.6.2 to 4.6.4 is paid to the customer; and 

c. In the case of a debit card/Bank account, the customer does not 

suffer loss of interest. 

 

4.5.6. Burden of Proof 

 

The burden of proving customer liability in case of unauthorized electronic 

banking transactions shall lie on the bank. 

 

4.6. Compensation for adverse movement in exchange rates 

 
As we are not dealing with foreign exchange, compensation for adverse 

movement in exchange rate is not applicable. 
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5. Collection of Cheques drawn on foreign countries 

 

In this regard, the compensation policy of the sponsored bank will be applicable. 

 

6. Remittances in India 

 

6.1. Payment of interest on delayed collection of local cheques/ instruments 

 

As a policy, the Bank would give credit to the customer's account on the day 

clearing settlement takes place. In case there is a delay in the collection of local 

cheques and in turn, delay in crediting the amount of cheques deposited in local 

clearing in the normal course of business, except for the reasons of "Force 

Majeure" i.e. unforeseen events, the Bank should pay compensation/interest at 

the saving bank interest rate to the depositor/customer for the corresponding 

period of delay. 

 

6.2. Payment of Interest for delayed Collection of Outstation Cheques 

 

The Bank will pay interest to its customers on the amount of the collection of 

instruments in case there is a delay in giving credit beyond the time period 

mentioned below. Such interest shall be paid without any demand from 

customers in all types of accounts. There shall be no distinction between 

instruments drawn on the Bank's own branches or on other banks for the purpose 

of payment of interest on delayed collection. 

If the time taken for the collection of outstation instruments is beyond stipulated 

time, interest at the following rates will be paid for the period of delay beyond 

the respective time limit Interest at Savings rate for the period of delay beyond 

7/10 / 14 days as the case may be in the case of outstation cheques of own 

bank / other banks. 

Where the delay is beyond 14 days, interest will be paid at the applicable rate 

for term deposits for the corresponding period or the Savings Bank rate 

whichever is higher. 

In the event the proceeds of a cheque under collection were to be credited to 

an overdraft/loan account of the customer, interest will be paid at the rate 

applicable to the above the rate applicable to the loan account. 
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In case of delay due to presenting the same cheque again, no compensation 

should be paid. 

 

6.3. Cheques/Instruments lost in transit/in clearing process or at the paying 

bank’s branch 

 

In the event a cheque or an instrument accepted for collection is lost in transit or 

in the clearing process or at the paying bank's branch, the Bank shall 

immediately on coming to know of the loss, bring the same to the notice of the 

account holder so that the account holder can inform the drawer to record stop 

payment and also take care that cheques, if any, issued by him/her are not 

dishonored due to the non-credit of the amount of the lost cheques/instruments. 

The Bank would provide all assistance to the customer to obtain a duplicate 

instrument from the drawer of the cheque. 

In line with the Compensation Policy of the Bank, the Bank will compensate the 

account holder in respect of instruments lost in transit in the following way: 

6.3.1. In case intimation regarding the loss of an instrument is conveyed to the 

customer beyond the time limit stipulated for collection (7/10/14 days as 

the case may be), interest will be paid for the period exceeding the 

stipulated collection period at the rates specified above. 

6.3.2. In addition, Bank will pay interest on the amount of the cheque for a 

further period of 15 days at Savings Bank rate to provide for likely further 

delay in obtaining a duplicate cheque/instrument and collection 

thereof. 

6.3.3. The Bank would also compensate the customer for any reasonable 

charges he/she incurs in getting a duplicate instrument upon production 

of a receipt, in the event the instrument is to be obtained from a 

bank/institution that would charge a fee for the issue of a duplicate 

instrument. 

6.3.4. Payment of interest for delay in issue of duplicate drafts 

In case of delay in the issue of the duplicate IOI beyond a fortnight after 

completing all relevant formalities by the purchaser, the Bank will pay 

interest on the amount of the demand draft at the term deposit rate of 

the corresponding period. 
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7. ATM Failure: Compensation to customer for settlement of disputed ATM 

transactions/Automated Deposit cum Withdrawal Machine (ADWM) 

 

A 'failed transaction' is a transaction that has not been fully completed due to any 

reason not attributable to the Customer, such as failure in communication links, non-

availability of cash in an ATM, time-out of sessions, etc. Failed transactions shall also 

include the credits that could not be affected to the beneficiary account on 

account of a lack of full information or lack of proper information and delay in 

initiating a reversal transaction. As per RBI instructions issued vide Circular No. 

RBI/2019-20/67DPSS.CO.PDNo.629/02.01.014/2019-20 dated 20th September 2019, if 

an ATM transaction is failed or not complete due to any reason not attributable to 

the customer such as failure in communication links, non-availability of cash in an 

ATM, time-out of sessions, etc. it should be proactively reversed/auto-reversed in the 

customer's account within a maximum of T + 5 days (where T is the day of the 

transaction and refers to the calendar date). Accordingly, failure to re-credit the 

customer's account within T+5 days, the bank should pay compensation @ Rs. 100/- 

per day of delay beyond T + 5 days suo moto, without waiting for a complaint or 

claim from the customer. 

 

Harmonization of Turn-Around Time (TAT) and customer compensation for failed 

transactions using authorized Payment System 

 

S.No Description of the incident 
Framework for auto-reversal and 

compensation 

  
Timeline for auto-

reversal 

Compensation 

payable 

I II III IV 

1 Automated Teller Machines (ATMs) including Micro-ATMs 

a Customer’s account 

debited but cash not 

dispensed. 

Pro-active reversal (R) 

of failed transaction 

within a maximum of 

T + 5 days 

₹ 100/- per day of 

delay beyond T + 5 

days, to the credit 

of the account 

holder. 

2 Card Transaction 

a Card to card transfer 

Card account debited but 

the beneficiary card 

account not credited. 

Transaction to be 

reversed (R) latest 

within T + 1 day, if 

credit is not affected 

to the beneficiary 

account. 

₹ 100/- per day of 

delay beyond T + 1 

day. 
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b Point of Sale (PoS) (Card 

Present) including Cash at 

PoS 

Account debited but 

confirmation not received 

at merchant location i.e., 

charge-slip not generated. 
Auto-reversal within T 

+ 5 days. 

₹ 100/- per day of 

delay beyond T + 5 

days. 
c Card Not Present (CNP) (e-

commerce) 

Account debited but 

confirmation not received 

at merchant’s system. 

3 Immediate Payment System (IMPS) 

a Account debited but the 

beneficiary account is not 

credited. 

If unable to credit to 

beneficiary account, 

auto reversal (R) by 

the Beneficiary bank 

latest on T + 1 day. 

₹100/- per day if 

delay is beyond T + 

1 day. 

4 Unified Payments Interface (UPI) 

a Account debited but the 

beneficiary account is not 

credited (transfer of funds). 

If unable to credit the 

beneficiary account, 

auto reversal (R) by 

the Beneficiary bank 

latest on T + 1 day. 

₹100/- per day if 

delay is beyond T + 

1 day. 

b Account debited but 

transaction confirmation not 

received at merchant 

location (payment to 

merchant). 

Auto-reversal within T 

+ 5 days. 

₹100/- per day if 

delay is beyond T + 

5 days. 

5 Aadhaar Enabled Payment System (including Aadhaar Pay) 

a Account debited but 

transaction confirmation not 

received at merchant 

location. 

Acquirer to initiate 

“Credit Adjustment” 

within T + 5 days 

₹100/- per day if 

delay is beyond T + 

5 days. 

b Account debited but 

beneficiary account not 

credited. 

6 Aadhaar Payment Bridge System (APBS) 

 Delay in crediting 

beneficiary’s account. 

Beneficiary bank to 

reverse the 

transaction within T + 

1 day. 

₹100/- per day if 

delay is beyond T + 

1 day. 

7 National Automated Clearing House (NACH) 

a Delay in crediting 

beneficiary’s account or 

reversal of amount. 

Beneficiary bank to 

reverse the 

uncredited 

transaction within T + 

₹100/- per day if 

delay is beyond T + 

1 day 
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1 day. 

b Account debited despite 

revocation of debit 

mandate with the bank by 

the customer. 

Customer’s bank will 

be responsible for 

such debit. Resolution 

to be completed 

within T + 1 day. 

8 Prepaid Payment Instruments (PPIs) – Cards / Wallets 

a Off-Us transaction 

The transaction will ride on UPI, card network, IMPS, etc., as the case may 

be. The TAT and compensation rule of respective system shall apply. 

b On-Us transaction 

 

Beneficiary’s PPI not 

credited. 

 

PPI debited but 

transaction confirmation 

not received at 

merchant location. 

Reversal effected in 

Remitter’s account 

within T + 1 day. 

₹100/- per day if delay 

is beyond T + 1 day. 

 

8. Compensation for delay in Issuance of Duplicate IOI (Inter Office Instrument) 

 

Duplicate IOI will be issued within 7 working days from the date of receipt of such a 

request from the purchaser thereof. For delays beyond the above stipulated period, 

interest at the rate applicable for Fixed Deposit of the corresponding period will be 

paid for the delay beyond 7 days as compensation to the customer. 

 

9. Payment of “at par” Cheques issued by other Banks 

 

9.1. Bank will not pay any compensation to the cheque holder for dishonor of 

"at par" cheques issued by other banks, including co-operative banks, in 

the absence of adequate funds in the account on which cheques are 

issued even though the amount of the cheque may have been paid to 

the Bank, which had issued the "at par" cheque. 

9.2. RBI instructions stipulate that banks will not honor cheques drawn on 

current accounts maintained by other banks with it, unless arrangements 

are made for funding cheques issued. The issuing bank shall be responsible 

for compensating the cheque holder for non-payment of cheques in the 

absence of adequate funding arrangement. 
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10. Lenders’ liability: Commitments to borrowers 

 

The Bank has adopted the principles of “Lenders' liability." In terms of guidelines for 

"lenders' liability" and the "Code of Bank’s commitment to customers" adopted by 

the Bank, the Bank would return to the borrowers all the securities/documents/title 

deeds of the mortgaged property within 30 days of repayment of all dues agreed to 

or contracted, subject to any other right/lien/claim by the Bank till the relevant claim 

is settled/paid. If any right to set off is to be exercised for any other claim, the Bank 

shall give due notice with full particulars about the other claims and retain the 

securities/documents/title to mortgaged property till the relevant claim is 

settled/paid. In the event of the loss of title deeds to the mortgaged property at the 

hands of the Banks, the compensation will cover out-of-pocket expenses for 

obtaining duplicate documents on an actual basis, subject to a ceiling of Rs. 5000/- 

plus a lump sum amount, as decided by the Bank in the following manner: 

“The Bank would pay the compensation for the delay in the return of 

securities/documents/title deeds of the mortgaged property beyond 30 days of 

repayment of all dues agreed to or contracted, subject to above conditions, @ Rs. 

100/- per day (maximum Rs. 5000/-) to the borrower.” 

 

11. Compensation for wrongful dishonor of cheques/SI 

 

In case of complaints received from the customers for wrongful dishonor of 

cheques/SI, the Bank shall take appropriate steps to investigate the reason for such 

lapses and shall communicate to the customer within 7 working days from the date 

of receipt of complaint. Otherwise, the Bank may compensate the customer suitably 

for financial loss as decided by the Bank with a minimum of Rs. 100/- per day for the 

period of delay, subject to a maximum of Rs. 1,000/-, wherever justified. 

11.1. Compensation payable to the customers on account of non-

compliance/non-updating of customer instructions (for example, non-

updating of mobile number/mode of operation/signature of customer, 

etc.) 

In such cases, the Bank shall take appropriate steps to investigate the 

reason for such lapses and shall communicate to the customer within 7 

working days from the date of receipt of complaint. Otherwise, the Bank 

may compensate the customer suitably for financial loss as decided by 

the Bank with a minimum of 100/- per day for the period of delay, subject 

to a maximum of 1,000/-, wherever justified. 
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12. Violations by Bank’s Agents 

 

In the event of the receipt of any complaint about any improper act/conduct on 

the part of an agent, in violation of the Code of the Bank’s commitment to 

customers which the Bank has adopted voluntarily, the Bank shall take appropriate 

steps to investigate and redress the complaint and endeavor to communicate to 

the customer within 7 working days from the date of receipt of complaint and, 

where justified, may compensate the customer suitably for financial loss as decided 

by the Bank. Also, necessary steps will be taken, if required as per the Bank’s 

decision, to prevent the recurrence of similar complaints. 

 

13. Timeline for payment of compensation 

 

The amount of compensation for deficiencies in various categories of Banking 

Services as mentioned in this Policy will be paid to the customers within 30 (thirty) 

days after the deficiency is acknowledged. 

14. Authority for payment and control reporting 

 

The amount of compensation paid at the branch shall require post facto approval 

by the Regional Manager who shall in turn put up Control Report to the competent 

authority of Head Office. 

 

15. Customer Responsibility 

 

The Bank will not be responsible for the loss to the customers due to the customer’s 

carelessness in keeping the Cheque book, passbook, cards, PIN or other security 

information and not following “Do’s and Don’ts” issued by the Bank, until the Bank 

has been notified by the customer. 

The Bank will not be responsible for the loss to the customer if the customer acts 

fraudulently and/or acts without reasonable care which has resulted in loss to 

him/her. Bank will also not be responsible for the losses arising out of misuse of lost 

PIN, compromise of passwords or confidential information, until the time the Bank 

has been notified of such loss/compromise and the Bank has taken steps to prevent 

its misuse. 
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16. Disclaimer clause 

 

Notwithstanding anything contained herein above, the Bank shall not pay any 

compensation in the following cases :- 

a. Any alleged deficiency in regard to loans and advances activities of the 

Bank. 

b. Dishonor of at par payment agreement with other banks, due to non-funding 

and security compliance. 

c. In case of delay on account of non-functioning of business due to factors 

beyond the control of the bank, the period covered by such events shall be 

omitted for calculation of delay, etc. 

d. Where the issues are sub-judice and pending before Courts, Ombudsman, 

arbitrator, Government, and matter put on hold due to stay 

 

17. Force Majeure 

 

The Bank shall not be liable to compensate customers under this Policy if some 

unforeseen event including but not limited to civil commotion, sabotage, lockout, 

pandemic, strike or other labour disturbances, accident, fire, natural disasters or 

other “Acts of God", war, damage to the Bank’s or its correspondent bank(s) 

systems, communication channels, etc. beyond the control of the Bank, prevents it 

from performing its obligations within the specified service delivery parameters. 

 

18. Review of policy 

 

The policy shall remain in force till 31/03/2026 or till amended during the current 

financial year FY 2025-26, whichever is earlier. 

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary, 

based on experience, statutory requirements and if warranted by changes in 

Government guidelines issued from time to time. 

 

****************** 
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CUSTOMER RIGHTS POLICY 

 
1. Introduction 

 

Customer protection is an integral aspect of financial inclusion. The following 

comprehensive Customer Rights Policy based on domestic experience and global 

best practices is brought out to enhance such protection. 

 

The Customer Rights Policy enshrines basic rights of the customers of the banks 

regulated by the Reserve Bank of India. It spells out the rights of the customer and 

the responsibilities of the bank. The Policy applies to all products and services 

offered by the bank or its agents, whether provided across the counter, over phone, 

by post, through interactive electronic devices, on internet or by any other method. 

 

2. Right to Fair Treatment 

 

Both the customer and the Bank have a right to be treated with courtesy. The 

customer should not be unfairly discriminated against on grounds such as gender, 

age, religion, caste and physical ability when offering and delivering financial 

products. 

 

In pursuance of the above Right, bank will - 

 

i) Promote good and fair banking practices by setting minimum standards, in all 

dealings with the customers 

 

ii) Promoteafairandequitablerelationshipbetweenthebankandthecustomer. 

 

iii) Train bank staff attending to the customers, adequately and appropriately 

 

iv) Ensure that staff members attend to customers and their business promptly 

and courteously. 

 

v) Treat all customers fairly and not discriminate against any customer on 

grounds such as gender, age, religion, caste, literacy, economic status, physical 

ability, etc. Bank may, however, have special schemes or products which are 

specifically designed for members of a target market group or may use 

defensible, commercially acceptable economic rationale for customer 

differentiation. Bank may also have schemes or products as part of an affirmative 

action such as for women  

 

or backward classes. Such schemes/ products will not be tantamount to unfair 

discrimination. The rationale for such special schemes or terms will be explained 

by the bank wherever required. 
 

 

vi) Ensure that the above principle is applied while offering all products and 
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services. 

 

vii) Ensure that the products and services offered are in accordance with relevant 

laws and regulations; while it shall be the endeavor of the bank to provide their 

customers with hassle free and fair treatment, the bank would expect their 

customers to behave courteously and honestly in their dealings with the bank. 

 

It shall also be the bank’s endeavor to encourage their customers to approach the 

bank’s internal grievance redressal machinery and approach alternate forum after 

exhausting all their remedies under the bank’s internal grievance mechanism. 

 

3. Right to Transparency, Fair and Honest Dealing 

 

The financial services provider should make every effort to ensure that the contracts 

or agreements it frames are transparent, easily understood by and well 

communicated to, the common person. The product’s price, the associated risks, 

the terms and conditions that govern use over the product’s life cycle and the 

responsibilities of the customer and financial service provider should be clearly 

disclosed. The customer should not be subject to unfair business or marketing 

practices, coercive contractual terms or misleading representations. Over the 

course of their relationship, the Bank cannot threaten the customer with physical 

harm, exert undue influence, or engage in blatant harassment. 

 

In pursuance of the above Right, the bank will- 

 

i) Ensure complete transparency so that the customer can have a better 

understanding of what he or she can reasonably/fairly expect from the bank. 

 

ii) Ensure that the bank’s dealings with the customer rest on ethical principles of 

equity, integrity and transparency. 

 

iii) Provide customers with clear information about its products and services, terms 

and conditions, and the interest rates / service charges in simple and easily 

understandable language, and with sufficient information so that the customer 

could be reasonably expected to make an appropriate and informed choice of 

product. 

 

iv) Ensure that all terms and conditions are fair and set out the respective rights, 

liabilities and obligations clearly and as far as possible in plain and simple language. 

 

v) Make known the key risks associated with the product as well as any features 

that may especially disadvantage the customer to him/her. Most Important Terms 

and Conditions (MITC) associated with the product or service will be clearly brought 

to the notice of the customer while offering the product. In general, it will be 

ensured that such terms will not inhibit a customer’s future choice. 

 

vi) Provide information on interest rates, fees and charges either on the Notice 

Board at the branches or websites or through helplines or helpdesk and where 
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appropriate the customer will be informed directly. 

 

vii) Display the tariff Schedule on their website and a copy of it will   be   made   

available at every   branch   for   customer’s   perusal.   Also, will   display   in   its   

branches   a notice about the availability of the Tariff Schedule at the branch. 

 

viii) Give details, in their Tariff Schedule, of all charges, if any, applicable to the 

products and services chosen by customer. 

 

ix) Inform the customer of any change in terms and conditions through a letter or 

Statement of Account, SMS or email as agreed by the customer at least one month 

prior to the revised terms and conditions becoming effective. 

 

x) Ensure that such changes are made only with prospective effect   after   giving 

notice of one month.   If   the   bank   has   made   any   change   without   giving   

such notice which is favorable to the customer, it will   notify   the change   within   

30   days of such change.  If   the   change   is   averse   to   the   customer, prior   

notice of a minimum   30 days will be provided and the customer   may be provided 

options, to   close the account or switch to any other eligible   account   without   

having   to   pay the revised charge or interest within 60 days of such notice. 

 

xi) Provide information about the penalties chargeable in case of non-

observance / breach of any of the   terms   and   conditions   governing   the   

product   /   services   chosen by the customer. 

 

xii) Display on public domain the Banks’ Policies on Deposits, Cheque Collection, 

Grievance   Redressal, Compensation   and   Collection   of   Dues   and   Security 

Repossession. 

 

xiii) Make every effort to ensure that staff dealing with a particular product are 

properly trained to provide relevant information to customers fully, correctly and 

honestly. 

 

xiv) Ensure to communicate to the applicant within a reasonable time period as 

decided by the bank about the acceptance / non-acceptance of applications 

submitted for availing a product / service and convey in writing the reasons for not 

accepting / declining the application. Such a period will be notified on the bank’s 

website and in the application of the particular product or service 

 

xv) Communicate unambiguously the information about- 

 

a. discontinuation of particular products, 

b. relocation of their offices 

c. changes in working hours 

d. change in telephone numbers 

e. Closure of any office or branch - with advance notice of at least 30days. 

 

Also affirms that disclosure of information is an on-going process through the 
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lifecycle of the product / relationship and will be diligently followed by them. Ensure 

to use all possible channels of communication, including website, to ensure that 

information on all changes is made known to the customer upfront. 

 

xvi) Advise the customer at the time of selling the product of the rights and 

obligations embedded   in   law   and/or   banking   regulation   including   the   

need   to   report any critical incidents that the customer suspect, discover or 

encounter. 

 

xvii) The bank’s staff members shall, when approached by the customer for 

availing of a product or service, provide all relevant information   related   to   the   

product   /   service and also  provide  direction  to  informational  resources  on  

similar  products   available in the market with a view to enable the customer to 

make an informed decision; 

 

xviii) Not terminating a customer relationship without giving reasonable or 

contractual prior notice to the customer. 

 

xix) Assist the customer in all available ways for managing his/her account 

financial relationship by providing regular input in the bank’s realms such as 

account statements/passbooks, alerts, timely information about the product’s 

performance, term deposits maturity etc. 

 

xx) Ensure that all marketing and promotional material is clear and not misleading. 

 

xxi) Not threatening the customer with physical harm, exert influence or engage in 

behavior that would reasonably be construed as unwarranted harassment. Ensure 

adherence only to the normal appropriate business practices. 

 

xxii) Ensure that the fees and charges on products/services and their structure are 

not unreasonable to the customer 

 

4. Right to Suitability 

 

The products offered should be appropriate to the needs of the customer and 

based on an assessment of the customer’s financial circumstances and 

understanding. In pursuance of the above Right, the bank will - 

i) Ensure that it has a Board approved policy for assessing suitability of products for 

customers prior to sales. 

 

ii) Endeavour to make sure that the product or service sold or offered is 

appropriate to the customer’s needs and not inappropriate to the customer’s 

financial standing and understanding based on the assessment made by it. Such an 

assessment will be appropriately documented in its records 

 

iii) Sell third party products only if it is authorized to do so, after putting in place 

a Board approved policy for marketing and distributing third party financial 

products. 
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iv) Not compel a customer to subscribe to any third-party products as a quid-pro-

quo for any service availed from the bank. 

 

v) Ensure that the products being sold or service being offered, including third party 

products, are in accordance with extant rules and regulations. 

 

vi) Inform the customer about his responsibility to promptly and honestly provide all 

relevant and reasonable information that is sought by the bank to enable them to 

determine the suitability of the product to the customer. 

 

5. Right to Privacy 

 

Customers’ personal information should be kept confidential unless they have 

offered specific consent to the Bank or such information is required to be provided 

under the law or it is provided for a mandated business purpose (for example, to 

credit information companies). The customer should be informed upfront about 

likely mandated business purposes. Customers have the right to protection from all 

kinds of communications, electronic or otherwise, which infringe upon their privacy. 

 

In pursuance of the above Right, bank will - 

 

i) Treat the customer’s personal information as private and confidential (even when 

the customer is no longer banking with us), and, as a general rule, not disclose such 

information to any other individual/institutions including its subsidiaries / associates, 

tie-up institutions etc. for any purpose unless: 

 

a. The customer has authorized such disclosure explicitly in writing 

b. Disclosure is compelled by law /regulation. 

c. Bank has a duty to the public to disclose i.e., in public interest 

d. Bank has to protect its interests through disclosure 

e. It is for a regulatory mandated business purpose such as disclosure of 

default to credit information companies or debt collection agencies 

ii) Ensure such likely mandated disclosures be communicated immediately to the 

Customer in writing. 

 

iii) Shall not use or share customer’s personal information for marketing purposes, 

unless the customer has specifically authorized it. 

 

iv) Shall adhere to Telecom Commercial Communications Customer Preference 

Regulations, 2010 (National Customer Preference Registry) issued by Telecom 

Regulatory Authority of India, while communicating with customers. 

 

6. Right to Grievance Redress and Compensation 

 

The customer has a right to hold the Bank accountable for the products offered and 

to have a clear and easy way to have any valid grievances redressed. The provider 

should also facilitate redress of grievances stemming from its sale of third-party 
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products. The Bank must communicate its policy for compensating for mistakes, 

lapses in conduct, as well as non- performance or delays in performance, whether 

caused by the provider or otherwise.  The policy must lay out the rights and duties of 

the customer when such events occur. 

 

In pursuance of the above Right, bank will - 

 

i) deal sympathetically and expeditiously with all things that go wrong. 

 

ii) correct mistakes promptly. 

 

iii) Cancel any charge that has been applied wrongly and by mistake. 

iv) Compensatethecustomerforanydirectfinanciallossthatmighthavebeenincurred 

by the customer due to its lapses. 

 

The bank will also - 

 

i) Place in public domain is the Customer Grievance Redressal Policy, including 

the grievance redressal procedure available for the customer. 

 

ii) Place in public domain the compensation policy for delays / lapses in 

conducting / settling customer transactions within the stipulated time and in 

accordance with the agreed terms of contract. 

 

iii) Ensure to have a robust and responsive grievance redressal procedure and 

clearly indicate the grievance resolution authority who shall be approached by the 

customer. 

 

iv) Make grievance redressal mechanism easily accessible to customers. 

v) Advise the customer about how to make a complaint, to whom such a 

complaint is to be made, when to expect a reply and what to do if the customer is 

not satisfied with the outcome; 

 

vi) Display name, address and contact details of the Grievance Redressal Authority 

/ Nodal Officer. The time limit for resolution of complaints will be clearly displayed / 

accessible at all service delivery locations. 

 

vii) Inform the complainant of the option to escalate his complaint to the Banking 

Ombudsman if the complaint is not redressed within the pre-set time. 

 

viii) Place in public domain information about Banking Ombudsman Scheme. 

 

ix) Display at customer contact points the name and contact details of the 

Banking Ombudsman under whose jurisdiction the bank’s branch falls. 

 

Further, the bank will - 

 

i) Acknowledge all formal complaints (including complaints lodged through 
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electronic means) within three working days and work to resolve them within a 

reasonable period, not exceeding 30 days (including the time for escalation and 

examination of the complaint by the highest ranking internal official responsible for 

grievance redressal). The 30-day period will be reckoned after all the necessary 

information sought from the customer is received. 

 

ii) Provide aggrieved customers with the details of the Banking Ombudsman 

Scheme for resolution of a complaint if the customer is not satisfied with the 

resolution of a dispute, or   with the outcome of a dispute handling process. 

 

In addition, the bank will 

a) Clearly spelled out, at the time of establishing a customer relationship, the liability 

for losses, as well as the rights and responsibilities of all parties, in the event of 

products not performing as per specifications or things going wrong. However, the 

bank will not be liable for any losses caused by extraneous circumstances that are 

beyond its reasonable control (such as market Changes, performance of the 

product due to market variables, etc.). 

 

b) Ensure the customer is refunded without delay and demur, if it cannot show 

beyond 

reasonabledoubttothecustomeronanydisputedtransaction(alongwithinterest/charg

es) 
 

7. Customers Responsibilities 

 

In addition to Rights, Customers also have some responsibilities towards Bank-  

a) Smoking/drinking inside the bank’s premises is prohibited; customers should 

not indulge in any such activities inside the branch. 

b) Customers should not enter the Bank’s premises with arms/guns. 

c) Customers should refrain from putting any kind of political pressures on 

Bank/Bankers. 

d) Customers should refrain from Loan canvassing. 

e) Customers should comply with the KYC norms. 

f) Customers must behave decently and politely while dealing with Bank 

officials in the Branch Premises or when he contacts his bank over phone or 

email. 

 

8. Force Majeure  

 

The Bank shall not be liable to oblige the Rights of customers under this policy if 

some unforeseen event (including but not limited to civil commotion, sabotage, 

pandemic lockout, strike or other labour disturbances, accident, fires, natural 

disasters or other “Act of God” war, damage to the Bank’s facilities or absence of 

the usual means of communication or all types of transportation etc.) beyond the 

control of the bank prevents it from performing its obligations within the specified 

service delivery parameters. 
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9. Amendment/Modification to the policy 
 

The Policy will be in force till 31 March 2026 from the date of approval, however it will 

be in valid till the new policy is formulated.  

 

The Policy would be reviewed after every three years or earlier, as may be necessary 

based on experience, statutory requirements and if warranted by changes in 

Government guidelines issued from time to time. 

 

 

**************** 
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References: 

Guidelines 

issued by 

Particulars Date 

RBI Charter of Customer Rights Dec 3, 2014 

RBI RBI/2014-15/72 DBOD No.Leg.BC.21/09.07.006/2014-15 July 1, 2014 
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COMPLAINT HANDLING POLICY 

 

 / Introduction 
 

ekuuh; funs'kd e.My }kjk fnukad 26@02@2020 dks lEiUu cSBd esa f'kdk;r 

fuokj.k uhfr vuqeksfnr dh xbZ FkhA 

xzkgd lsok] izfrLi/kkZ ,oa izkS|ksfxdh ds fodkl ls rky&esy j[krs gq, orZeku f'kdk;r 

uhfr dks v|ru djuk vko';d gSA vr% uohu f'kdk;r fuokj.k uhfr ekuuh; 

funs'kd e.My ds le{k vuqeksnu gsrq izLrqr gS %& 

fdlh Hkh laxBu dh f”kdk;r fuokj.k iz.kkyh bldh dk;Z&dq'kyrk vkSj izHkkodkfjrk 

ekius dk iSekuk gS] D;ksafd ;g laxBu dh dk;Ziz.kkyh ij ,d egRoiw.kZ izfrfØ;k 

miyC/k djkrk gSA laxBu ds fdlh dk;Z ls xzkgd dks ijs'kkuh gqbZ gS] rks viuh 

f'kdk;r ds fuokj.k ds fy;s mls mi;qDr volj izkIr gksA f'kdk;r uhfr dk eq[; 

mÌs'; ,d lek/kku iz.kkyh fu/kkZfjr djuk gSA ftlls xzkgd dk laxBu ds izfr 

fo'okl iq[rk gks ,oa fu;kedksa ds vuqns'kksa dk ikyu gksA 

izfrLi/kkZ ds orZeku ifjǹ'; esa fujarj O;kikj o`f) ds fy;s xzkgd lsok lokZf/kd 

egRoiw.kZ lk/ku gSA xzkgd f'kdk;r fdlh Hkh laLFkk ds dkjksckjh thou dk ,d fgLlk 

gSA pwafd cSad] lsok laxBu gksrs gSaA vr% gekjs fy;s xzkgd lsok vkSj xzkgd larqf"Vdj.k 

egÙoiw.kZ fo"k; gSA cSd ;g ekurk gS fd Rofjr] fo'oluh; ,oa izHkkoh lsok nsus ls u 

dsoy u, xzkgd vkdf’kZr gksaxs cfYd orZeku xzkgd Hkh tqM+s jgsaxsA 

bl rjg bl uhfr nLrkostksa dk y{; Js"B xzkgd lsok iznku djrs gq, iz.kkyh dh 

lkef;d leh{kk djuk] xzkgd f'kdk;rksa ,oa ifjoknksa esa deh ykuk vkSj fu;eksa dk 

ikyu djrs gq, O;olk; esa o`f) djuk gSA 
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 / Objective 
 

i. xzkgdksa dh f'kdk;rksa dks fu"i{k vkSj leku :i ls rRdky lacksf/kr djus 

vkSj mls gy djus ds fy, laxBukRed lajpuk fodflr djuk ,oa mls 

xzkgdksa dks lwfpr djukA 

ii. xzkgdksa dks larqf"V dk laof/kZr Lrj miyC/k djkukA 

iii. ;g lqfuf”pr djuk fd xzkgdksa ls fu"i{k ,oa vknjiw.kZ O;ogkj fd;k tk;sA 

iv. cSad ds izpyukRed dk;ksZ esa dfe;ksa dk irk yxkuk vkSj mUgsa nwj djus ds 

fy;s mik; lq>kukA 

v. f'kdk;r fuokj.k uhfr dh dk;Ziz.kkyh@ {kerk ij foospuk gsrq fuxjkuh 

iz.kkyh fu/kkZfjr djukA 

 

 / Definition Of Complaint 

 
ifjokn ;k f”kdk;r dks ,sls lapkj ds :i esa ifjHkkf"kr fd;k x;k gS tks fdlh cSfdax 

dEiuh ds lsok ds ekud@ lsok dh deh ds ckjs esa dh xbZ dk;Zokgh ;k dk;Zokgh esa 

deh ds ckjs esa vlarks"k O;Dr djs ;k mls nwj djus dks dgsA 

f'kdk;rdrkZ ls ;g Hkh vis{kk dh tkrh gS fd f'kdk;r i= esa iwjk uke] irk] lEidZ 

uEcj dh lEiw.kZ tkudkjh nsosa rkfd vko';d gksus ij muls vfrfjDr tkudkjh ,oa 

lg;ksx izkIr gks ldsA ,d gh O;fDr }kjk vknru ckj&ckj fd;s x;s f'kdk;r] gj ckj 

vlR; ik, tkus ij Hkfo"; esa mudh f'kdk;r dk laKku ugha fy;k tkosxkA 

lrdZrk vk;ksx ds funsZ'kkuqlkj] csukeh@ vuke f'kdk;rksa dks laKku esa ugha fy;k 

tkosxk] rFkkfi f'kdk;r esa mYysf[kr rF; lR;kiu ;ksX; gksus ij mudk lR;kiu 

djk;k tkosxkA 

 

 / 

Complaint handling at bank level-three tier structure 

 
f'kdk;r jftLVj esa f'kdk;r dk fooj.k] izkfIr dk fooj.k] izkfIr ds L=ksrksa ds vuqlkj 

vyx&vyx ntZ fd;k tkuk pkfg,A f'kdk;r izkfIr ds fuEu L=ksr gks ldrs gSa %& 

i. 'kk[kk Lrj ij & xzkgdksa ls loZizFke viuh f'kdk;r lacaf/kr 'kk[kk esa 'kk[kk 

izca/kd ds le{k izLrqr fd;k tkuk visf{kr gSA 'kk[kk Lrj ij f'kdk;r dh 

ikorh f'kdk;rdrkZ dks iznku dh tk,xh vkSj f'kdk;r jftLVj esa fu/kkZfjr 
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izk:i esa f'kdk;r iathc) djuk vfuok;Z gksxkA 'kk[kk izca/kd dk ;g nkf;Ro 

gksxk fd izkIr f'kdk;r ij Rofjr dk;Zokgh izkjaHk djsa vkSj ,d lIrkg ds Hkhrj 

f'kdk;r dk fujkdj.k lqfuf'pr djsaA ;fn f'kdk;r rduhdh dkj.kksa ls gS rks 

rRdky IR (INTERNAL REQUEST) ntZdj iz/kku dk;kZy; vkbZ-Vh- foHkkx dks 

lwfpr djsa rFkk vuqorZu dj fujkdj.k lqfuf'pr djsaA 

ii. {ks=h; dk;kZy; Lrj ij & {ks=h; dk;kZy; Lrj ij {ks=h; izca/kd Lo;a izR;sd 

f'kdk;r dk fuokj.k 10 dk;Z fnol ds Hkhrj lqfuf'pr djsaxs A ;fn tk¡p dh 

vko';drk gks rks vko';d tk¡p djkdj fu/kkZfjr le; esa ;Fkksfpr fujkdj.k 

lqfuf'pr djsaxsA {ks=h; dk;kZy; Lrj ij Hkh izkIr f'kdk;rksa dks iathc) djrs 

gq, f'kdk;rdrkZ dks ikorh iznku dh tk,xhA ;fn {ks=h; dk;kZy; Lrj ij 

f'kdk;r dk fujkdj.k lEHko u gks rks rRdky iz/kku dk;kZy; dks leLr 

vko';d nLrkostksa lfgr vxzsf"kr djsaA 

iii. iz/kku dk;kZy; Lrj ij & iz/kku dk;kZy; esa fofHkUu L=ksrksa ls izkIr f'kdk;rksa 

dks lrdZrk foHkkx esa iathc) dj dk;Zokgh dh tkosxhA loZizFke lacaf/kr 

{ks=h; dk;kZy; ds ek/;e ls 'kk[kkvksa dks f'kdk;r vxzsf"kr dj tk¡p ,oa 

fuokj.k gsrq funZsf'kr fd;k tk,xkA tk¡p izfrosnu izkIr gksus ij ;fn fdlh 

lsok;qDr ds fo#) dksbZ vfu;ferrk dk rF; ik;k tkrk gS rks mlds fo#) 

dk;Zokgh dh tk,xh A iz/kku dk;kZy; Lrj ij ,sls ekeys ftuesa fdlh izdkj 

dh {kfriwfrZ dh tkuh gks( l{ke vf/kdkjh ls vuqefr izkIr dj Hkqxrku fd;k 

tk ldsxk A 

 

1- fjt+oZ cSad vkWQ bafM;k 

bu ek/;eksa ls izkIr gksus okyh f'kdk;rsa izk;% iz/kku 

dk;kZy; Lrj ij bZ&esy ds ek/;e ls izkIr gksrh gSa] 

ftUgsa rRdky lacaf/kr {ks=h; dk;kZy; dks vxzsf’kr 

fd;k tkrk gSA izdj.k dh vko';drkuqlkj tk¡p 

djkdj fu/kkZfjr le; ij fujkdj.k djk;k tkrk gSA 

2- cSafdax yksdiky 

3- PMO dk;kZy; 

4- Hkkjr ljdkj@ jkT; 

ljdkj 

5- ukckMZ 

6- izk;kstd cSad % Hkkjrh; 

LVsV cSad 
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7- vU; L=ksr tSls&lekpkj 

i=] Vsyhfotu vkfn 

,slh f'kdk;rsa fdlh Hkh Lrj ij izkIr gks ldrh gSA 

f'kdk;r dh izd`fr vkSj laosnu'khyrk dks /;ku esa 

j[kdj 'kk[kk] {ks=h; dk;kZy; vkSj iz/kku dk;kZy; 

Lrj ij Rofjr dk;Zokgh fd;k tkuk visf{kr gSA 

8- 'kk[kk dk;kZy; esa xzkgd 

f'kdk;r isVh 

izR;sd 'kk[kk ,oa dk;kZy; esa xzkgd f'kdk;r isVh 

vfuok;Zr% yxkbZ tk,xh rFkk izR;sd xzkgd fnol dks 

bls [kksydj blesa Mkyh xbZ f'kdk;rksa dks iathc) 

dj mldk ;Fkksfpr fujkdj.k fd;k tkosxkA   

 

 

 / Registration Of Complaint 

 
cSad xzkgdksa ls vlarqf"V dh tkudkjh izkIr djus vkSj viuh xzkgd lsok dks vkSj vf/kd 

lkFkZd ,oa izHkkoh cukus gsrq fuEufyf[kr ek/;eksa ls f'kdk;r izkIr djrk gS %& 

i. bZ&esy ds ek/;e ls lacf/kr dk;kZy; ;k iz/kku dk;kZy; esa lrdZrk foHkkx 

ds bZ esy vkbZMh crgbviligilance@gmail.com / vig.ho@cgbank.in ijA 
ii. Toll Free No. 1800 233 2300 ijA 

iii. “kk[kkvksa@ {ks=h; dk;kZy; dks i= ds ek/;e lsA 

iv. fudV Hkfo"; esa cSad }kjk Online Grievance Redressal Portal izkjaHk fd;k 

tk jgk gS] ftlds ek/;e ls izR;sd 'kk[kk viuh 'kk[kk ls lacaf/kr f'kdk;rksa 

dk vuqorZu dj fu/kkZfjr le; ij fujkdj.k lqfuf'pr djsaxsA {ks=h; 

dk;kZy; ,oa iz/kku dk;kZy; Lrj ij iksVZy esa yafcr f'kdk;rksa dk vuqorZu 

dj le; ij lekiu lqfuf'pr fd;k tk;sxkA 

 

6- / Closure Of Complaint 

 

f'kdk;r izkIr gksus ls ysdj var rd lacaf/kr dk;kZy; dks vuqorZu djrs gq, fu/kkZfjr 

le; esa iw.kZ laosnu'khyrk ds lkFk vafre fujkdj.k dj f'kdk;rdrkZ ls larqf"V i= 

izkIr fd;k tkuk vko';d gS] fdUrq ,sls ekeys tgka cSad }kjk fof/kor~ izfØ;k viuk;h 

xbZ gS vkSj f'kdk;rdrkZ vU; dkj.kksa ls larq"V ugh gksrk gS rks ,slh fLFkfr esa Li"V 
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mYys[k djrs gq, iw.kZ fooj.k lfgr lacaf/kr dk;kZy; dks f'kdk;r ds lekiu dh 

vuq'kalk izLrqr dh tkuh pkfg,A  

 

 / Chief Customer Service Officer 

 

iz/kku dk;kZy; Lrj ij f'kdk;rksa ds ;Fkksfpr fujkdj.k gsrq eq[; xzkgd lsok vf/kdkjh 

ds :i esa lgk;d egkizca/kd ¼ifjpkyu½ insu vf/kdkjh gksaxsA lrdZrk foHkkx }kjk 

f'kdk;rksa ds lekiu gsrq izLrqr uksV dk voyksdu dj vko';drkuqlkj lq/kkj ,oa 

vuqorZu dj eq[; xzkgd lsok vf/kdkjh ds larq"V gksus ij gh l{ke vf/kdkjh dks 

f'kdk;r ds lekiu dk izLrko izLrqr fd;k tk;sxkA 

 

 / Banking Ombudsman 

 

orZeku esa NÙkhlx<+ jkT; esa 1 vizSy 2017 ls cSafdax yksdiky dk;kZy; izkjaHk gks x;k 

gSA bldh tkudkjh “kk[kkvksa esa lwpuk iVy ij@ iksLVj yxkdj izlkfjr dh tkosxhA 

 

 / Cyber Crimes 

 

cSadksa esa ubZ VsDukWykth ds izlkj@ bLrseky ls gksus okys ÝkWM vkfn dh f”kdk;rsa izkIr 

gksrh gSA T;knkrj lkbcj vijk/k ls cpuk Lo;a xzkgd ds gkFk esa gSA xzkgdksa dks 

lko/kkuh cjrus vkSj tkx:d jgus ds fy;s cSad dh osclkbZV ij blds jksdFkke gsrq 

laj{kkRed mik;@ tkudkjh iznf”kZr dh xbZ gSA vU; ek/;eksa@ pSuy }kjk Hkh 

le;&le; ij bldh tkx:drk c<+kbZ tkosxhA 

orZeku le; esa rduhdh dkj.kksa ls tSls& ,Vh,e VªkatsD'ku] IMPS, NEFT, RTGS] ;k 

POS vkfn ls lacaf/kr f'kdk;rksa ds laca/k esa lacaf/kr 'kk[kk esa f'kdk;r ntZ djkdj IR 

tujsV fd;k tk,xk rFkk vkbZVh foHkkx ls vuqorZu dj 'kh?kzfr'kh?kz fujkdj.k lqfuf'pr 

fd;k tkuk pkfg,A 

 

 / Consumer protection and 

compensation 

 

Hkkjrh; fjtoZ cSad ds ifji= Øekad RBI/2017-18/15 

DBR.No.Leg.BC.78/09.07.005/2017-18 July 6, 2017 ds vuqlkj Online Banking vFkok 
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Alternate channel ls cSafdax ds nkSjku xzkgdksa ds lkFk gksus okyh /kks[kk/kM+h ,oa ÝkM 

ds laca/k esa foLr`r fn'kk funsZ'k tkjh fd;s x;s gSaA ,sls ekeyksa esa f'kdk;r izkIr gksus 

ij ekeys dh tk¡p mijkar xzkgd ds Lrj ij =qfV dk ijh{k.k fd;k tkosxk rFkk 

xzkgdksa dks vdkj.k gksus okyh {kfr ds fy;s Hkkjrh; fjtoZ cSad ds mijksDr fn'kk funsZ'kks a 

ds vuqlkj {kfriwfrZ Hkqxrku dk fu.kZ; l{ke vf/kdkjh }kjk fy;k tk;sxkA 

 

 / B.C. Services 

 

cSad }kjk LFkkfir xzkgd lsok dsUnzksa  ¼BCs - CSP½ ls lacf/kr f'kdk;rksa ds laca/k esa cSad 

dh uhfr gS fd gekjs dkWiksZjsV ch-lh- }kjk vius vius xzkgd lsok dsUnzksa ij izHkkoh 

fu;a=.k j[kk tkosA {ks=h; dk;kZy;@ fyad 'kk[kk }kjk le; le; ij xzkgd lsok 

dsUnzksa ij fujh{k.k@ vuqorZu djrs gq, xzkgd lsok dsUnz dh xfrfof/k;ksa ij fuxjkuh 

j[kh tkosA xzkgd lsok dsUnzksa ds laca/k esa izkIr f'kdk;r vf/kd tksf[ke okyh gksrh gSA 

vr% rRdky laKku esa ysdj mfpr ek/;e ls tk¡p djkdj fujkdj.k djk;k tkosxkA 

 

 / Cross selling services 

ØkWl lsfyax O;olk; ds varxZr chek mRikn ,oa vU; lsokvksa ls lacaf/kr f'kdk;rksa dks 

ØkWl lsfyax foHkkx ds ek/;e ls fujkd`r djk;k tk,xkA ØkWl lsfyax foHkkx }kjk 

lacaf/kr r`rh; i{k ls leUo; LFkkfir dj oLrq&fLFkfr fujkdj.k lfgr lrdZrk foHkkx 

dks izLrqr dh tk,xhA rnksijkar f'kdk;r dk vafre fujkdj.k izLrko vuqeksnu djkdj 

f'kdk;r dk lekiu gksxkA 

 

13- / Customer Redressal Procedure 

 

gekjh cSad esa rhu Lrjh; f”kdk;r fuokj.k e”khujh gksxhA blesa gj Lrj ij inukfer 

f'kdk;r vf/kdkjh gksaxsA 

i.  % “kk[kk Lrj ij “kk[kk izca/kd f'kdk;r vf/kdkjh 

gksaxsA bldk eq[; dk;Z 'kk[kk dks izkIr lHkh f'kdk;rksa dk fuokj.k djuk 

gksxkA gkykafd 'kk[kk izca/kd ds fo#) dh xbZ f'kdk;rksa dks {ks=h; dk;kZy; 

esa f'kdk;r vf/kdkjh dks Hkstk tk;sxkA 

ii.  % {ks=h; dk;kZy; Lrj ij {ks=h; izca/kd f'kdk;r 

vf/kdkjh gksxkA ;g lHkh 'kk[kkvksa ds fo#) rFkk {ks=h; dk;kZy; ds dk;ksZa 
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ds fo#) dh xbZ f'kdk;rksa dk fuokj.k djsaxsA gkykafd {ks=h; izca/kd ds 

fo#) dh xbZ f'kdk;rksa dks iz/kku dk;kZy; esa f”kdk;r vf/kdkjh dks Hkstk 

tk;sxkA 

iii.  % iz/kku dk;kZy; Lrj ij lacaf/kr usVodZ ds 

egkizca/kd ¼ifjpkyu½ f'kdk;r vf/kdkjh gksaxsA lHkh 'kk[kkvksa ds fo#)] 

{ks=h; dk;kZy; ds dk;ksZa ds fo#) rFkk iz/kku dk;kZy; ds dk;ksZa ds fo#) 

dh xbZ f'kdk;rksa dk fuokj.k djsaxsA 

iv. izFke pj.k esa izkIr f'kdk;r dks Bhd vxys Lrj ij ns[kk tk;sxk vFkkZr 

'kk[kk ds dk;Z gsrq f'kdk;r ij 'kk[kk izca/kd }kjk fopkj fd;k tk;sxkA 

gkykafd 'kk[kk izca/kd ds fo#) dh xbZ f'kdk;rksa dks izFke pj.k esa {ks=h; 

dk;kZy; Lrj ij f'kdk;rksa dk fuokj.k fd;k tk;sxkA 

v. tgka rd egkizca/kd ;k v/;{k ds fo#) dh xbZ f'kdk;rksa dk iz'u gS] 

budk fuokj.k loksZPp xzkgd f'kdk;r lfefr ds }kjk fd;k tk;sxkA 

 

14- CPGRAM/PMO / Complaints received 

through CPGRAM/PMO  

 

CPGRAM/PMO ls lacaf/kr f'kdk;rsa gesa Hkkjrh; LVsV cSad dsUnzh; dk;kZy; eqEcbZ ds 

ek/;e ls izkIr gksrh gSA bu f'kdk;rksa dks e-mail ls lacf/kr {ks=h; dk;kZy; dks 

rRdky vxzsf"kr fd;k tkrk gSA ,d lIrkg ds vUnj f'kdk;r dk fujkdj.k djkdj 

f'kdk;rdrkZ dks lwpuk nsrs gq, vuqikyu dsUnzh; dk;kZy; eqEcbZ dks izsf"kr fd;k tkuk 

pkfg,A 

 

 / Sub committee of board- customer 

service committee 

 

,slh f'kdk;rsa ftudk fujkdj.k cSad }kjk fu;ekuqlkj dj fn;k x;k gS ijarq 

f'kdk;rdrkZ] cSad ds fujkdj.k ls larq"V ugh gS] ,slh fLFkfr esa laiw.kZ fooj.k lfgr 

izfrosnu lokZsPp xzkgd f'kdk;r lfefr ds le{k izLrqr fd;k tk,xkA xzkgdksa ds 

f'kdk;rksa dks gy djus ds fy;s cSad dh ;g vafre lfefr gksxhA bl lfefr esa 

vf/kdre fuEu 4 lnL; gks ldrs gSa %& 

i. v/;{k] 
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ii. egkizca/kd ¼ifjpkyu&1 vFkok ifjpkyu&2½ ¼lacaf/kr usVodZ ds 

egkizca/kd&ifjpkyu½] 

iii. fopkjk/khu f'kdk;r ftl foHkkx ls lacaf/kr gks ml foHkkx dk foHkkx 

izeq[k A 

iv. lrdZrk foHkkx ds vf/kdkjh leUo;d ds #i esa mifLFkr jgsaxs A 

 
 

 / Record of complaints 

f'kdk;r jftLVj esa izkIrdrkZ dk;kZy; }kjk f'kdk;r fjdkMZ dh tk,xh] ftldk izk:i 

fuEukuqlkj gksxk & 

i. f'kdk;r izkfIr dk fnukad] 

ii. f'kdk;r dh Øe la[;k] 

iii. lacaf/kr 'kk[kk vFkok dk;kZy;] 

iv. f'kdk;r izkfIr L=ksr] 

v. f'kdk;rdrkZ dk uke] iwjk irk] laidZ ¼eksckbZy@VsyhQksu@bZesy vkbZMh½] 

vi. f'kdk;r fdlds fo#) dh xbZ gSA ¼iwjk uke] irk] inuke] dk;Zokgh 

;ksX; lwpuk@izek.k ds lkFk½] 

vii. f'kdk;r dk laf{kIr fooj.k] 

viii. fujkdj.k dk laf{kIr fooj.k] 

ix. fuiVku laca/kh lwpuk f'kdk;rdrkZ dks lwfpr djus dh frfFkA 

mijksDr jftLVj 'kk[kk Lrj ij] {ks=h; dk;kZy; Lrj ij ,oa iz/kku dk;kZy; Lrj ij 

la/kkfjr fd;k tk,xkA 

 

 / TAT for complaint resolution 

 

1- f'kdk;rdrkZ dks izkfIr dk;kZy; }kjk f'kdk;r dh ikorh 

nh tk;sxh 

3 dk;Z fnol 

2- lkekU; f'kdk;rksa esa f'kdk;r dk fuiVku 6 dk;Z fnol 

3- ,slh f'kdk;rksa esa ftlesa tk¡p vko’;d gS 15 dk;Z fnol 

4- ,slh f'kdk;rksa esa ftlesa tk¡p vko';d gS rFkk 

vuq'kklfud dk;Zokgh dh vko';drk gS A

45 dk;Z fnol 

5- ;fn tk¡p esa fu/kkZfjr le;&lhek ls vf/kd foyac gks jgk mijksDr fu/kkZfjr 



 

“COMPLAINT HANDLING POLICY” 

11 
 

 

 

vUos"k.k dh fLFkfr esa f'kdk;rdrkZ] tk¡p vf/kdkjh dks iwjk lg;ksx djsxk iwoZ fu/kkfjr 

le; ij feyuk] xokgh nsuk vkfn egRoiw.kZ dk;ksZa esa lg;ksx djuk f'kdk;rdrkZ dh 

ftEesnkjh gS] rHkh f'kdk;rksa dk le;c)@ lkFkZd lekiu gks ldsxkA  

     

 / Archival of complaints 

 
fdlh Hkh f'kdk;r dks fuiVk;k gqvk vkSj can rHkh ekuk tk;sxk tc & 

i. f'kdk;r vf/kdkjh us iwjh rjg ls f'kdk;rdrkZ ds vuqjks/k ij fopkj fd;k 

gksA 

ii. f'kdk;r vf/kdkjh }kjk f'kdk;rdrkZ dks f”kdk;r ij dh xbZ dk;Zokgh ls 

Hkh voxr djk fn;k x;k gks@bZ esy ls lwfpr dj fn;k gksA 

iii. f'kdk;r vf/kdkjh bl er esa gks fd cSad }kjk lafonkRed rFkk fofu;ked 

nkf;Roksa dk fuoZgu fd;k x;k gSA 

 

 / Exclusion from the provision of the policy 

 
fuEu vkjksi vFkok f'kdk;rksa dks xzkgd f'kdk;r ds :i esa ugha ekuk tk;sxk & 

i. vuke f'kdk;rksa ;k fujk/kkj ekeys@vLi"V lwpukA 

ii. nqHkkZouk ls dh xbZ >wBh vkSj tkyh f'kdk;rsaA 

iii. cSad }kjk xfBr lfefr;ksa }kjk fy;s x;s fu.kZ;ksa ds fo#) dh xbZ f'kdk;rsaaA 

iv. ckj ckj@vknru fujk/kkj f'kdk;rsa dj lsok;qDrksa ij ncko cukus ;k vkuan 

ds fy;s cSad ds dkedkt esa fo?u Mkyus okys f'kdk;rdrkZvksa dh f'kdk;rksa 

ij cSad vyx ls fopkj dj leqfpr fu.kZ; ysxk ftlesa mudk laKku u 

ysuk Hkh “kkfey gSA 

 

 / Details of complaint 

 
f'kdk;r laca/kh fooj.kh f'kdk;r jftLVj ds izk:i esa izfr 3 ekg esa 'kk[kk ls {ks=h; 

dk;kZy; dks] {ks=h; dk;kZy; ls iz/kku dk;kZy; dks =Sekl var ds vxys ekg dh 5 

gks] rks f'kdk;rdrkZ dks bl vk'k; dh lwpuk izsf’kr dh 

tk,xhA 

le;&lhek ds Hkhrj 
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rkjh[k ds iwoZ Hkstk tk;sxkA VIP@ cSafdax yksdiky@ dkWikZsjsV lsaVj] eqacbZ@ 

vkjchvkbZ@ PMO dk;kZy;@ foÙk ea=ky;@ ukckMZ ls izkIr f'kdk;rksa dk Js.khokj 

oxhZdj.k rFkk cdk;k f'kdk;rksa dk fooj.k izfr frekgh cSad ds funs'kd e.My ds 

le{k izLrqr fd;k tk;sxkA 

 /  Force Majeure 

xzkgdksa dh f'kdk;r fuokj.k esa foyac ds fy;s cSad mÙkjnk;h ugha gS] ;fn vizR;kf'kr 

?kVuk,a ftu ij fuokj.k djus ds iSjkfeVjksa ds Hkhrj vius nkf;Ro dks fuHkkus esa cSad 

dk fu;a=.k ugha gSA ¼mnkgj.kkFkZ& ukxfjd minzo] rksM+QksM+] egkekjh] rkykcanh] 

gM+rky vFkok vU; dkexkj v'kkafr] nq?kZVuk] vfXu] izkd`frd vkink,a vFkok bZ”ojh; 

d`R;] ;q)] cSad vFkok blds laidhZ cSad ¼cSadksa½ dh lqfo/kkvksa dh {kfr] lapkj vFkok 

lHkh izdkj ds ifjoguksa vkfn ds lkekU; lk/kuksa dh vuqifLFkfr lfEefyr gS] fdarq 

lhfer ughaa½A 

 

 /  Review of policy 

;g uhfr vuqeksnu frfFk ls 31@03@2026 rd vFkok foÙkh; o"kZ 2025&26 esa 

la'kksf/kr@ ubZ ikWfylh vuqeksfnr gksus dh frfFk] tks igys gks] rd izHkko'khy jgsxhA 

cSad }kjk dk;Z vuqHko] le;&le; ij tkjh lkafof/kd vFkok iz”kklfud fn'kk&funsZ'kksa 

ds vuqlkj ifjorZu dh vko';drk gksus ij mDr uhfr dh leh{kk fnukad 

31@03@2026 ;k blds iwoZ Hkh dh tk ldsxhA  

 

 

************************************ 
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(Door-Step Banking Policy) 

 

Hkkjrh; fjtoZ cSad }kjk vius i= Ø- RBI/2017-18/89, DBR. No. Leg. BC. 96/09.07.005/2017-

18 dt. 09.11.2017 ,oa  RBI/2019-20/203, DOR.CO.Leg.BC.No.59/09.07.005/2019-20 dt. 

31.03.2020 ds ek/;e ls ofj"B ukxfjdksa ¼70 o"kZ ls vf/kd½ ,oa fnO;kax O;fDr;ksa dks ?kj igqap 

cSafdax lqfo/kk iznku djus ds lanHkZ esa fn'kk&funsZ'k tkjh fd, x, gSaA rnuqlkj cSad }kjk mDr oxZ 

ds xzkgdksa dks ?kj igqap cSfdax lqfo/kk iznku djus ds laca/k esa uhfr fuEukuqlkj gksxhA  

cSafdax lqfo/kk izkIr djus okys gekjs egRoiw.kZ ,sls xzkgd ftudh vk;q vf/kd gks xbZ gS ;k fnO;kax 

gS] tks cSad ifjlj esa izokl dj cSafdax lqfo/kk izkIr djus esa vleFkZ gSaA fMthVy ysunsu ,oa ,Vh,e 

mi;ksx ds ckotwn visf{kr lqfo/kk izkIr ugha gks ik jgh gSA ,sls egRoiw.kZ ofj"B ukxfjd ,oa fnO;kax 

xzkgdksa dks iw.kZ laosnu'khyrk ds lkFk cSfdax lqfo/kk iznk; fd;k tkuk vko';d gSA Hkkjrh; fjtoZ 

cSad }kjk tkjh fn'kk&funsZ'k ds ifjizs{; esa ,ssls fof'k"V xzkgdksa dh vko';drkvksa dks iwjk djus ds 

fy, fo'ks"k izko/kkuksa ds lkFk leqfpr mik; dj iz.kkyh rS;kj dh x;h gS] ftlls mUgsa vko';d 

cSafdax tSls jkf'k tek@vkgj.k] varj.k] KYC nLrkost izek.khdj.k@izLrqrhdj.k vkfn dh lqfo/kk;sa 

iznku dh tk ldsA  

gekjs cSad dks ofj"B ukxfjdksa ,oa fnO;kax O;fDr;ksa dks ?kj igqap cSafdax lqfo/kk ¼Doorstep Banking 

Services½ iznku djus ls fu;ked vuqikyu ds lkFk lEeku Hkh iznk; fd;k tk ldsxkA bl lqfo/kk 

ls cSad dks Nfo fuekZ.k esa Hkh enn izkIr gksxhA  

(Doorstep Banking Services)

1- ?kj igqap cSafdax (Doorstep Banking Services) dh lqfo/kk p;fur 'kgjh@v/kZ'kgjh {ks= 

dh 'kk[kkvksa ds xzkgdksa gsrq ykxw gksxhA ;kstuk dh izxfr@O;ogk;Zrk dh leh{kk ds mijkar 

vU; 'kk[kkvksa esa Hkh foLrkj fd;k tkosxkA  
 

2- ;g lqfo/kk dsoy 70 o"kZ ls vf/kd ds ofj"B ukxfjd ,oa 'kk[kk vkdj cSafdax lqfo/kk izkIr 

djus esa vleFkZ fnO;kax] xaHkhj chekjh ls xzLr ;k v'kDrrk ds fpfdRldh; izekf.kr xzkgdksa 

gsrq ykxw jgsxhA 
 

3- mDr lqfo/kk dsoy gekjs cSad vf/kd̀r BC/CSP }kjk RuPay ATM Card ,oa vk/kkj fyaDM 

(AEPS) [kkrk /kkjdksa dks Micro ATM ds ek/;e ls iznk; dh tkosxhA 
 

4- p;fur dsUnzksa ,oa BC/CSP dh tkudkjh cSad website ,oa 'kk[kkvksa esa eksckby uacj lfgr 

iznf'kZr dh tkosxhA 
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5- ;g lqfo/kk ekax ij ns; gksxh ,oa lacaf/kr laoxZ ds xzkgd lqfo/kk izkIr djus gsrq p;fur 

BC/CSP dks nwjHkk"k ds ek/;e lsok dh ekax dj ldsaxs ,oa  BC/CSP rRijrk ls mDr 

lqfo/kk iznk; djsaxsA 
 

6- ;|fi xzkgd dh ekax ij cSad }kjk BC/CSP ds ek/;e ls ;g lqfo/kk ;FkklaHko iznk; djus 

dk iz;kl fd;k tkosxk] ijarq lqfo/kk izkIr djuk xzkgd dk vf/kdkj ugha gksxkA  
 

7- xzkgd }kjk jkf'k tek@vkgj.k] jkf'k varj.k ,oa KYC nLrkost izek.khdj.k @izLrqrhdj.k 

vkfn dh lqfo/kk ?kj igqap cSafdax ¼Doorstep Banking Services½ ds ek/;e ls izkIr dh tk 

ldrh gSA 
 

8- mDr lqfo/kk esa xzzkgd gsrq izfr laO;ogkj vf/kdre lhek ` 10,000.00 gksxhA    
 

9- mDr lqfo/kk l'kqYd gksxhA ;g laO;ogkj ,oa jkf'k ds ekin.M vk/kkfjr gks ldrh gSA izkjaHk 

esa mDr lqfo/kk gsrq BC/CSP izfr laO;ogkj ` 50.00 'kqYd fu/kkZfjr fd;k x;k gS ftldk 

Hkqxrku xzkgd ds [kkrs dks ukes dj fd;k tkosxkA 
 

10- cSad }kjk lkoZtfud tkx:drk vfHk;ku esa bu lsokvksa dh miyC/krk gsrq i;kZIr izpkj 

izlkj fd;k tkosxk] ftlls vf/kdre xzkgd lsok dk ykHk izkIr dj ldsaA  
 

11- ftyk eq[;ky; dh 'kk[kk,a “ (Doorstep Banking Services)” 

dh tkudkjh ,oa p;fur dsUnz ds BC/CSP dk uke eksckbZy uacj lfgr 'kk[kk lwpuk iVy 

ij iznf'kZr djsaxhA  
 

(Force Majeure)

 

mijksDr uhfr ds vuqlkj cSad ?kj igqa; lsok nsus ds fy;s mÙkjnk;h ugha gS] ;fn vizR;kf'kr ?kVuk,a 

ftu ij lsok iznku djus ds iSjkfeVjksa ds Hkhrj vius nkf;Ro dks fuHkkus ls jksdus esa cSad dk 

fu;a=.k ugha gSA ¼mnkgj.kkFkZ& ukxfjd minzo] rksM+QksM+] egkekjh] rkykcanh] gM+rky vFkok vU; 

dkexkj v'kkafr] nq?kZVuk] vfXu] izkd`frd vkink,a vFkok bZ”ojh; d`R;] ;q)] cSad vFkok blds 

laidhZ cSad ¼cSadksa½ dh lqfo/kkvksa dh {kfr] lapkj vFkok lHkh izdkj ds ifjoguksa vkfn ds lkekU; 

lk/kuksa dh vuqifLFkfr lfEefyr gS] fdarq lhfer ughaa½A 

;g uhfr vuqeksnu frfFk ls fnukad 31.03.2026 rd vFkok la'kksf/kr@ubZ ikfylh vuqeksfnr gksus 

rd izHkko'khy jgsxhA  

cSad }kjk vius dk;Z vuqHko] lkafof/kd vFkok le;&le; ij tkjh 'kklu ds fn'kkfunsZ'kksa ds dkj.k 

ifjorZu dh vko';drk gksus ij mDr uhfr dh leh{kk rhu o"kZ ;k mlls igys Hkh dh tk ldsxhA  

 

******************** 
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