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BANK DEPOSIT POLICY

1. Introduction

One of the important functions of the Bank is to accept deposits from the public for
the purpose of lending. In fact, depositors are the major stakeholders of the Banking
System. The depositors and their interests form the key area of the regulatory
framework for Banking in India and this has been enshrined in the Banking
Regulation Act, 1949. The Reserve Bank of India is empowered to issue directives /
advice on interest rates on deposits and other aspects regarding conduct of deposit
accounts from time to time. With liberalization in the financial system and
deregulation of interest rates, Banks are now free to formulate deposit products
within the broad guidelines issued by RBI.

This policy document on deposits outlines the guiding principles in respect of the
formulation of various deposit products offered by the Bank and terms and
conditions governing the conduct of the account. The document recognizes the
rights of depositors and aims at dissemination of information with regard to various
aspects of acceptance of deposits from the members of the public, conduct and
operations of various deposits accounts, payment of interest on various deposit
accounts, closure of deposit accounts, method of disposal of deposits of deceased
depositors, etc., for the benefit of customers. It is expected that this document will
impart greater transparency in dealing with the individual customers and create
awareness among customers of their rights. The ultimate objective is that the
customer will get services they are rightfully entitled to receive without demand.

While adopting this policy, the Bank reiterates its commitments to individual
customers outlined in the code of Banks Commitment to Customer adopted by the
Banks. This document is a broad framework under which the rights of common
depositors are recognized. Detailed operational instructions on various deposit
schemes and related services will be issued from time to time.

2. Types of Deposit Accounts

While various deposit products offered by the Bank are assigned different names.
The deposit products can be categorized broadly into the following types. Definition
of major deposits schemes is as under: -

i “Demand Deposits” means a deposit received by the Bank which is withdraw
able on demand.

“Savings deposits” means a form of demand deposit which is subject to
restrictions as to the number of withdrawals as also the amounts of
withdrawals permitted by the Bank during any specified period.

“Term Deposit” means a deposit received by the Bank for a fixed period
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withdrawable only after the expiry of the fixed period and includes deposits
such as Recurring / Double Benefit Deposits / Short Deposits / Fixed
Deposits/Monthly Income Certificate /Quarterly Income Certificate etc.

Notice Deposit means Term Deposit for specific period but withdrawable on
giving at least one complete Banking days’ notice.

“Current Account” means a form of demand deposit wherefrom withdrawals
are allowed any number of times depending upon the balance in the
account or up to a particular agreed amount and will also include other
deposit accounts which are neither Savings Deposit nor Term Deposit.

3. Account Opening and Operation of Deposit Accounts

The Bank before opening any deposit account will carry out Customer Due
Diligence (CDD) as required under “Know Your Customer” (KYC) guideline/s
issued by RBI Anti Money Laundering rules and regulations and or such other
norms or procedures as per the Customer Acceptance Policy of the Bank. If
the decision to open an account of a prospective depositor requires
clearance at a higher level, reasons for any delay in opening the account will
be informed to him and the final decision of the Bank will be conveyed at the
earliest to him.

The Bank is committed to providing basic Banking services to disadvantaged
sections of society. Banking services will be offered to them through no-frill
accounts and accounts will be opened with relaxed customer acceptance
norms as per regulatory guidelines.

The account opening forms and other material would be provided to the
prospective depositor by the Bank. The same will contain details of
information to be furnished and documents to be produced for verification
and or for record, it is expected of the Bank official opening the account,
explaining the procedural formalities and providing necessary clarification
sought by the prospective depositor when he approaches for opening a
deposit account.

The regulatory guidelines require Banks to categorize customers based on risk
perception and prepare profiles of customers for the purpose of transaction
monitoring. Inability or unwilingness of a prospective customer to provide
necessary information/details could result in the Bank not opening an
account.

The inability of an existing customer to furnish details required by the Bank to
fulfill statutory obligations could also result in closure of the account after due
notice(s) is provided to the customer.
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For Deposit products like Savings Bank Account and Current Deposit Account,
the Bank will normally stipulate certain minimum balances to be maintained
as part of terms and conditions governing operation of such accounts. Failure
to maintain a minimum balance in the account will attract a levy of charges
as specified by the Bank from time to time. For Saving Bank Account, the Bank
may also place restrictions on number of fransactions, cash withdrawals, etc.,
for given period. Similarly, the Bank may specify charges for issue of cheque
books, additional statement of accounts, duplicate passbook, folio charges,
etc. All such details regarding terms and conditions for the operation of the
account and schedule of charges for various services provided will be
communicated to the prospective depositor while opening the account and
further charges will be displayed on Bank's website.

Savings Bank Accounts can be opened for eligible person/persons and
certain organizations/agencies (as advised by Reserve Bank of India from
time to time)

Current Accounts can be opened by Individuals/ Partnership Firms/ Private
and Public Limited Companies/ HUFs/ Specified Associates/ Societies/ Trusts.
Departments of Authority created by Government (Central or State) Limited
Liability Partnership, etc.

Term Deposits Accounts can be opened by Individuals/ Partnership Firms/
Private and Public Limited Companies/ HUFs/ Specified Associates/ Societies/
Trusts, Departments of Authority created by Government (Central or State),
Limited Liability Partnership, etfc.

The due diligence process, while opening a deposit account will involve
satisfying the identity of the person, verification of address, satisfying about his
occupation and source of income. Obtaining infroduction of the prospective
depositor from a person acceptable to the Bank and obtaining recent
photographs of the person/s opening / operating the account are part of
due diligence process.

In addition to the due diligence requirements, under KYC norms the Bank is
required by law to obtain a Permanent Account Number (PAN) or
alternatively declaration in Form No. 60 or 61 as specified under the Income
Tax Act / Rules.

Deposit accounts can be opened by an individual in his own name (status
known as account in single name) or by more than one individual in their own
names (status: known as Joint Account). Savings Bank Account can also be
opened by a minor jointly with a natural guardian or with mother as the
guardian (Status known as Minor's Account). Minors above the age of 10 will
also be allowed to open and operate saving Bank accounts independently.
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However, no overdrafts will be granted to these minors.SB account can also
be opened by a minor represented by guardian or jointly with a major, where
minor is represented by natural guardian. Minors above the age of 10 will also
be allowed to open and operate SB accounts subject to restrictions on
fransactions and no cheque books will be provided for such accounts.

Operation of Joint Account — The Joint Account opened by more than one
individual can be operated by single individual or by more than one
individual. Jointly the mandate for operating the account can be modified
with the consent of all account holders. The Savings Bank Account opened
by minor jointly with natural guardian / guardian can be operated by such
guardian only.

The joint account holders can give any of the following mandates for the
disposal of balance in the above accounts:

a. Either or Survivor: If the account is held by two individuals say, A & B, the
final balance along with interest, if applicable, will be paid to survivor on
death of anyone of the account holders.

Anyone or Survivor/s: If the account is held by more than two individuals
say, A, B and C, the final balance along with interest, if applicable, will be
paid to the survivor on death of any two account holders.

The above mandates will be applicable to or become operational only on or
after the date of maturity of tferm deposits. This mandate can be modified by
the consent of all the account holders.

At the request of the depositor, the Bank will register mandate / power of
attorney given by him authorizing another person to operate the account on
his behalf.

The term deposit account holders at the time of placing their deposits can
give instructions with regard to closure of deposit account or renewal of
deposit for further period on the date of maturity. In case of absence of any
instruction’s deposits will be treated as an auto renewal deposit and should
be renewed for a similar period.

Nomination facility is available on all deposit accounts opened by individuals.
Nomination is also available to an account opened by a sole proprietor.
Nomination can be made in favor of one individual only. Nomination so
made can be cancelled or changed by the account holder/s at any time.
While making nomination, cancellation or change thereof, it is required to be
witnessed by a third party. Nomination can be modified by the consent of
account holder/s. Nomination can be made in favour of a minor also.

The bank recommends that all depositors avail nomination facility. The
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nominee, in the event of death of the depositor/s, would receive the balance
outstanding in the account as a trustee of legal heirs. The depositor will be
informed of the advantages of the nomination facility while opening a
deposit account.

A statement of account will be provided by the Bank to Savings Bank as well
as Current Deposit Account Holders periodically as per terms and conditions
of opening of the account. Alternatively, the Bank may issue a Passbook to
Savings Bank account holders.

The deposit accounts may be fransferred to any other branch of the Bank at
the request of the depositor.

4. Interest Payments

Vi.

Interest shall be paid on saving and term deposit account at the rate
specified by the ALCO committee of the Bank and reviewed by the
Board.

The rate of interest on deposits will be prominently displayed in the
branch premises. Changes, if any, with regard to the deposit schemes
and other related services shall also be communicated upfront and
shall be prominently displayed.

The Bank has a statutory obligation to deduct tax at source if the total
interest paid / payable on all term deposits held by a person exceeds
the amount specified under the Income Tax Act. The Bank will issue a
tax deduction

Certificate (TDS Certificate) for the amount of tax deducted. The depositor, if
entitted tfo exemption from TDS can submit declaration in the prescribed
format at the beginning of every financial year.

5. Minors’ Accounts

The minor can open a Savings Bank Account and the same can be operated
by the natural guardian or by the minor himself / herself, if he/she is above the
age of 10 years. The account can also be opened jointly.

On attaining majority, the erstwhile minor should confirm the balance in
his/her account and if the account is operated by the natural guardian /
guardian, fresh specimen signature of erstwhile minor duly verified by the
natural guardian would be obtained and kept on record for all operational
puUrposes.
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6. Account of illiterate

The Bank may at its discretion open deposit accounts other than Current Accounts
of an lliterate person. The account of such a person may be opened provided
he/she calls on the Bank personally along with a witness who is known to both the
depositor and the Bank. Normally, no cheque book facility is provided for such
Savings Bank Account. At the fime of withdrawal/ repayment of deposit amount
and/or interest, the account holder should affix his / her thumb impression or mark in
the presence of the authorized officer who should verify the identity of the person.
The Bank will explain the need for proper care and safekeeping of the passbook etc.
given to the account holder. The Bank official shall explain the terms and conditions
governing the account to the illiterate person.

7. Addition or deletion of the name/s of joint account holders

The Bank may at the request of all the joint account holders allow addition or
deletion of name/s of joint account holder/s if the circumstances so warrant or allow
an individual depositor to add the name of another person as a joint account
holder.

8. Customer information

The customer information collected from the customers shall not be used for cross
selling of services or products by the Bank, their subsidiaries and affiliates. If the Bank
proposes to use such information, it should be sirict with the consent of the
accountholder.

9. Secrecy of customer’s accounts

The Bank shall not disclose details / particulars of the customer’s account to a third
person or party without the expressed or implied consent from the customer.
However, there are some exceptions, viz. disclosure of information under compulsion
of law, where there is a duty to public to disclose and where interest of the Bank
requires disclosure.

10. Premature withdrawal of term deposit

The Bank on request from the depositor, at its discretion may allow withdrawal of
term deposit before completion of the period of the deposit agreed upon at the
time of placing the deposit. The Bank shall declare their penal interest rates policy
for premature withdrawal of term deposit. The Bank shall make depositors aware of
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the applicable rate along with the deposit rate.
11. Premature renewal of term deposit

In case the depositor desires to renew the deposit by seeking premature closure of
an existing term deposit account, the Bank will permit the renewal at the applicable
rate on the date of renewal, provided the deposit is renewed for a period longer
than the balance period of the original deposit. While prematurely closing a deposit
for the purpose of renewal, interest in the deposit for the period it has remained with
the Bank will be paid at the rate applicable on the date of deposit to the period for
which the deposit remained with the Bank and not at the contracted rate. Further,
the Bank may levy the penalty for pre-mature closure of an existing deposit at such
rates as may be decided by the Bank from fime to time.

12. Renewal of overdue term deposits

When a term deposit is renewed on maturity, a renewed deposit interest rate for the
period specified by the depositor as applicable on the date of maturity would be
applied. If a request for renewal is received after the date of maturity, such overdue
deposits will be renewed with effect from the date of maturity at interest rate

applicable as on the due date, provided such request is received within 14 days
from the date of maturity. In respect of overdue deposits renewed after 14 days
from the date of maturity, inferest for the overdue period will be paid at the rates
decided by the Bank from fime to time.

13. Advances against deposits

The Bank may consider request of the depositor/s for loan / overdraft facility against
term deposits duly discharged by the depositor/s on execution of necessary security
documents. The Bank may also consider loan against deposit standing in the name
of minor, however, a suitable declaration stating that loan is for the benefit of the
minor, is fo be furnished by the depositor - applicant.

14. Settlement of dues in deceased deposit account

If the depositor has registered nomination with the Bank; — the balance
outstanding in the account of the deceased depositor will be transferred to
the account of / paid to the nominee after the Bank safisfies about the
identity of the nominee, etfc.

The above procedure will be followed even in respect of a joint account
where nomination is registered with the Bank.
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In a joint deposit account, when one of the joint account holders dies, the
Bank is required to make payment jointly to the legal heirs of the deceased
person and the surviving depositor(s). However, if the joint account holders
had given mandate for disposal of the balance in the account in the forms
such as “either or survivor, former / latter or survivor, anyone of survivors or
survivor; etc., the payment will be made as per the mandate to avoid delays
in production of legal papers by the heirs of the deceased.

In the absence of nomination and when there are no disputes among the
claimants, the Bank will pay the amount outstanding in the account of
deceased person against joint application and indemnity by all legal heirs or
the person mandated by the legal heirs to receive the payment on their
behalf without insisting on legal documents up to the limit approved by the
Bank's board. This is to ensure that the common depositors are not put to
hardship on account of delays in completing legal formalities.

15. Interest payable on term deposit in deceased account

In the event of death of the depositor before the date of maturity of deposit
and amount of the deposit is claimed after the date of maturity, the Bank
shall pay interest at the contfracted rate till the date of maturity. From the
date of maturity to the date of payment, the Bank shall pay simple interest at
the applicable rate obtained on the date of maturity, for the period for which
the deposit remained with the Bank beyond the date of maturity, as per the
Bank's policy in this regard.

However, in the case of death of the depositor after the date of maturity of
the deposit, the Bank shall pay interest at savings deposit rate obtaining on
the date of maturity from the date of maturity fill the date of payment.

16. Insurance Cover for Deposits

All Bank deposits are covered under the insurance scheme offered by Deposit
Insurance and Credit Guarantee Corporation of India (DICGC) subject to certain
limits and conditions. The details of the insurance cover in force will be made
available to the depositor.

17. Stop Payment Facility

The Bank will accept stop payment instruction from the depositors in respect of
cheques issued by them. Charges, as specified, will be recovered.
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18. Dormant Accounts

Accounts which are not operated for a period of two years will be transferred to a
separate dormant / inoperative account status in the interest of the depositor as
well as the Bank. The depositor will be informed of charges, if any, which the Bank
will levy on dormant / inoperative accounts. However, when account is not
operated for one year, Bank shall inform the account/deposit holders in writing
through letters or email or SMS (if the email and mobile number are registered with
the bank) that there has been no operation in their accounts/deposits in the last one
year. The alert messages shall invariably mention that the account would become
‘inoperative’ if no operations are carried out during the next one year and the
account holder would be required to submit KYC documents afresh for reactivating
the account in such case. The depositor can request the Bank to activate the
account for operating it.

19. Redressal of complaints and grievances

Depositors having any complaint / grievance with regard to services rendered by
the Bank have a right to approach authority (ies) designated by the Bank for
handling customer complaint / grievances. The details of the internal set up for
redressal of complaints / grievances will be displayed in the branch premises. The
branch officials shall provide all required information regarding the procedure for
lodging the complaint. In case the depositor does not get response from the Bank
within 30 days from date of complaint or he is not satisfied with the response
received from the Bank, he has a right to approach Banking Ombudsman
appointed by the Reserve Bank of India.

20. Amendment/ Modification to the Policy

The policy shall remain in force fill 31/03/2026 or fil amended during the current
financial year FY 2025-26, whichever is earlier.

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary, based
on experience, statutory requirements and if warranted by changes in Government
guidelines issued from time to time.
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KYC/AML POLICY

Know Your Customer (KYC)- Preamble

In terms of the provisions of Prevention of Money-Laundering Act, 2002, the
Prevention of Money-Laundering (Maintenance of Records) Rules, 2005, as
amended from time to time by the Government of India and Aadhaar and
other Laws (amendment) Ordinance, 2019 as noftified by the Government of
India, Regulated Entities (REs) are required to follow certain customer
identification procedures while undertaking a transaction either by establishing
an account- based relationship or otherwise and monitor their transactions. REs
shall take steps to implement the provisions of the aforementioned Act, Rules
and Ordinance, including operational instructions issued in pursuance of such
amendment(s).

Accordingly, in exercise of the powers conferred by Sections 35A of the Banking
Regulation Act, 1949, the Banking Regulation Act (AACS), 1949, read with
Section 56 of the Act ibid, Rule 9(14) of Prevention of Money-Laundering
(Maintenance of Records) Rules, 2005 and all other laws enabling the Reserve
Bank in this regard, the Reserve Bank of India being satisfied that it s
necessary and expedient in the public interest to do so, has issued the Master
Direction - Know Your Customer (KYC) Direction, 2016 vide their circular No.
RBI/DBR/2015-16/18 Master Direction DBR.AML.BC.No.81/14.01.001/2015-16
df.February 25, 2016 (Updated as on May 10, 2021), RBI/2024-25/87
DOR.AML.REC.49/14.01.001/2024-25 (Updated as on Nov 06, 2024), RBI/2023-
24/107 DOR.AML.REC.66/14.01.001/2023-24 (Updated as on Jan 04, 2024)

In the above backdrop, it is necessitated by the Bank to update the KYC policy
adopted by it, and the revised policy is framed as under:

KYC Policy

In these guidelines, unless the context otherwise requires, the terms herein shall
bear the meanings assigned to them below:

Terms bearing meaning assigned in terms of Prevention of Money- Laundering
Act, 2002 and the Prevention of Money-Laundering (Maintenance of Records)
Rules, 2005:

i. Aadhaar number”, as defined in the Aadhaar and Other Law (Amendment)
Ordinance, 2019, means an identification number issued to an individual
under clause (a) of section 2 of the Aadhaar (Targeted Delivery of Financial
and Other Subsidies, Benefits and Services) Act, 2016 (18 of 2016), and
includes any alternative virtual identity generated under sub- section (4) of
that section.

“Act” and “Rules” means the Prevention of Money-Laundering Act, 2002
and the Prevention of Money-Laundering (Maintenance of Records) Rules,
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2005, respectively and amendments thereto.

ii. "Authentication”, in the context of Aadhaar authentication, means the
process as defined under sub-section(c) of section 2 of the Aadhaar
(Targeted Delivery of Financial and Other Subsidies, Benefits and Services)
Act, 2016.

iv. Beneficial Owner (BO)

a. Where the customer is a company, the beneficial owner is the natural
person(s), who, whether acting alone or together, or through one or more
juridical persons, has/have a controling ownership interest or who
exercise control through other means.

. Where the customer is a partnership firm, the beneficial owner is the
natural person(s), who, whether acting alone or together, or through one
or more juridical person, has/have ownership of/entittlement to more than
15 percent of capital or profits of the partnership.

. Where the customer is an unincorporated association or body of
individuals, the beneficial owner is the natural person(s), who, whether
acting alone or together, or through one or more juridical person,
has/have ownership of/entitlement to more than 15 percent of the
property or capital or profits of the unincorporated association or body of
individuals. Explanation: Term ‘body of individuals’ includes societies.
Where no natural person is identified under (a), (b) or (c) above, the
beneficial owner is the relevant natural person who holds the position of
senior managing official.

. Where the customer is a trust, the identfification of beneficial owner(s)
shall include identification of the author of the ftrust, the ftrustee, the
beneficiaries with 15% or more interest in the trust and any other natural
person exercising ultimate effective control over the trust through a chain
of control or ownership.

v. “Certified Copy of OVD" - Obtaining a certified copy shall mean comparing
the copy of officially valid document so produced by the customer with the
original and recording the same on the copy by the authorized officer of
the branch/office.

Provided that in case of Non-Resident Indians (NRIs) and Persons of Indian Origin
(PIOs), as defined in Foreign Exchange Management (Deposit) Regulations, 2016
{FEMA 5(R)}, alternatively, the original certified copy of OVD, certified by any one of
the following, may be obtained:

Notary Public abroad,

Court Magistrate,

Judge,

Indian Embassy/Consulate General in the country where the non- resident customer
resides.

“Central KYC Records Registry” (CKYCR) means an entity defined under Rule 2(1) of
the Rules, to receive, store, safeguard and retrieve the KYC records in digital form of
a customer.
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“Designated Director" means a person designated by the Bank to ensure overall
compliance with the obligations imposed under chapter IV of the PML Act and the
Rules.

“Digital KYC"” means the capturing live photo of the customer and officially valid
document or the proof of possession of Aadhaar, where offline verification cannot
be carried out, along with the latitude and longitude of the location where such live
photo is being taken by an authorized officer of the Bank as per the provisions
contained in the Act.

“Equivalent e-document” means an electronic equivalent of a document, issued by
the issuing authority of such document with its valid digital signature including
documents issued to the digital locker account of the customer as per rule 9 of the
Information Technology (Preservation and Retention of Information by Intermediaries
Providing Digital Locker Facilities) Rules, 2016.

“Know Your Client (KYC) Identfifier” means the unique number or code assigned to a
customer by the Central KYC Records Registry

“Officially Valid Document” (OVD) means the passport, the driving license, proof of
possession of Aadhaar number, the Voter's Identity Card issued by the Election
Commission of India, job card issued by NREGA duly signed by an officer of the State
Government and letter issued by the National Population Register containing details
of name and address.

Offline Verification”, as defined in the Aadhaar and Other Law (Amendment)
Ordinance, 2019, means the process of verifying the identity of the Aadhaar number
holder without authentication, through such offline modes as may be specified by
the Aadhaar regulations.

“Video based Customer ldentification Process (V-CIP)": an alternate method of
customer identification with facial recognition and customer due diligence by an
authorized official of the Bank by undertaking seamless, secure, live, informed-
consent based audio-visual interaction with the customer to obtain identification
information required for CDD purpose, and fto ascertain the veracity of the
information furnished by the customer through independent verification and
maintaining audit trail of the process. Such processes complying with prescribed
standards and procedures shall be treated on par with face-to-face CIP for the
purpose of this Master Direction.

The KYC policy shall include the following four key elements:

(v)  Customer Acceptance Policy

(vi)  Customer Identification Procedures (CIP)
(vii)  Risk Management; and

(viii)  Monitoring of Transaction.

(i) Customer Acceptance Policy

The bank shall frame a Customer Acceptance Policy. Without prejudice to the
generality of the aspect that Customer Acceptance Policy may contain, Bank
shall ensure that:

I.  No accountis opened in anonymous or fictitious/oenaminame.
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No account is opened where the Bank is unable to apply appropriate CDD
measures, either due to non-cooperation of the customer or non-reliability
of the documents/information furnished by the customer.

No ftransaction or account-based relationship is undertaken without
following the CDD procedure.

The mandatory information to be sought for KYC purpose while opening an
account and during the periodic updation is specified.

‘Optional’ /additional information is obtained with the explicit consent of the
customer after the account isopened.

The bank shall apply the CDD procedure at the UCIC level. Thus, if an
existing KYC complaint customer of the Bank desires to open another
account or avail any other product or service from the same bank, there
shall be no need for fresh CDD exercise as far as identification of the
customer is concerned.

CDD Procedure is followed for all the joint account holders, while opening
a jointaccount.

Circumstances in which a customer is permitted to act on behalf of another
person/entity, is clearly spelt out.

Suitable system is put in place to ensure that the identity of the customer
does not match with any person or entity, whose name appears in the
sanctions lists circulated by Reserve Bank of India.

The amendments infroduce a more streamlined process for existing KYC-
compliant customers. If a customer wishes to open a new account or avail
of additional services, no fresh Customer Due Diligence (CDD) procedure
will be required.

Where Permanent Account Number (PAN) is obtained, the same shall be verified
from the verification facility of the issuing authority.

Where an equivalent e-document is obtained from the customer, RE shall verify
the digital signature as per the provisions of the Information Technology Act, 2000
(21 of 2000).

Customer Acceptance Policy shall not result in denial of banking/financial

facility to members of the general public, especially those who are financially or

socially disadvantaged.

(i) Customer Identification Procedure (CIP)

Bank branches/offices shall undertake identification of customers in the

following cases:-

(&) Commencement of an account-based relationship with the customer.

(b) Carrying out any international money transfer operations for a person who s
not an account holder of the bank.

(c) When there is a doubt about the authenticity or adequacy of the customer
identification data it has obtained.

(d) Selling third party products above Rs 50,000/- as agents, seling their own
products, payment of dues of credit cards/sale and reloading of
prepaid/fravel cards and any other product for more than rupees fifty
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thousand.

Carrying out transactions for a non-account-based customer, thatis a walk-
in customer, where the amount involved is equal to or exceeds rupees fifty
thousand, whether conducted as a single fransaction or several fransactions
that appear to be connected.

(H When a Bank's branch/office has reason to believe that a customer
(account- based or walk-in) is intentionally structuring a fransaction into a
series of transactions below the threshold of fifty thousand rupees.

(g) Bank’s branches/offices shall note that introduction is not mandatory while
opening accounts.

For the purpose of verifying the identity of customers at the time of
commencement of an account-based relationship, Bank's branches/offices,
shall at their option, rely on customer due diligence done by a third party,
subject to the following conditfions:

(&) Records or the information of the customer due diligence carried out by
the third party is obtained within two days from the third party or from the
Central KYC Records Registry.

(b) Adequate steps are taken by Bank branches/offices to satisfy themselves
that copies of identification data and other relevant documentation
relating to the customer due diligence requirements shall be made
available from the third party upon request without delay.

(c) The third party is regulated, supervised or monitored for, and has measures
in place for, compliance with customer due diligence and record-keeping
requirements in line with the requirements and obligations under the PML
Act.

(d) The third party shall not be based in a country or jurisdiction assessed as
high risk.

(e) The ultimate responsibility for customer due diigence and undertaking
enhanced due diligence measures, as applicable, will be with the Bank.

Customer Due Diligence (CDD) Procedure

Part | - Customer Due Diligence (CDD) Procedure in case of Individuals:

For undertaking CDD, Bank branches/offices shall obtain the following from an

individual while establishing an account-based relationship or while dealing

with the individual who is a beneficial owner, authorized signatory or the power

of attorney holder related to any legal entity:

(a) a certified copy of any OVD containing details of his identity and address,

(b) one recent photograph,

(c) the Permanent Account Number or Form No. 60 as defined in Income- tax
Rules, 1962, and

(d) such other documents pertaining to the nature of business or financial
status specified by the REs in their KYC policy. Provided that,

i) Banks shall obtain the Aadhaar number from an individual who is desirous of

7
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receiving any benefit or subsidy under any scheme nofified under section 7 of
the Aadhaar (Targeted Delivery of Financial and Other subsidies, Benefits and
Services) Act, 2016 (18 of 2016). Banks, at receipt of the Aadhaar number from
the customer may carry out authentication of the customer’'s Aadhaar number
using e-KYC authentication facility provided by the Unique Identification Authority
of India upon receipt of the customer’s declaration that he is desirous of receiving
any benefit or subsidy under any scheme notified under section 7 of the Aadhaar
(Targeted Delivery of Financial and Other Subsidies Benefits and Services) Act,
2016 (18 of 2016) in his account.

i) Bank may carry out Aadhaar authentication/offline-verification of an
individual who voluntarily uses his Aadhaar number for identification purpose.

In cases where successful authentication has been carried out, other OVD and

photograph need not be submitted by the customer.

Accounts opened using OTP-based e-KYC, in non-face-to-face mode are

subject to the following conditions:

a. There must be a specific consent from the customer for authentication
through OTP.
b. The aggregate balance of all the deposit accounts of the customer shalll

not exceed rupees one lakh. In case, the balance exceeds the threshold,
the account shall cease to be operational, till CDD as mentioned at (v)
below is complete.
The aggregate of all credits in a financial year, in all the deposit accounts
taken together, shall not exceed rupees two lakh.
As regards borrowal accounts, only term loans shall be sanctioned. The
aggregate amount of term loans sanctioned shall not exceed rupees sixty
thousand in ayear.
Accounts, both deposit and borrowal, opened using OTP based e-KYC
shall not be allowed for more than one year unless identification as per
Section 16 or as per Section 18 (V-CIP) is carried out. If Aadhaar details are
used under Section 18, the process shall be followed in its entirety
including fresh Aadhaar OTP authentication.
If the CDD procedure as mentioned above is not completed within a
year, in respect of deposit accounts, the same shall be closed
immediately. In respect of borrowal accounts no further debits shall be
allowed.
A declaration shall be obtained from the customer to the effect that no
other account has been opened nor will be opened using OTP based KYC
in non-face-to-face mode with any other Bank. Further, while uploading
KYC information to CKYCR, branches/offices shall clearly indicate that
such accounts are opened using OTP based e-KYC and other Banks shall
not open accounts based on the KYC information of accounts opened
with OTP based e-KYC procedure in non-face-to-face mode.
Branches/Offices shall have strict monitoring procedures including systems
to generate alerts in case of any non-compliance/violation, to ensure
compliance with the above-mentioned conditions.
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Bank may undertake V-CIP to carry out:

i. CDD in case of new customer on boarding for individual customers,

proprietor in case of proprietorship firm, authorized signatories and
Beneficial Owners (BOs) in case of Legal Entity (LE) customers.
Provided that in case of CDD of a proprietorship firm, bank shall also
obtain the equivalent e-document of the activity proofs with respect to
the proprietorship firm, as mentioned in Section 28, apart from
undertaking CDD of the proprietor.

ii. Conversion of existing accounts opened in non-face-to-face mode using
Aadhaar OTP based e-KYC authentication as per Section 17.

iv. Updation/Periodic updation of KYC for eligible customers.

In case an individual customer who does not possess any of the OVDs and
desires to open a bank account, banks shall open a ‘Small Account’, which
entails the following limitations:

i. The aggregate of all credits in a financial year does not exceed rupees
one lakh;

i. The aggregate of all withdrawals and transfers in a month does not
exceed rupees ten thousand; and

ii. The balance at any point of time does not exceed rupees fifty thousand.
Provided that this limit on balance shall not be considered while making
deposits through Government grants, welfare benefits and payment
against procurements.

Further, small accounts are subject to the following conditions:

(@) The bank shall obtain a self-attested photograph from the customer.

(b) The designated officer of the bank certifies under his signature that the
person opening the account has affixed his signature or thumb
impression in his presence.

(c) Provided that where the individual is a prisoner in a jail, the signature or
thumb print shall be affixed in presence of the officer in-charge of the jail
and the said officer shall certify the same under his signature and the
account shall remain operational on annual submission of certificate of
proof of address issued by the officer in-charge of the jail

(d) Such accounts are opened only at Core Banking Solution (CBS) linked
branches or in a branch where it is possible to manually monitor and
ensure that foreign remittances are not credited to theaccount.

(e) Banks shall ensure that the stipulated monthly and annual limits on
aggregate of fransactions and balance requirements in such accounts
are not breached, before a tfransaction is allowed to take place.

() The account shall remain operational initially for a period of twelve
months which can be extended for a further period of twelve months,
provided the account holder applies and furnishes evidence of having
applied for any of the OVDs during the first twelve months of the opening
of the said account.

(9) The entire relaxation provisions shall be reviewed after twenty four months.

(h) The account shall be monitored and when there is suspicion of money
laundering or financing of terrorism activities or other high risk scenarios,
the identity of the customer shall be established through the production
of an OVD and Permanent Account Number or Form No.60, as the case
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may be.

Foreign remittance shall not be allowed to be credited into the account
unless the identity of the customer is fully established through the
production of an OVD and Permanent Account Number or Form No.é0,
as the case may be.

Part Il - CDD Measures for Sole Proprietary firms:

For opening an account in the name of a sole proprietary firm, CDD of the
individual (proprietor) shall be carried out. In addition to the above, any two of
the following documents or the equivalent e-documents there of as a proof of
business/ activity in the name of the proprietary firm shall alsobe obtained:

() Registration certificate.

(b) Certificate/licence issued by the municipal authorities under Shop and
Establishment Act.

(c) Sales andincome tax returns.

(d) CST/VAT/ GST certificate (provisional/final).

(e) Certificate/registration  document issued by Sales Tax/Service
Tax/Professional Tax authorities.

() IEC (Importer Exporter Code) issued to the proprietary concern by the
office of DGFT or License/certificate of practice issued in the name of the
proprietary concern by any professional body incorporated under a
statute.

(g) Complete Income Tax Return (not just the acknowledgement) in the name
of the sole proprietor where the firm's income is reflected, duly
authenticated/acknowledged by the Income Tax authorities.

(h) Utility bills such as electricity, water, and landline telephone bills, etc.

In cases where the branches/ offices are satisfied that it is not possible to furnish
two such documents, bank may, at their discretion, accept only one of those
documents as proof of  business/activity, provided Branches/Offices undertake
contact point verification and collect such other information and clarification as
would be required to establish the existence of such firm, and shall confirm and
satisfy itself that the business activity has been verified from the address of the
proprietary concern.

Part 1lI- CDD Measures for Legal Entities:

For opening an account of a company, certified copies of each of the following
documents or the equivalent e-documents there of shall be obtained:
(a) Certificate of incorporation
(b) Memorandum and Articles of Association
(c) Permanent Account Number of the company
(d) A resolution from the Board of Directors and power of attorney granted to its
managers, officers or employees to transact on its behalf
(e) Documents, as specified in Section 16, relating to beneficial owner of the
managers, officers or employees, as the case may be, holding an attorney
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to tfransact on the company’sbehalf

For opening an account of a partnership firm, the certified copies of each of the

following documents or the equivalent e-documents thereof shall be obtained:

(a) Registration certificate

(b) Partnership deed

() Permanent Account Number of the partnership firm

(d) Documents, as specified in Section 16, relating to beneficial owner, managers,
officers or employees, as the case may be, holding an attorney to tfransact on
its behalf.

For opening an account of a trust, certified copies of each of the following

documents or the equivalent e-documents thereof shall be obtained:

(&) Registration certificate

(b) Trust deed

(c) Permanent Account Number or Form No.60 of the frust

(d) Documents, as specified in Section 16, relating to beneficial owner, managers,
officers or employees, as the case may be, holding an attorney to tfransact on
its behalf.

For opening an account of an unincorporated association or a body of individuals,

certified copies or the equivalent e-documents thereof of each of the following

documents shall be obtained.

(&) Resolution of the managing body of such association or body of individuals

(b) Permanent Account Number or Form No. 60 of the unincorporated association
or a body of individuals

(c) Power of attorney granted to transact on its behalf

(d) Documents, as specified in Section 16, relating to beneficial owner, managers,
officers or employees, as the case may be, holding an attorney to fransact on
its behalf

(e) Such information as may be required by the RE to collectively establish the
legal existence of such an association or body of individuals.

(iii) Risk Management

For Risk Management, Bank has a risk-based approach which includes the

following-

(a) Customers shall be categorized as low, medium and high-risk categories,
based on the assessment and risk perception of the Bank.

(b) Risk categorization shall be undertaken based on parameters such as
customer’s identity, social/financial status, nafture of business activity, and
information about the clients’ business and their location etc. While
considering customer’s identity, the ability to confirm identity documents
through online or other services offered by issuing authorities may also be
factoredin.

(c) The extent of monitoring should be aligned with the risk category of the
customer. High risk accounts have to be subjected to more intensified
monitoring.

(d) “Risk Monitoring” The definition of high-risk accounts has been clarified,
emphasizing that these accounts require more intense monitoring. This
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clarification is now explicitly part of the regulations.
Provided that various other information collected from different categories of
customers relating to the perceived risk, is non-intrusive and the same is
specified in the KYC policy.
Explanation: FATF Public Statement, the reports and guidance notes on KYC/AML
issued by the Indian Banks Association (IBA), guidance note circulated to all

cooperative banks by the RBI etc., may also be used in risk assessment.

Politically Exposed Persons (PEPs):

“Politically Exposed Persons” (PEPs) are individuals who are or have been
entrusted with prominent public functions in a foreign country, e.g., Heads of
States/Governments, senior politicians, senior government/judicial/military
officers, senior executives of state-owned corporations, important political party
officials, etc.

Accounts of Politically Exposed Persons (PEPs)

A. Bank shall have the option of establishing a relationship with PEPs provided
that:
(a) sufficient information including information about the sources of funds
accounts of family members and close relatives is gathered on the PEP;
(b) the identity of the person shall have been verified before accepting
the PEP as a customer;
(c) the decision to open an account for a PEP is taken at a senior level in
accordance with the REs’ Customer Acceptance Policy;
(d) all such accounts are subjected to enhanced monitoring on an on-
going basis;
(e) in the event of an existing customer or the beneficial owner of an
existing account subsequently becoming a PEP, senior management’s
approval is obtained to continue the business relationship;
(f) the CDD measures as applicable to PEPs including enhanced
monitoring on an on-going basis are applicable.
These instructions shall also be applicable to accounts where a PEP is the
beneficial owner

(iv) Monitoring of Transaction.

On-going Due Diligence:

Bank shall undertake on-going due diligence of customers to ensure that their
tfransactions are consistent with their knowledge about the customers,
customers’ business and risk profile; and the source offunds. Without prejudice to
the generality of factors that call for close monitoring following types of
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transactions shall necessarily be monitored:

a. Large and complex transactions including RTGS transactions, and those
with unusual patterns, inconsistent with the normal and expected activity
of the customer, which have no apparent economic rationale or
legitimate purpose.

Transactions which exceed the thresholds prescribed for specific
categories of accounts.

High account turnover inconsistent with the size of the balance
maintained.

Deposit of third party cheques, drafts, etc.in the existing and newly opened
accounts followed by cash withdrawals for large amounts.

Periodic Updation:

Bank shall adopt a risk-based approach for periodic updation of KYC. However,
periodic updation shall be carried out at least once in every two years for high risk
customers, once in every eight years for medium risk customers and once in every
ten years for low risk customers from the date of opening of the account / last KYC
updation.

No change in KYC information:

In case of no change in the KYC information, a self-declaration from the customer in
this regard shall be obtained through customer’s email-id registered with the bank,
customer’s mobile number registered with the bank, ATMs, digital channels (such as
online banking / internet banking, mobile application of bank), letter etc.

3. Record Management-

The following steps shall be taken regarding maintenance, preservation and
reporting of customer account information, with reference to the provisions of
PML Act and Rules.Bank shall,
a. maintain all necessary records of fransactions between the Bank and the
customer, both domestic and international;
preserve the records pertaining to the identification of the customers and their
addresses obtained while opening the account and during the course of
business relationship;
make available the identification records and transaction data to the
competent authorities upon request;
infroduce a system of maintaining proper record of fransactions
prescribed under Rule 3 of Prevention of Money Laundering (Maintenance
of Records) Rules, 2005 (PML Rules, 2005);
maintain all necessary information in respect of transactions prescribed
under PML Rule 3 so as to permit reconstruction of individual transaction.
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4. Reporting to Financial Intelligence Unit — India:

Bank shall furnish to the Director, Financial Intelligence Unit-India (FIU- IND),
information referred to in Rule 3 of the PML (Maintenance of Records) Rules,
2005 in terms of Rule 7 thereof.

Explanation: In terms of Third Amendment Rules noftified September 22, 2015
regarding amendment to sub rule 3 and 4 of rule 7, Director, FIU-IND shall have
powers to issue guidelines to the REs for detecting fransactions referred to in
various clauses of sub-rule (1) of rule 3, to direct them about the form of
furnishing information and to specify the procedure and the manner of
furnishing information.

The reporting formats and comprehensive reporting format guide,
prescribed/ released by FIU-IND and Report Generation Utility and Report
Validation Utility developed to assist reporting entities in the preparation of
prescribed reports shall be taken note of. The editable electronic utilities to
file electronic Cash Transaction Reports (CTR) / Suspicious Transaction
Reports (STR), Counterfeit Currency Report (CCR) & Non-Profit Organization
Transaction Report (NTR) which FIU-IND has placed on its website shall be
made use of by Bank until we install/adopt suitable technological tools for
extracting CTR/STR from live transaction data.

Requirements/obligations under International Agreements:

Bank shall ensure that in terms of Section 51A of the Unlawful Activities

(Prevention) (UAPA) Act, 1967 and amendments thereto, they do not have

any account in the name of individuals/entities appearing in the lists of

individuals and entities, suspected of having terrorist links, which are approved by
and periodically circulated by the United Nations Security Council (UNSC).

The details of the two lists are asunder:

a. The “ISIL (Da’esh) & Al-Qaida Sanctions List”, which includes names of
individuals and entities associated with the Al-Qaida. The updated ISIL & Al-
Qaida Sanctions List is available at
https://scsanctions.un.org/fop/fopexmli=htdocs/resources/xml/en/consolid
ated. xml&xslt=htdocs/resources/xsl/en/al-gaida-r.xsl
The “1988 Sanctions List”, consisting of individuals (Section A of the
consolidated list) and entities (Section B) associated with the Taliban which
is available at
https://scsanctions.un.org/fop/fopegxml=htdocs/resources/xml/en/consolid
ated.xml&xslt=htdocs/resources/xsl/en/taliban-r.xsl. Details of accounts
resembling any of the individuals/entities in the lists shall be reported to
FIU-IND apart from advising Ministry of Home Affairs as required under UAPA
notification dated February 2, 2021 (Annex Il of this Master Direction.

The Joint Secretary, Ministry of Home Affairs would be the Central Nodal Officer

for the UAPA.

6. Secrecy Obligations and Sharing of Information:

a. Bank shall maintain secrecy regarding the customer information which
arises out of the contfractual relationship between the banker and
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customer.

Information collected from customers for the purpose of opening of
account shall be treated as confidential and details thereof shall not be
divulged for the purpose of cross selling, or for any other purpose without
the express permission of the customer.

While considering the requests for data/information from the
Government and other agencies, banks shall satisfy themselves that the
information being sought is not of such a nature as will violate the
provisions of the laws relating to secrecy in the banking tfransactions.

The exceptions to the said rule shall be asunder:

Where disclosure is under compulsion of law

Where there is a duty to the public to disclose,

the interest of bank requires disclosure and

Where the disclosure is made with the express or implied consent of the
customer.

7. CDD Procedure and sharing KYC information with Central KYC Records Registry
(CKYCR):

Our Bank has been registered with Central KYC Registry.

1.

Government of India has authorized the Central Registry of Securitisation
Asset Reconstruction and Security Interest of India (CERSAI), to act as, and to
perform the functions of the CKYCR vide Gazette Noftification No. S.O.
3183(E) dated November 26, 2015.

In terms of provision of Rule 9(1A) of PML Rules, the REs shall capture
customer’s KYC records and upload onto CKYCR within 10 days of
commencement of an account-based relationship with the customer.
Operational Guidelines for uploading the KYC data have been released by
CERSAI.

Bank shall capture the KYC information for sharing with the CKYCR in the
manner mentfioned in the Rules, as per the KYC templates prepared for
‘Individuals’ and ‘Legal Entities’ (LEs), as the case may be. The templates
may be revised from time to time, as may be required and released by
CERSAI.

The ‘live run' of the CKYCR started from July 15, 2016 in phased manner
beginning with new ‘individual accounts’. Accordingly, Scheduled
Commercial Banks (SCBs) are required to invariably upload the KYC data
pertaining to all new individual accounts opened on or after January 1, 2017,
with CKYCR. SCBs were initially allowed time up-to February 1, 2017, for
uploading data in respect of accounts opened during January 2017.

REs shall upload KYC records pertaining to accounts of LEs opened on or
after April 1, 2021, with CKYCR in terms of the provisions of the Rules ibid. The
KYC records have to be uploaded as per the LE Template released by
CERSAI.

Once KYC Identifier is generated by CKYCR, REs shall ensure that the same is
communicated to the individual/LE as the case may be.

In order to ensure that all KYC records incrementally updated on to CKYCR,
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the bank shall upload/update the KYC are pertaining to accounts of
individual customers and Bank opened prior to the above mentioned dates
as per (e) or (f) respectively, at the time of periodic updation as specified in
paragraph 30 of this Master Direction, or earlier when the updated KYC
information is obtained/received from the customer. Also whenever the
Bank obtains additional or updated information from any customer as per
clause (j) below in the paragraph or Rule 9 (1C) of the PML Rules, the Bank
shall within 10 days or within such period as may be notified by the Central
Government, furnish the updated information to CKYCR, which shall update
the KYC records of the existing customer in CKYCR. CKYCR shall thereafter
inform electronically all the reporting entities who have delt with the
customer concerned regarding updation of KYC records of the said
customer. Once CKYCR informs an bank regarding an update in the KKYC
record of an existing customer, The Bank shall retrieve the updated KYC
records from CKYCR and update the KYC record maintained by the Bank.
Bank shall ensure that during periodic updation, the customers are migrated
to the current CDD standard.
Where a customer, for the purpose of establishing an account-based
relationship, updation/periodic updation or for verification of identity of a
customer, the Bank shall seek the KYC identifier from the customer or retfrieve
the KYC identifier, if available, from the CKYCR and proceed to obtain KYC
records online by using such KYC Identifier and shall no require a
identification documents or details, unless —
i. there is a change in the information of the customer as existing in the
records of CKYCR; or;
the KYC record or information refrieved is incomplete or is not as per the
current application KYC norms; or;
the bank considers it necessary in order to verify the identity or address
(including current address) or the customer, or to perform enhanced
due diligence or to build an appropriate risk profile of the customer; or;
the validity period of downloaded documents has lapses.

Reporting requirement under Foreign Account Tax Compliance Act (FATCA) and

Common Reporting Standards (CRS):

Under FATCA and CRS, b ank shall adhere to the provisions of Income
Tax Rules 114F, 114G and 114H and determine whether they are a Reporting
Financial Institution as defined in Income Tax Rule 114F and if so, shall take
following steps for complying with the reporting requirements:

. Submittion of online reports by using the digital signature of the ‘Designated

Director’ by either uploading the Form 61B or ‘NIL’ report, for which, the
schema prepared by Central Board of Direct Taxes (CBDT) shall be referred to.

Explanation: Bank shall refer to the spot reference rates published by Foreign
Exchange Dealers’ Association of India (FEDAI) on their website at
http://www.fedai.org.in/RevaluationRates.aspx for  carrying out the due
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diligence procedure for the purposes of identifying reportable accounts in
terms of Rule 114H.

. Develop Information Technology (IT) framework for carrying out due diligence
procedure and for recording and maintaining the same, as provided in Rule
114H.

. Develop a system of audit for the IT framework and compliance with Rules 114F,
114G and 114H of Income Tax Rules.

. Constitute a “High Level Monitoring Committee” under the Designated Director
or any other equivalent functionary to ensure compliance.

. Ensure compliance with updated instructions/ rules/ guidance notes/ Press
releases/ issued on the subject by Central Board of Direct Taxes (CBDT) from
time to time and available on the web site
http://www.incometaxindia.gov.in/Pages/default.aspx. Bank shall take note of
the following:

i. updated Guidance Note on FATCA and CRS

a press release on ‘Closure of Financial Accounts’ under Rule 114H (8).

Issue and payment of various instruments- Cheques/drafts/PO/banker’s
cheques:

Account payee cheques for any person other than the payee constituent shall
not be collected. Bank shall, at their option, collect account payee cheques
drawn for an amount not exceeding rupees fifty thousand to the account of
their customers who are co-operative credit societies, provided the payees of
such cheques are the constituents of such co-operative credit societies.

Payment of cheques/drafts/pay orders/banker’s cheques, if they are presented
beyond the period of three months from the date of such instruments, shall not
be paid.

Any remittance of funds by way of demand draft, mail/telegraphic
transfer/NEFT/IMPS or any other mode and issue of travelers’ cheques for value
of rupees fifty thousand and above shall be effected by debit to the customer’s
account or against cheques and not against cash payment. Further, the name
of the purchaser shall be incorporated on the face of the demand draft, pay
order, banker’s cheque, etc., by the issuing bank. These instructions shall take
effect for such instruments issued on or after September 15, 2018.

. Operation of Bank Accounts & Money Mules:

The instructions on opening of accounts and monitoring of transactions
shall be strictly adhered to, in order to minimize the operations of “Money
Mules” which are used to launder the proceeds of fraud schemes (e.g.,
phishing and identity theft) by criminals who gain illegal access to
deposit accounts by recruiting third parties which act as “money mules.”
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If it is established that an account opened and operated is that of a
Money Mule, it shall be deemed that the bank has not complied with
these directions.

11 Introduction of New Technologies:

Adequate aftention shall be paid by Bank to any money-laundering and
financing of fterrorism threats that may arise from new or developing
technologies and it shall be ensured that appropriate KYC procedures issued
from time to time are duly applied before introducing new
products/services/technologies. Agents used for marketing credit cards shall also
be subjected to due diligence and KYC measures.

Wire transfer: Bank shall ensure the following while affecting wire transfer:

All cross-border wire transfers including fransactions using credit or debit card
shall be accompanied by accurate and meaningful originator information such
as name, address and account number or a unique reference number, as
prevalent in the country concerned in the absence of account.

Exception: Interbank transfers and settlements where both the originator and
beneficiary are banks or financial institutions shall be exempt from the above
requirements.

Domestic wire transfers of rupees fifty thousand and above shall be
accompanied by originator information such as name, address and account
number.

ii. Customer Identification shall be made if a customer is intentionally structuring
wire transfer below rupees fifty thousand to avoid reporting or monitoring. In
case of non-cooperation from the customer, efforts shall be made to establish
his identity and STR shall be made to FIU-IND.

iv. Complete originator information relating to qualifying wire transfers shall be
preserved at least for a period of five years by the ordering bank.

12. Correspondent Banking:

Correspondent banking is the provision of banking services by one bank (the
“correspondent bank”) to another bank (the “respondent bank”). These
services may include cash/funds management, international wire transfers,
drawing arrangements for demand drafts and mail tfransfers, payable-through-
accounts, cheques clearing etc.

Bank should gather sufficient information to understand fully the nature of the
business of the correspondent/respondent bank. Informatfion on the other
bank’s management, major business activities, level of AML/CFT compliance,
purpose of opening the account, identity of any third party entities that will
use the correspondent banking services, and regulatory/supervisory framework
in the correspondent's/respondent’s country may be of special relevance.
Similarly, bank should tfry to ascertain from publicly available information
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whether the other bank has been subject to any money laundering or terrorist
financing investigation or regulatory action. While it is desirable that such
relationships should be established only with the approval of the Board, in
case the Board of bank wish to delegate the power to an administrative
authority, they may delegate the power to a committee headed by the
Chairman of the bank while laying down clear parameters for approving such
relationships. Proposals approved by the Committee should invariably be put
up to the Board at its next meeting for post facto approval. The responsibilities
of each bank with whom correspondent banking relationship is established
should be clearly documented. In the case of payable-through-accounts, the
correspondent bank should be satisfied that the respondent bank has verified
the identity of the customers having direct access to the accounts and is
undertaking ongoing 'due diligence' on them. The correspondent bank should
also ensure that the respondent bank is able to provide the relevant customer
identification data immediately on request.

13. Quoting of PAN:

Permanent account number (PAN) of customers shall be obtained and
verified while undertaking transactions as per the provisions of Income Tax
Rule 114B applicable to banks, as amended from time to time. Form 60
shall be obtained from persons who do not have PAN.

14. Selling Third party products:

Bank acting as agent while selling third party products as per regulations in force
from time to time shall comply with the following aspects for the purpose of
these directions:
a. The identity and address of the walk-in customer shall be verified for
fransactions above rupees fifty thousand as required under Section 13(e)
of this Directions.
Transaction details of sale of third party products and related records shall
be maintained as prescribed in Chapter VIl Section 46.
AML software capable of capturing, generating and analyzing alerts for the
purpose of filing CTR/STR in respect of fransactions relating to third party
products with customers including walk-in customers shall be available.
tfransactions involving rupees fifty thousand and above shall  be
undertaken only by:

I Debit to customers’ account or against cheques; and

ii.  Obtaining and verifying the PAN given by the account-based as well

as walk-in customers.

Instruction at ‘d’ above shall also apply to sale of Bank's own products,
payment of dues of credit cards/sale and reloading of prepaid/travel cards
and any other product for rupees fifty thousand and above.
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15. Hiring of Employees and Employee training:

a. Adequate screening mechanism as an integral part of their personnel
recruitment/hiring process shall be put inplace.

b. On-going employee training programme shall be put in place so that the
members of staff are adequately trained in AML/CFT policy. The focus of the
training shall be different for frontline staff, compliance staff and staff dealing
with new customers. The front desk staff shall be specially trained to handle
issues arising from lack of customer education. Proper staffing of the audit
function with persons adequately trained and well-versed in AML/CFT policies of
the Bank, regulation and related issues shall be ensured.

The policy shall remain in force fill 31.03.2025, if there is a need for change by the

Bank due to its work experience, statutory or government guidelines issued from
time to time, the said policy can be reviewed after one years or even earlier.

16. Change in Terminology:

The provision of Master Direction may henceforth be read as ‘paragraph’ instead of
‘section’. All internal cross-references to ‘section’ in the Master Direction on KYC
have been replaced to be read as ‘paragraph’.

17. Review of Policy:

The policy shall remain in force fill 31.03.2026 or till amended during the current
financial year FY 2025-26, whichever is earlier.

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary,
based on experience, statutory requirements and if warranted by changes in
Government guidelines issued from time to time.
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AP BT ATGY UG sodci-Td HIrd Yvimell fifa
“FREQUENT DISHONOUR OF CHEQUE AND ELECTRONIC PAYMENT SYSTEM POLICY”

1. Y1941 / Introduction

Ira g fUer yumell (Payment & Settlement) H de-iial W SR gRared
Ufshar / Yolell H daclid dl &4 H @d gU db H Od dhelaw Uiferdl a9
2016 H AN &I g 1| d% # Persondlized Cheque Book (Multicity) STRI faam
ST AIRY fhar rar 21 g9 ifaRed vRa Red @ gRr 89 w9=a
IRETRI P MICR Code 3MEfed fHar T & | AR RS @ gRT 9& Hold?™
g IHI—a W e Ay o el o 8 S 9Rd e ar wnfea
IR GG Tb FHeraed Gifertl TR IR &1 T8 2|

2. d®b El'\'itvﬁ & ford <ggwen / Cheque collection process

A. I dd

. MR BU Y I AR F9 Il DI G dee H AT FHRIEA
YOIl & HegH | U b1 SR | et H yeiRid MeEiRa
A Yd ARG URR & GRS dfed H S B Y Al Bl
Sl fas warengs H uRd fbar S| FeiRa w9 & qre iR
AT URR & dTER I I o1 diad § ST {6 T Tl DI 37Tel
DR fEqq & FARNEA H UK (HaT ST |

i. 95 UEd & Wa # FEEeE fued @& 9rg i ST S| 39
UHR ST B T35 AR T FHRAT BT A, FATNEA T8 &l ara4
I AT B A & SURTT 81 & SR |

iil. W de=l d Reyd d g SEl qHEnes Y8 6l 8, 9 W gdi
DI JAGTHAT dbl ® B R FARNYA T URT BT AT Ih
MG BT YA 2T & IR BT el R Al grar & @ H
ST @ |

iv. GUBY dval H STd oI FHERNYA (HVC) gAem 89 W UED 6l
I a1 i1 ST @1 Fiaer uee # SR |
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B. 918l d®

i, Y dbl R I dal § FMERT Ih BT IS AHT: S9 dal IR
Rerd d &1 IRIIRT & qregd A fhd Se |

i. U @l ¥ SRl §6 @ oo wEr 8§, 98 omERd dd Bl aRgell
@ ford A SraTdhdl d§& I WON Al YNNG §b & HARIH A
[ufed far ST |

ii. dP YR RSd 96 gR1 FAled IS FHRNYE T8 (NCH) 31T
IS Fafeld FARNES T8 (NACH) & ARgH | 1 = HUgo &
P BT |

iv. 9 31U UTEHI bl AT fhedll ) o=y IRAT WX 3MeRd 91’ Idhi &l
ST 39 e s | I S |

C. qdg U A%

IRA RSd §% §RT Account Payee ddbI &1 AN UTddHdl (Payee)
Ifdd /G & @ral & ffaRed = fodl aafdd & @ & qHRNe HRAm

Mg o= 3T T 2| TEGAR 9% §RT bad YA UTddhdl & u&l d g
AT ST | el vl & Wi FHene F81 fhar Sid |
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3. db chI RITH / Cheque Truncation System

A. HIEITHE—2010 AFSI & 31U grEErS! Tafafeal 9 darg vd dicey
URI H FHARNET & oo ¥ 9 BRI HRA vg Gaar & fod qT Il
ERT U9 UEDHI &I IR fFI Q0 99 & MR, ST &k gRen
fagryanstl & FHeudr og TS ® |

B. 9% §RI 99 ¥ ddd WISV AFGI & ddH SR fhY I & |
. Th ¢hed RIFEH (CTS) @ 3iaiid, 9 &l U B0 A UKd B b
WM R aaddl §& B @6 B Bid (mage) TIT B A © |
qP IAIBAl db DI AMRAT H I8d T | Iad UHAT H CTS Scanner I

qeg ¥ 9% $I Bid fFaReT 889 & #9199 ¥ Paying Branch &1 WA
P ST 2 |

. NPCI & A" | CTS fderafR &7 g AJedr urd 89 ddb §6 g
Agency @ HIETH | CTS fFeraf¥r & Fad g™ &l ST |

. CTS GHRNEA T8 & HAegH § ddb Dl FATAET =g U< bl B A

TG B9 I fHIT S |

WH?%@' ST fh U CTS EEalcal Electronic Form H ﬁﬂfﬁﬁﬁ
ERT 4% & MUIRT =1 AT § WA AT ST | S1g 9ar gIRT
Agency & HIEM ¥ YA UG $HR UEH & W H M Bg ST

Teferd eTRgretl &l UG & el |

4. fade wR 3meRd d® / Collection of Cheques drawn on Foreign
countries

facsh =i R BRI IPH &1 FUBT UISIH §6 BI Foreign Exchange gﬁm
el AT & HEIH | g el A & AR b1 ST |

5. W/ 9181 ddi /SISl /divve for@gdl &1 sf$e 391 / Payment of

Local cheques/ DD/ warrants /outstation cheques

A. TEmsll ¥ geRid MR ¥9a ¥ gd emm uR™R & 3feR W T diad
H ST B Y Tl B AT e TR H U fhar SR | ReiRa
Y & 9% 3R AT URAR & 1R I I o1 diad H o4 1 fHd 1Y
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Dl BT ATl BRI faaq & Farenes § wd fhar g | e ured
B OR UTEhl & @I H 1T S B S |

. A H I B T IE] BR S BT (CBS) W Hey ® UG dd agell Bl
SR @RI T | fBar ST § 1 o/ 9@ qRA ST B GIaeT dbad ur
IEdhl DI SAD FRY W JU [qdd F yaE w7 | Ig  glaen
JAfIBMMITID UG UTablel URRel H &F Yagd @l ydigaa |
SERIT §RT Y& &I SR |
QA ST B glaer Uredl & FEd db /AMe]/The SUR WAl § o
SIRAMT | 9 Gfaer & UeE &R & ford @rdl H _gAdH AY B Py
3T T T8l B |

39 HIfd & il Hivs foraa 99 b 41T 9= /=161 / AT dRe Il
& FHM " SR |

.29 AIfd @ YA O Gdivele uRErford @rdr 98 & Si—

e HH A FHH BT WE Yd Wil TA1 & IR Rrad dHarsdl AFcEs! &
grere fopar ar 81|

o W H TH—<d AAIWSHMd & IR d% gRT dig IIffaar T8 urg
TS 8l

o rad fiwel 09 A€ @ IR &3 9% /forgd s fodr q=a
shfse fear Tar o v faxig sRoll (i< () & o e &
I 8l 3T B |

o el % 71 Y@ H B A MU A @ wRgeh § PIS B rgwa
TE BT 81, Foed A Bise & 915 a9 MY A% AMASA € |

LAl TR Td T @d gl BN | Adb hd B D ford J&U AN
fafraa g9R &1 S ITg SR |

I T /forga i qra afee fdar T & 991 yam ada )
ﬁﬂTWﬁ Q@ﬁ%ﬁﬁﬁfﬁ?ﬂﬂ Clean Over draft E’Q@TWW
AT SIRATT | &1 &1 9l Iail 3fafy & ol &1 Safl, e srafer
& ford 9 &1 AR BT SUANT, TS FRT fHar M7 B |

o I S B ISl AN &b | ofdR IR 9gell fadAld Tb o

Ay & oy B |




“FREQUENT DISHONOUR OF CHEQUE AND ELECTRONIC PAYMENT SYSTEM POLICY”

o Ife VIfY s W@aT § W1 &1 T3 & AR §6 gRT Sad dad @i H
YA PR o1 11 2, T db gRT RN WR YA bl T8 QTS Dl
IR A R & ST | S UDR TS BT YA el [BAT 73T &
ar I R B TUFET g9 WA H ATl YA b FHI b HH DR
T |

gfe If¥r AR $T¥e /K0T WA § SHT B T3 8 o §b S 1T
T UR AR] TS & 3AAdT Clean Over draft &% H | Sl 3ffdd 81
B TR W G YA BT |

6. b SINI HNAT / Issuance of cheques

9% RT UTEHI B A R dqFh g GiaeT (Personalized/Multicity Cheque) UaTH
o SR | 39 gfaer gg—

. GId BT B F HH BE HE I GdgUe o 8 8 8 iR foraH
DTS JGS! BT Ul fbar AT a1 |

. UT8dh ! ARG DI Wd gY 9P AT [IIHIMEIBR B ISUAN PR BE d8

A Yd N IH I AR PR FhT © |

. IfS TRl UEd & Wi R 3MERT %. 50,000.00 I 3ff&H Hed & < I
IR ¥ A O sROT F 9 o= & 9o fear T 8, g4
Rerfy # S9 Ued @1 6 gH JAT I6 gRT g5 BT O D T |

A 9% gRT Al Uied & Td BT gOUANT PR 8T Ul A1, QAT
R § I 310 FATHISHR BT STANT R IF UT6dh dI b g Jlaer
d IR AHT B |

. d® FIKd Iaq H Non- Persondlized T ST ﬁv_Q ST e Bl o
TRO—dF T A TG I ddel Persondlized T g SINT [hT ST |
9% R tlﬁ H SRl Non Personalized dd HIdrd g_g' Y Td WIhr
&I |

. Personalized Cheque @1 WR &I T4 3F IRIRN H T TR I
(Payable at par to all branches) &l THR A ORI fdbT ST FdH T |

. Multicity Cheque ¥ UT8® ERT 0¥ & IUANT =g RN & FHRAT @
I Non- Personalized =@ &g SINI MIQeER &1 B8R |

. Personalized Cheque H UT8® & A, WAl HHHG & AT INIT BT Il
AT MICR code @1 ¥l Ieeld BT ST |
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7. Abl Bl DR BT / Acceptance of cheques

A. b UTEDT GRT el &g SN by 7Y XTI /9ET dbl Bl DR
PR A A/AT AB] BN | IS 98 = 3F ¥U H R 8|

B. 9% ®<¥er W WM TG W ddl H FAfid/Suged g9 w e
e & e B |

C. WRAT R4 9% & MEegaR CT1s 9l WR dis |l uRadd /Gl Fal
forar ST Tty | duar Srafdy @Y fafyy # gRad= & 3raiar srerdr & A,
faes < (I of@i #H) a1 ag afyr (I wresi H) enfe # @i
IRadd & ford UEHT B T I B BT ST HRAT N1 IS
IS dTd @X—BR Bl Ugdar=+ IR ffd &xa § 96 @I wgrdr
BT |

D. 9% UIftd & Ugard od YdE ¥ Yd Idh & URMG Sid Tqg [awgd

Standarad Operating Proceedure (SOP) for Preliminary Scrutiny of Cheque
(Annexure-1) el | 2 |

8. I DI dedr 34fer / Validity of cheques

IR RS 6 & FEegaR 01.04.2012 9 foradl /ddi @l derdr SRy fafr
A 3 Dofvex A8 BT B |

9. bl Bl 99l & o 9T A< / Timeline for collection of cheques

A. I d®

i I A®, S FERNeE 8§ SPeR H AUE arg g, a9
S Bs H gl BT FHRIYE UOell & ARH 9§ Ol 7 IR
B SIUI | I Dbl | UK B4 darell agell 7 Fafa argdl
HATINEA D] AN IR qRa ATEDI & @Il § ST DR &l ST |

ii. RE SUNT 39T gU IR MR @1 SrgAfT I4I a7 a1 srfdraaH
3Tl BRI f&ad & PREAR YS & & T bC & 3R &l SR |

il. AT gRRfaEl H, R Te §Uge 7 3 e faw @l
3rferemed safdy Y |

B. 9T8d A®
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L T @ I (REYR) /<Y @ U RN /T deal W smERd
TPl B RNl B Rl T9I AHES HAW: 7,/10 /14 BRI a4 817 |

i. AT 39 @Y W AP fddig B B Al 9B b el A b
AR, S8l <% 14 fa A affer €, 98 S M@l & forg o &
I db R, S W AP B UR ATl DI YA (BT SR |

AR X1 & Ao H, I+ 90 oA & o1fdd &l < & A H,
GEfd @Ay ST R 9 2% IAYd I ) W SRS &N @I
A fhar Sre |

aom afe ufhar ugel T B W 7, A AUE AR Bl QT ©
9Grd H Usel AT AT ST |

10.779 / ANY 94 / Lost Stolen cheques

TGl & foRl WeR oy v &=l forgd/d@ & AN, AHERNEA 3ferdn
Wéﬁaﬁwﬁw@wﬁaﬁﬁ@ﬁﬁﬁzﬁmwﬁwﬁaﬁ

TGN e @ QR 918 $9@! SIMSRI GRS B Q1 Sl | difd da
GRS 3ATedl db DI YA Abl DI FAAT & b | b db & sl o
SEdhe Ib UG B & ol UTED bl & AW FeIdT Y& BT | db AR
ﬁT?‘ngmE%Hquﬁ&ldluucbﬁﬁﬂﬁvﬁﬁﬁﬂﬂfﬁﬁﬁﬁr{ﬁmw
BNATT-

A. IE JUPRT & WM B ol UT8dh B GU8 & oy FEiRd 97 AT
7/10/14 f& o1 Nt AW B) 9 R & o g, df FeiRa duw
3fafer | A @I @y & foly S A1 g9d 9 &%, S Al &1 B W
TSl BT YA fhar SR |

B. 3USD (], 9% SftTde TH/RIGHE UK IR AR IHd FIE H AW
N P U gud 96 R W 15 A1 &7 IfaRs @y & forw 9% ol
R R QAT DT YA BT |

C. 9% UEd &I T UKd I R, Iq IUBT fHAAl dah/&awer | ur

fhar ST & Sl gfteldhe IUSRY SIRI B & oI geh o al, o
el fdl o ST gob BT RUE W H |

11.dd1 Bl 991 YIAE © 99 HRATATIA & BIRYT / Return of cheques
and reasons thereof
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A. 96 gR1 dBR |EENEE Bl © fo ue wwe At ek few
(JIRARGAIYE) & 99 6 & AR, b Ao ST R IO B!
fafr &R TaM T B &1 AREd 8k 99 $RT <d §U SWER /oY
THER P SN S| 399 P ORS HI od MM8dl d (498
Bl BRIATE! B H AGS el |

B. M 3MEdl WA gRT < 941 YA & 9199 fhd1 Srar e, d S9d
E§RI SN 9oT 9% a9l S99 (Cheque Return Memo) 9% &RT Uad
far A |

C.d% & dudl @ Fad YEdH &I gRd o Sl Td Il
e / YR eRar § IuRerd 91 81, d o Sidh @ A9 d gRd
qTedh Bl IId Aol SIRAT | HaOd WAeRE 9 Sih I Hargled
AT I I SIRAM |

D. 9% §RT WU B UK 9l &l Il 3§ FRAMER o aradl TR
I BT |

E. % am=fl TR dHad I8l Al H S, SRl ATEd @ Tl g,
3R 98 39 USR B! UM & ford IARERN 2| aroRit &1 IareRomet
?j\?ﬁ (Annexure-A) e ¢ |

F. U0 9¥cll § 8l UT8d &I ol 8l 8, 39 UbR & A¥l § db
ERT YR @] el T8l &I ST | SaTeR0me Jl (Annexure-B) Heltl
2 |

G. 39 JAfIRF, S8l Dbl Bl farl & QI & 991 g UK b
DI IMILIDHAT B, VAT : URJHDHRYT IR 3Tl AT TR ThROT
H 24 G B IR QEE @ AT &I BeN) URH DI

I / GRAY / THYATE /5—Hel sla & Aregq 9 fafdae e
<d g fhar SR |

12.E-mandate Ud NACH 8¢ UTGEIT / Provisions for E-mandate and NACH

NPCl| @& ATd 9§ d& 31U+ 8Dl dI NACH ERT E-Mandate &1 Gfaem U=
@HUT| E-Mandate ERT UE® db dl b IR JRGRT & w9 H AW
SagIdmel U a1 U ] f¥Hd B Aol © |

13.994d1_ Y9 _/ Service Charges
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AI—HHI W §6 gRT AT T4 el darell & ol 96 Iugad Har
IR U4 €I @d 9gel M| b §RT YISl Bl AN] Wdl YHRI DI FaT 4
®H 9 AIZC b ARIH ¥/ AET I Ued IR/ UED & AT fhy I )R &
ST |

14.d% & AR 3HTER 3R IBa NACH (R w@arfead ameneE
T8) /ECS (Sacii-ie warene Adn) & ge-ren 9 e

RIS 7 01 TS IR IEH 3AH & d d IMGRT & oI 01 TS 2015
@ MU ARSI URUF DBR NO-Leg-BC-21/09-07-006/2015-16 & HRIH A
IRUT® 154 § FUiRd PHed IS P Hollg &1 2 | Bleilih, RGNS 7 Jooid
foar 2 f5 BIc o @ forv S uRuz & IRUTw 154 & fuiRa ot =axor
BT fIR HRAT 3MaeId 8l & 3R 9 o a1 feen—fa<en & urew & ufa
sfregs UEdl | o @ forg e gficadr v dad § &R "emRi 9
fues & fog o/ 9IS gRT SIAIGa I a9 |ahd © | JARAR(AS o I8
Follg &1 2 & A & oA /s i eg. fdesl & ofaR sy o

Tefrd el | O fgeqr anfey |

A. JIREIRITE < JASGAT HAT RBI/2016-17/33 DBR-No-Leg-BC-3/09-07-
005/2016-17 f&Ai® 04 MR, 2016 & HIETH W Uhar H FIMEH HR 3H
dot & fadde W vre A aife I MR & ufa era=n ufafhar fHuiRa
PR G | P ARV AT B FOUANT Bl bl AR AH D A
IR B U UtEdl Bl ST BT W g9 B AMAIDAl DI g H
v gU 9IS AT 99! A gRT IgAIed U Sferd i g =Ry |
31cT--

. I B WEd & Wi R 3MERT %. 50,000.00 I 3ff&H Hed & < oI
IR 9 Af¥® R dRei & 991 yoae & a9 fear 73 @1, ar g9
Rerfy § 9 RS @ & gH JRAET I6 gRT 98 B S FAHA 7 |

A d6 gRT {6l U8 @& A% DI gOUAN dHRd U URT AT, Ul
R 7 d& 30T [AIHTIBR BT ITANT B IH TEH DI AP b Giaem
d R Fhar B |

15.3UATRTd IcHIU / Force Majeure
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IEdhl B faera A gy oW1 & o I afiyfd o & ford SoRerl 78t 2,
Ife JYRG et 9 R Jar UaM &_d & W & Hiaxk o+ a1
@ T AP H I @ EEe 98 2 (STERUm- ARG SUk,
drewle, HEMRI, dlelddl, BSdid JAAdT A DHMTR Iefd, geedr, 3,
Ui MUY AT IR Hed, &, db 3fAd] 3 HUdD| db (dabl) Bl
graersil &1 afd, R fEr 9 SR d URdedl Al &AM dRAl al
srquRerfa wffafera 8, fvg Aifia =20) |

16.9iferell &1 THI&IT / Revision of Policy

Jg T SrgAreT fafr ¥ 31,/03,/2026 d% Aar fo<ig @y 2025—26 H
A/ A8 diferedl srgAIfRd 8 @ fafd, ST ugel &1, d% g9maRiiel <= |

9% R BRI A9, FHI—FAT R SN AR srerar yemaie feen—frden
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COMPENSATION POLICY

1. Infroduction

Technological progress in Payment and Settlement Systems and qualitative changes
in operational Systems and Processes undertaken by various players in the market
have improved efficiencies for providing better service to the users of the system. It
has been the endeavour of the Bank to offer services to its customers with the best
possible utilization of its technology infrastructure. Migration of all branches to Core
Banking Solution (CBS) platform is a great leap in this direction. Reserve Bank of India
has also been issuing various instructions / guidelines, from time to time. The recent
instructions / guidelines include instructions on Harmonization of TAT and customer
compensation for failed transactions using authorized Payment Systems (Noftification
no. DPSS.CO. PD.n0.629/02.01.014/2019-20 dated 20.09.2019). With a view fo
improving the level of Customer Service available to customers of the Bank, the
Compensation Policy for the Bank has been formulated.

2. Objective

The objective of the "CRGB Compensation Policy for Banking Services,” hereinafter
called as the Policy, is to establish a system whereby the Bank compensates the
customer for the loss or inconvenience due to deficiency in service on the part of
the Bank or any act of omission or commission, directly attributable to the Bank.

3. Scope

a. Policy will be applicable for all banking services to the customers of the Bank
and cover all branches/offices of CRGB.

The Policy is based on principles of transparency and fairness in the
tfreatment of customers. It is designed to cover deficiency in service in areas
relating to unauthorized/erroneous debit, non-execution/delayed execution
of debit/credit NEFT/NACH transactions including Unauthorized Electronic
Banking Transactions, issuance of ATM/Debit Cards without written consent of
customers, Payment of Cheque after acknowledgement of Stop Payment
Instructions/Non-blocking of lost ATM card/UPI services/INB services after
acknowledgement of request for its blocking, delay in collection of
local/outstation cheques and cheques drawn on Foreign countries, loss of
cheques/instruments in fransit, delay in seftlement of disputed ATM
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tfransactions and other electronic/digital transactions, tfransactions on
Automated Deposit cum Withdrawal Machine, delay in pension payment,
delay in release of securities after payment of all dues, etc. as specified in the
Policy.

. Grant of compensation under this Policy is without prejudice to the Bank's
rights in defending its position before any Court of Law, Tribunal or any other
forum duly constituted to adjudicate Banker-Customer disputes and does not
constitute admission of liability or any other issue, of any nature whatsoever,
for the purposes of Adjudicatory Proceedings.

. Wherever the number of days is mentioned, the number of days is considered
as “Calendar days,” unless mentioned specifically as “working days.”

4. Recognition of Deficiency and Compensation

4.1. Unauthorized / Erroneous Debit

a. If the Bank has raised an unauthorized/erroneous debit to an account,
the entry shall be reversed with a value-dated credit to

deposit/overdraft/loan account immediately on being
detected/informed, after due verification.

. Further, if the customer has suffered any financial loss incidental to return
of a cheque or not carrying out of direct debit instructions due to
insufficiency of balance on account of the unauthorized/erroneous
debit, Bank will compensate the customer to the extent of such financial
loss in addition to an amount equivalent to interest calculated on the
unauthorized/erroneously debited amount at the applicable Savings
Bank rate, minimum Rs. 100/-, besides refunding the cheque return
charges.

. In case verification of the entry reported to be unauthorized/erroneous
by the customer does not involve a third party, the Bank shall arrange to
complete the process of verification within . a maximum period of 7
working days from the date of reporting of erroneous debit.

. In case any amount has been debited to the account of a customer on
account of fraudulent transaction(s) and the Bank is at fault, the amount
will be restored to the affected customer account without delay/demur,
once the fraud is established, with due verification.

. If a fraud, in the account of a customer, has been committed by a
member of staff, and has been so established, Bank will not only restore
the amount, it will also pay compensation @ 1% above the applicable
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interest rate in respect of deposit/overdraft/loan account, for the period,
on the amount involved subject to the date of verification of the
complaint.

4.2. Penal Interest payable for delays in credit/return of NEFT transactions

In terms of the NEFT Procedural Guidelines of RBI, as also the relevant circulars /
instructions issued by RBI from time to time, the Bank will afford credit to
beneficiary accounts or return transactions (not credited for whatever reason) to
the originating / sponsor Bank within the prescribed timeline. Any delays in doing
so will attract the following penal provisions:

If the NEFT fransaction is not credited or returned within two hours after batch
settlement, then the Bank is liable to pay penal interest to the affected customer
at the current RBI LAF Repo Rate plus two percent for the period of delay / fill the
date of credit or refund, as the case may be. Such credit is afforded to the
customers' account without waiting for a specific claim to be lodged by the
customer in this regard.

If it is not possible to afford credit to the account of the beneficiary for any
reason, destination banks are required to return the transaction (to the
originating branch) within two hours of completion of the batch in which the
transaction was processed. In terms of the RBI procedural guidelines, which
clearly stipulate that if a destination bank branch is not in a position to credit a
partficular transaction for reasons like "Account Closed/transferred”; "No such
Accounts"; "Account description does not tally”, etc., it should report the same
and forward it to the Service Branch / Main Branch on the same settlement day.

4.3. Issue of ATM/Debit Cards without written consent of customers

The Bank shall not dispatch a card to a customer unsolicited, except in case
where the card is a replacement for a card already held by the customer. If
done, the said ATM/Debit card will be taken back by the Bank and cancelled.
The Bank would not only reverse the charges if levied immediately but also
compensate the customer @ "100/- (Rupees One Hundred only).
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44. Payment of Cheque after acknowledgment of Stop Payment
Instructions/Non-blocking of lost ATM Card - UPI Services - INB Services
after acknowledgment of request for its blocking

The instruction for Stop Payment of cheque/blocking of a lost ATM card/Non-
Disabling of UPI Services - INB Services will be accepted at Home Branch/through
Contact Centre (Stop Payment instructions from authenticated Phone Banking
users. Disabling of INB Services in case of reporting unauthorized
transactions)/Internet Banking (alternate channel).

In case a cheque has been paid after acknowledgment of its stop payment
instruction/ATM Card has not been blocked/UPI services/INB Services has not
been disabled in the requested account after such a request has been
acknowledged by the Bank, the Bank shall reverse the debit on account of
stopped cheque/blocked ATM card/UPI fransaction - INB Transaction with value-
dated credit within two working days of the customer intimating the transaction
to the Bank, and also compensate the customer with “100/-.

However, no compensation will be paid if a cheque has been paid/ATM Card
transaction/UPI-INB transaction has occurred prior to acknowledgment of
instructions for stop payment of cheque/blocking of lost ATM Card/UPI-INB
Services.

4.5. Llimiting Liabilty of Customers in Unauthorized Electronic Banking
transactions

The systems and procedures in the Bank have been designed to make the
customer feel safe about carrying out Electronic Banking Transactions. On
receipt of a report of an unauthorized fransaction from the customer, the Bank
takes immediate steps to prevent further unauthorized fransactions in the
account.

4.5.1. Reporting Unauthorized Transactions by customers to Banks
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. Customers will mandatorily register for SMS alerts and wherever
available register for e-mail alerts, for electronic banking transactions.
The SMS alerts shall mandatorily be sent to the customers, while email
alerts may be sent, wherever they are registered.

. The customers will be advised to notify the Bank of any unauthorized
electronic banking transaction at the earliest after the occurrence of
such a transaction and informed that the longer the time taken to
notify the Bank, the higher will be the risk of loss to the
Bank/customer. To facilitate this, the Bank will provide customers with
24x7 access through mobile banking, a dedicated toll-free helpline
no (during business hours), reporting to the home branch, through
Bank's Website, etc., for reporting unauthorized transactions that
have taken place and/or loss or theft of payment instruments such as
a card, etc. The complaint will be resolved within 3 working days.

. The loss/fraud reporting system shall also ensure that an immediate
response (including auto response) is sent to the customers
acknowledging the complaint along with the registered complaint
number.

. The communication systems used by the Bank to send alerts and
receive their responses thereto will record the fime and date of the
message sent and receipt of customer's response, if any, to the Bank.
This shall be important in determining the extent of a customer's
liability.

. The Bank will not offer the facility of electronic transactions, other
than ATM cash withdrawals, to customers who do not provide mobile
numbers to the Bank.

On receipt of a report of an unauthorized fransaction from the
customer, the Bank will take immediate steps to prevent further
unauthorized transactions like putting hold or disabling digital
channels on the account.

4.5.2. limited Liability of a Customer
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a. Zero Liability of a Customer: A customer's entitlement to zero liability
shall arise where the unauthorized transaction occurs in the following
events:

Contributory fraud/negligence/deficiency on the part of the Bank
(irespective of whether or not the fransaction is reported by the
customer).

Third party breach where the deficiency lies neither with the Bank
nor with the customer but lies elsewhere in the system, and the
customer notifies the Bank within three working days of receiving
the communication from the Bank (by SMS alert, email, or letter)
regarding the unauthorized transaction.

b. Limited Liability of a Customer: A customer shall be liable for the loss
occurring due to unauthorized fransactions in the following cases:

In cases where the loss is due to negligence by a customer, such
as where he has shared the payment credentials, the customer will
bear the entire loss until he reports the unauthorized fransaction to
the Bank. Any loss occurring after the reporting of the unauthorized
transaction shall be borne by the Bank.

In cases where the responsibility for the Unauthorized Electronic
Banking Transaction lies neither with the Bank nor with the
Customer, but lies elsewhere in the system and when there is a
delay (of four to seven working days after receiving the
communication from the Bank) on the part of the Customer in
notifying the Bank of such a transaction, the per transaction
liability of the Customer shall be limited to the transaction value or
the amount mentioned in Table 1, whichever is lower.

Table 1 Maximum Liability of a Customer under the above paragraph 4.6.2.b.(ii)
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Maximum

Type Of Account
P Liability

BSBDA Accounts Rs. 5,000

All other SB accounts

Pre-paid Payment Instruments and Gift Cards

Current/ Cash Credit/ Overdraft Accounts of MSMEs

Current Accounts/ Cash Credit/ Overdraft Accounts of
Individuals with annual average balance (during 365 days
preceding the incidence of fraud)/ limit upto Rs. 25 lakh Credit
cards with limit upto Rs. 5 lakhs

Rs. 10,000

All other Current / Cash Credit / Overdraft Accounts Rs. 25,000
Credit cards with a limit above Rs. 5 lakhs

4.5.3. Overall liability of the customer in third party breaches, as detailed in
paragraph 4.5.2.a.(ii) and paragraph 4.5.2.b(ii) above, where the
deficiency lies neither with the Bank nor with the customer but lies
elsewhere in the system, is summarized in Table 2:

Table 2

Summary of Customer’s Liability

Time taken to report the fraudulent Customer’s Liability
transaction from the date of receiving
the communication

Within 3 working days Zero liability

Within 4 to 7 working days The fransaction value or the amount
mentioned in Table 1, whichever is lower.

Beyond 7 working days Full liability

The number of working days mentioned in Table 2 shall be counted as per the
working schedule of the Home Branch of the customer, excluding the date of
receiving the communication. Further, if the delay in reporting is beyond
seven working days, the customer liability shall be full. For such inordinate
delays (beyond seven working days) the Customer shall bear the full
liability/loss, and the Bank will not bear any loss or liability. However, the Bank
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may extend its support (by issuing required certificates / statements free of
cost) to the Customer if specifically requested by the Customer, without
incurring any liability in any manner, for his efforts for recovering the lost
amount from the miscreants.

4.5.4. Reversal Timeline for Zero Liability/Limited Liability of customer

On being notfified by the customer, the Bank shall credit (shadow reversal) the
amount involved in the unauthorized electronic transaction to the customer's
account within 10 working days from the date of such notification by the
customer.

. Further, Bank will ensure that

. A complaint is resolved and the liability of the customer, if any,
established within 90 days from the date of receipt of the complaint,
and the customer is compensated for as per provisions of paragraphs
4.5.2t0 4.5.4 above.

. Where it is unable to resolve the complaint or determine the customer
liability, if any, within 90 days, the compensation as prescribed in
paragraphs 4.6.2 to 4.6.4 is paid to the customer; and

. In the case of a debit card/Bank account, the customer does not
suffer loss of interest.

4.5.6. Burden of Proof

The burden of proving customer liability in case of unauthorized electronic
banking transactions shall lie on the bank.

4.6. Compensation for adverse movement in exchange rates

As we are not dealing with foreign exchange, compensation for adverse
movement in exchange rate is not applicable.
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5. Collection of Cheques drawn on foreign countries

In this regard, the compensation policy of the sponsored bank will be applicable.

6. Remittances in India

6.1. Payment of interest on delayed collection of local cheques/_instruments

As a policy, the Bank would give credit to the customer's account on the day
clearing settlement takes place. In case there is a delay in the collection of local
cheques and in turn, delay in crediting the amount of cheques deposited in local
clearing in the normal course of business, except for the reasons of "Force
Majeure" i.e. unforeseen events, the Bank should pay compensation/interest at
the saving bank interest rate to the depositor/customer for the corresponding
period of delay.

6.2. Payment of Interest for delayed Collection of Outstation Cheques

The Bank will pay interest to its customers on the amount of the collection of
instruments in case there is a delay in giving credit beyond the time period
mentfioned below. Such interest shall be paid without any demand from
customers in all types of accounts. There shall be no distinction between
instruments drawn on the Bank's own branches or on other banks for the purpose
of payment of interest on delayed collection.

If the time taken for the collection of outstation instruments is beyond stipulated
time, interest at the following rates will be paid for the period of delay beyond
the respective time limit Interest at Savings rate for the period of delay beyond
7/10 / 14 days as the case may be in the case of outstation cheques of own
bank / other banks.

Where the delay is beyond 14 days, interest will be paid at the applicable rate
for term deposits for the corresponding period or the Savings Bank rate
whichever is higher.

In the event the proceeds of a cheque under collection were to be credited to
an overdraft/loan account of the customer, infterest will be paid at the rate
applicable to the above the rate applicable to the loan account.

11
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In case of delay due to presenting the same cheque again, no compensation
should be paid.

6.3. Cheques/Instruments lost in transit/in clearing process or at the paying
bank’s branch

In the event a cheque or an instrument accepted for collection is lost in transit or
in the clearing process or at the paying bank's branch, the Bank shall
immediately on coming to know of the loss, bring the same to the notice of the
account holder so that the account holder can inform the drawer to record stop
payment and also take care that cheques, if any, issued by him/her are not
dishonored due to the non-credit of the amount of the lost cheques/instruments.
The Bank would provide all assistance to the customer to obtain a duplicate
instrument from the drawer of the cheque.

In line with the Compensation Policy of the Bank, the Bank will compensate the
account holder in respect of instruments lost in transit in the following way:

6.3.1. In case intimation regarding the loss of an instrument is conveyed to the
customer beyond the time limit stipulated for collection (7/10/14 days as
the case may be), interest will be paid for the period exceeding the
stipulated collection period at the rates specified above.

. In addition, Bank will pay interest on the amount of the cheque for a
further period of 15 days at Savings Bank rate to provide for likely further
delay in obtaining a duplicate cheque/instrument and collection
thereof.

6.3.3. The Bank would also compensate the customer for any reasonable
charges he/she incurs in getting a duplicate instrument upon production
of a receipt, in the event the instrument is to be obtained from a
bank/institution that would charge a fee for the issue of a duplicate
instrument.

6.3.4. Payment of interest for delay in issue of duplicate drafts
In case of delay in the issue of the duplicate 10l beyond a fortnight after

completing all relevant formalities by the purchaser, the Bank will pay
interest on the amount of the demand draft at the term deposit rate of
the corresponding period.
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7. ATM Failure: Compensation to customer for settlement of disputed ATM
transactions/Automated Deposit cum Withdrawal Machine (ADWM)

A 'failed transaction' is a transaction that has not been fully completed due to any
reason not attributable to the Customer, such as failure in communication links, non-
availability of cash in an ATM, fime-out of sessions, etc. Failed transactions shall also
include the credits that could not be affected to the beneficiary account on
account of a lack of full information or lack of proper information and delay in
initiating a reversal transaction. As per RBI instructions issued vide Circular No.
RBI/2019-20/67DPSS.CO.PDN0.629/02.01.014/2019-20 dated 20th September 2019, if
an ATM fransaction is failed or not complete due to any reason not attributable to
the customer such as failure in communication links, non-availability of cash in an
ATM, time-out of sessions, etc. it should be proactively reversed/auto-reversed in the
customer's account within a maximum of T + 5 days (where T is the day of the
transaction and refers to the calendar date). Accordingly, failure to re-credit the
customer's account within T+5 days, the bank should pay compensation @ Rs. 100/-
per day of delay beyond T + 5 days suo moto, without waiting for a complaint or
claim from the customer.

Harmonization of Turn-Around Time (TAT) and customer compensation for failed
transactions using authorized Payment System

Framework for auto-reversal and

Description of the incident .
compensation

Timeline for auto- Compensation
reversal payable

I 1] A\

Automated Teller Machines (ATMs) including Micro-ATMs

Customer’s account Pro-active reversal (R) | X 100/- per day of
debited but cash not of failed fransaction delay beyond T+ 5
dispensed. within a maximum of | days, to the credit
T+ 5days of the account
holder.

Card Transaction

Card to card transfer Transaction to be X 100/- per day of
Card account debited but | reversed (R) latest delay beyond T + 1
the beneficiary card within T+ 1 day, if day.

account not credited. credit is not affected
to the beneficiary
account.
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Point of Sale (PoS) (Card
Present) including Cash at
PoS

Account debited but
confirmation not received
at merchant locationi.e.,
charge-slip not generated.

Auto-reversal within T
+ 5 days.

Card Not Present (CNP) (e-
commerce)

Account debited but
confirmation not received
at merchant’s system.

X 100/- per day of
delay beyond T+ 5
days.

Immediate Payment System (

IMPS)

Account debited but the
beneficiary account is not
credited.

If unable to credit to
beneficiary account,
auto reversal (R) by
the Beneficiary bank
latest on T+ 1 day.

X100/- per day if
delay is beyond T +
1 day.

Unified Payments Interface (U

PI)

Account debited but the
beneficiary account is not
credited (transfer of funds).

beneficiary account,
auto reversal (R) by
the Beneficiary bank
latest on T+ 1 day.

If unable to credit the

X100/- per day if
delay is beyond T +
1 day.

Account debited but
fransaction confirmation not
received at merchant
location (payment to
merchant).

Auto-reversal within T
+ 5 days.

X100/- per day if
delay is beyond T +
5 days.

Aadhaar Enabled Payment System (including Aadhaar Pay)

Account debited but
fransaction confirmation not
received at merchant
location.

Acquirer to initiate
“Credit Adjustment”
within T + 5 days

Account debited but
beneficiary account not
credited.

X100/- per day if
delay is beyond T +
5 days.

Aadhaar Payment Bridge System (APBS)

Delay in crediting
beneficiary’'s account.

Beneficiary bank to
reverse the
tfransaction within T +
1 day.

X100/- per day if
delay is beyond T +
1 day.

National Automated Clearing

House (NACH)

Delay in crediting
beneficiary’s account or
reversal of amount.

Beneficiary bank to
reverse the
uncredited

tfransaction within T +

X100/- per day if
delay is beyond T +
1 day
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1 day.

Account debited despite Customer’s bank will
revocation of debit be responsible for
mandate with the bank by such debit. Resolution
the customer. to be completed
within T+ 1 day.
Prepaid Payment Instruments (PPls) - Cards / Wallets
Off-Us transaction

The transaction will ride on UPI, card network, IMPS, etfc., as the case may
be. The TAT and compensation rule of respective system shall apply.
On-Us transaction

Beneficiary's PPl not
credited. Reversal effected in
Remitter’s account
PPI debited but within T+ 1 day.
fransaction confirmation
not received at
merchant location.

X100/- per day if delay
is beyond T+ 1 day.

8. Compensation for delay in Issuance of Duplicate IOl (Inter Office Instrument)

Duplicate 101 will be issued within 7 working days from the date of receipt of such a
request from the purchaser thereof. For delays beyond the above stipulated period,
interest at the rate applicable for Fixed Deposit of the corresponding period will be
paid for the delay beyond 7 days as compensation to the customer.

9. Payment of “at par” Cheques issued by other Banks

9.1. Bank will not pay any compensation to the cheque holder for dishonor of
"at par" cheques issued by other banks, including co-operative banks, in
the absence of adequate funds in the account on which cheques are
issued even though the amount of the cheque may have been paid to
the Bank, which had issued the "at par' cheque.

RBI instructions stfipulate that banks will not honor cheques drawn on
current accounts maintained by other banks with it, unless arrangements
are made for funding cheques issued. The issuing bank shall be responsible
for compensating the cheque holder for non-payment of cheques in the
absence of adequate funding arrangement.
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10. Lenders’ liability: Commitments to borrowers

The Bank has adopted the principles of “Lenders' liability." In terms of guidelines for
"lenders' liability" and the "Code of Bank's commitment to customers" adopted by
the Bank, the Bank would return to the borrowers all the securities/documents/title
deeds of the mortgaged property within 30 days of repayment of all dues agreed to
or contracted, subject to any other right/lien/claim by the Bank fill the relevant claim
is settled/paid. If any right to set off is to be exercised for any other claim, the Bank
shall give due notice with full particulars about the other claims and retain the
securities/documents/title  to mortgaged property fill the relevant claim is
settled/paid. In the event of the loss of tfitle deeds to the mortgaged property at the
hands of the Banks, the compensation will cover out-of-pocket expenses for
obtaining duplicate documents on an actual basis, subject to a ceiling of Rs. 5000/-
plus a lump sum amount, as decided by the Bank in the following manner:

“The Bank would pay the compensation for the delay in the return of
securities/documents/title deeds of the mortgaged property beyond 30 days of
repayment of all dues agreed to or contracted, subject to above conditions, @ Rs.
100/- per day (maximum Rs. 5000/-) to the borrower.”

11. Compensation for wrongful dishonor of cheques/Si

In case of complaints received from the customers for wrongful dishonor of
cheques/Sl, the Bank shall take appropriate steps to investigate the reason for such
lapses and shall communicate to the customer within 7 working days from the date
of receipt of complaint. Otherwise, the Bank may compensate the customer suitably
for financial loss as decided by the Bank with a minimum of Rs. 100/- per day for the
period of delay, subject fo a maximum of Rs. 1,000/-, wherever justified.

11.1. Compensatfion payable to the customers on account of non-
compliance/non-updating of customer instructions (for example, non-
updating of mobile number/mode of operation/signature of customer,
etc.)

In such cases, the Bank shall take appropriate steps to investigate the
reason for such lapses and shall communicate to the customer within 7
working days from the date of receipt of complaint. Otherwise, the Bank
may compensate the customer suitably for financial loss as decided by
the Bank with a minimum of 100/- per day for the period of delay, subject
to a maximum of 1,000/-, wherever justified.
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12. Violations by Bank’s Agents

In the event of the receipt of any complaint about any improper act/conduct on
the part of an agent, in violation of the Code of the Bank's commitment to
customers which the Bank has adopted voluntarily, the Bank shall take appropriate
steps to investigate and redress the complaint and endeavor to communicate to
the customer within 7 working days from the date of receipt of complaint and,
where justified, may compensate the customer suitably for financial loss as decided
by the Bank. Also, necessary steps will be taken, if required as per the Bank’s
decision, to prevent the recurrence of similar complaints.

13. Timeline for payment of compensation

The amount of compensation for deficiencies in various categories of Banking
Services as mentioned in this Policy will be paid to the customers within 30 (thirty)
days after the deficiency is acknowledged.

14. Authority for payment and control reporting

The amount of compensation paid at the branch shall require post facto approval
by the Regional Manager who shall in tfurn put up Control Report to the competent
authority of Head Office.

15. Customer Responsibility

The Bank will not be responsible for the loss to the customers due to the customer’s
carelessness in keeping the Cheque book, passbook, cards, PIN or other security
information and not following “Do’s and Don'ts” issued by the Bank, until the Bank
has been noftified by the customer.

The Bank will not be responsible for the loss to the customer if the customer acts
fraudulently and/or acts without reasonable care which has resulted in loss to
him/her. Bank will also not be responsible for the losses arising out of misuse of lost
PIN, compromise of passwords or confidential information, until the fime the Bank
has been notified of such loss/compromise and the Bank has taken steps to prevent
its misuse.
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16. Disclaimer clause

Notwithstanding anything contained herein above, the Bank shall not pay any
compensation in the following cases :-

a. Any alleged deficiency in regard to loans and advances activities of the
Bank.

. Dishonor of at par payment agreement with other banks, due to non-funding
and security compliance.

. In case of delay on account of non-functioning of business due to factors
beyond the control of the bank, the period covered by such events shall be
omitted for calculation of delay, etc.

. Where the issues are sub-judice and pending before Courts, Ombudsman,
arbitrator, Government, and matter put on hold due to stay

17. Force Majeure

The Bank shall not be liable to compensate customers under this Policy if some
unforeseen event including but not limited to civii commotion, sabotage, lockout,
pandemic, strike or other labour disturbances, accident, fire, natural disasters or
other "Acts of God", war, damage to the Bank’s or its correspondent bank(s)
systems, communication channels, efc. beyond the control of the Bank, prevents it
from performing its obligations within the specified service delivery parameters.

18. Review of policy

The policy shall remain in force till 31/03/2026 or till amended during the current
financial year FY 2025-26, whichever is earlier.

The Policy would be reviewed after 31/03/2026 or earlier, as may be necessary,
based on experience, statutory requirements and if warranted by changes in
Government guidelines issued from time to fime.
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CUSTOMER RIGHTS POLICY

1. Infroduction

Customer protection is an integral aspect of financial inclusion. The following
comprehensive Customer Rights Policy based on domestic experience and global
best practices is brought out to enhance such protection.

The Customer Rights Policy enshrines basic rights of the customers of the banks
regulated by the Reserve Bank of India. It spells out the rights of the customer and
the responsibilities of the bank. The Policy applies to all products and services
offered by the bank or its agents, whether provided across the counter, over phone,
by post, through interactive electronic devices, on internet or by any other method.

2. Right to Fair Treatment

Both the customer and the Bank have a right to be freated with courtesy. The
customer should not be unfairly discriminated against on grounds such as gender,
age, religion, caste and physical ability when offering and delivering financial
products.

In pursuance of the above Right, bank will -

i) Promote good and fair banking practices by setting minimum standards, in all
dealings with the customers

i) Promoteafairandequitablerelationshipbetweenthebankandthecustomer.
i) Train bank staff attending to the customers, adequately and appropriately

iv) Ensure that staff members attend to customers and their business promptly
and courteously.

v) Treat all customers fairly and not discriminate against any customer on
grounds such as gender, age, religion, caste, literacy, economic status, physical
ability, etc. Bank may, however, have special schemes or products which are
specifically designed for members of a target market group or may use
defensible, commercially acceptable economic rationale for customer
differentiation. Bank may also have schemes or products as part of an affirmative
action such as for women

or backward classes. Such schemes/ products will not be tantamount to unfair

discrimination. The rationale for such special schemes or terms will be explained
by the bank wherever required.

vi) Ensure that the above principle is applied while offering all products and
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services.

vii)Ensure that the products and services offered are in accordance with relevant
laws and regulations; while it shall be the endeavor of the bank to provide their
customers with hassle free and fair freatment, the bank would expect their
customers to behave courteously and honestly in their dealings with the bank.

It shall also be the bank’s endeavor to encourage their customers to approach the
bank’s internal grievance redressal machinery and approach alternate forum after
exhausting all their remedies under the bank’s internal grievance mechanism.

3. Right to Transparency, Fair and Honest Dealing

The financial services provider should make every effort to ensure that the contracts
or agreements it frames are transparent, easily understood by and well
communicated to, the common person. The product’s price, the associated risks,
the terms and conditions that govern use over the product’s life cycle and the
responsibilities of the customer and financial service provider should be clearly
disclosed. The customer should not be subject to unfair business or marketing
practices, coercive contractual terms or misleading representations. Over the
course of their relationship, the Bank cannot threaten the customer with physical
harm, exert undue influence, or engage in blatant harassment.

In pursuance of the above Right, the bank will-

i) Ensure complete fransparency so that the customer can have a better
understanding of what he or she can reasonably/fairly expect from the bank.

i) Ensure that the bank’s dealings with the customer rest on ethical principles of
equity, integrity and transparency.

i) Provide customers with clear information about its products and services, terms
and conditions, and the interest rates / service charges in simple and easily
understandable language, and with sufficient information so that the customer
could be reasonably expected to make an appropriate and informed choice of
product.

iv) Ensure that all terms and conditions are fair and set out the respective rights,
liabilities and obligations clearly and as far as possible in plain and simple language.

v) Make known the key risks associated with the product as well as any features
that may especially disadvantage the customer to him/her. Most Important Terms
and Conditions (MITC) associated with the product or service will be clearly brought
to the notice of the customer while offering the product. In general, it will be
ensured that such terms will not inhibit a customer’s future choice.

vi) Provide information on interest rates, fees and charges either on the Notice
Board at the branches or websites or through helplines or helpdesk and where
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appropriate the customer will be informed directly.

vii) Display the tariff Schedule on their website and a copy of it will be made
available at every branch for customer’'s perusal. Also, will  display in its
branches a notice about the availability of the Tariff Schedule at the branch.

viii) Give details, in their Tariff Schedule, of all charges, if any, applicable to the
products and services chosen by customer.

ix) Inform the customer of any change in terms and conditions through a letter or
Statement of Account, SMS or email as agreed by the customer at least one month
prior to the revised terms and conditions becoming effective.

x)  Ensure that such changes are made only with prospective effect after giving
notice of one month. If the bank has made any change without giving
such notice which is favorable to the customer, it will nofify the change within
30 days of such change. If the change is averse to the customer, prior
notice of a minimum 30 days will be provided and the customer may be provided
options, to close the account or switch to any other eligible account without
having to pay the revised charge or interest within 60 days of such notice.

Xi) Provide information about the penalties chargeable in case of non-
observance / breach of any of the terms and conditions governing the
product / services chosen by the customer.

Xii) Display on public domain the Banks’ Policies on Deposits, Cheque Collection,
Grievance Redressal, Compensation and Collection of Dues and Security
Repossession.

xii)  Make every effort to ensure that staff dealing with a particular product are
properly frained to provide relevant information to customers fully, correctly and
honestly.

xiv) Ensure to communicate to the applicant within a reasonable time period as
decided by the bank about the acceptance / non-acceptance of applications
submitted for availing a product / service and convey in writing the reasons for not
accepting / declining the application. Such a period will be notified on the bank’s
website and in the application of the particular product or service

xv) Communicate unambiguously the information about-

discontinuation of particular products,

relocation of their offices

changes in working hours

change in telephone numbers

Closure of any office or branch - with advance notice of at least 30days.

Also affirms that disclosure of information is an on-going process through the

5
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lifecycle of the product / relationship and will be diligently followed by them. Ensure
to use all possible channels of communication, including website, to ensure that
information on all changes is made known to the customer upfront.

xvi)  Advise the customer at the time of selling the product of the rights and
obligations embedded in law and/or banking regulation including the
need to report any critical incidents that the customer suspect, discover or
encounter.

XVii) The bank’s staff members shall, when approached by the customer for
availing of a product or service, provide all relevant information related to the
product / service and also provide direction to informational resources on
similar products available in the market with a view to enable the customer to
make an informed decision;

xviii) ~ Not terminating a customer relationship without giving reasonable or
confractual prior notice to the customer.

XiX) Assist the customer in all available ways for managing his/her account
financial relationship by providing regular input in the bank’s realms such as
account statements/passbooks, alerts, timely information about the product’s
performance, term deposits maturity etfc.

xx)  Ensure that all marketing and promotional material is clear and not misleading.

xxi)  Not threatening the customer with physical harm, exert influence or engage in
behavior that would reasonably be construed as unwarranted harassment. Ensure
adherence only to the normal appropriate business practices.

xxii) Ensure that the fees and charges on products/services and their structure are
not unreasonable to the customer

4. Right to Suitability

The products offered should be appropriate to the needs of the customer and
based on an assessment of the customer’'s financial circumstances and
understanding. In pursuance of the above Right, the bank will -

i) Ensure that it has a Board approved policy for assessing suitability of products for
customers prior to sales.

i) Endeavour to make sure that the product or service sold or offered is
appropriate to the customer's needs and not inappropriate to the customer’s
financial standing and understanding based on the assessment made by it. Such an
assessment will be appropriately documented in its records

iii) Sell third party products only if it is authorized to do so, after putting in place
a Board approved policy for marketing and distributing third party financial
products.
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iv) Not compel a customer to subscribe to any third-party products as a quid-pro-
quo for any service availed from the bank.

v) Ensure that the products being sold or service being offered, including third party
products, are in accordance with extant rules and regulations.

vi) Inform the customer about his responsibility to promptly and honestly provide alll
relevant and reasonable information that is sought by the bank to enable them to
determine the suitability of the product to the customer.

5. Right to Privacy

Customers’ personal information should be kept confidential unless they have
offered specific consent to the Bank or such information is required to be provided
under the law or it is provided for a mandated business purpose (for example, to
credit information companies). The customer should be informed upfront about
likely mandated business purposes. Customers have the right to protection from all
kinds of communications, electronic or otherwise, which infringe upon their privacy.

In pursuance of the above Right, bank will -

i) Treat the customer’s personal information as private and confidential (even when
the customer is no longer banking with us), and, as a general rule, not disclose such
information to any other individual/institutions including its subsidiaries / associates,
fie-up institutions etfc. for any purpose unless:

The customer has authorized such disclosure explicitly in writing

Disclosure is compelled by law /regulation.

Bank has a duty to the public to disclose i.e., in public inferest

Bank has to protect its interests through disclosure

It is for a regulatory mandated business purpose such as disclosure of

default to credit information companies or debt collection agencies
i) Ensure such likely mandated disclosures be communicated immediately to the
Customer in writing.

i) Shall not use or share customer’s personal information for marketing purposes,
unless the customer has specifically authorized it.

iv)Shall adhere to Telecom Commercial Communications Customer Preference
Regulations, 2010 (National Customer Preference Registry) issued by Telecom
Regulatory Authority of India, while communicating with customers.

6. Right to Grievance Redress and Compensation
The customer has a right to hold the Bank accountable for the products offered and
to have a clear and easy way to have any valid grievances redressed. The provider

should also facilitate redress of grievances stemming from its sale of third-party
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products. The Bank must communicate its policy for compensating for mistakes,
lapses in conduct, as well as non- performance or delays in performance, whether
caused by the provider or otherwise. The policy must lay out the rights and duties of
the customer when such events occur.

In pursuance of the above Right, bank will -
i) deal sympathetically and expeditiously with all things that go wrong.
i) correct mistakes promptly.

i) Cancel any charge that has been applied wrongly and by mistake.
iv) Compensatethecustomerforanydirectfinanciallossthatmighthavebeenincurred
by the customer due to its lapses.

The bank will also -

i) Place in public domain is the Customer Grievance Redressal Policy, including
the grievance redressal procedure available for the customer.

ii) Place in public domain the compensation policy for delays / lapses in
conducting / seftling customer transactions within the stipulated time and in
accordance with the agreed terms of contract.

iii) Ensure to have a robust and responsive grievance redressal procedure and
clearly indicate the grievance resolution authority who shall be approached by the
customer.

iv) Make grievance redressal mechanism easily accessible to customers.

v) Advise the customer about how to make a complaint, to whom such a
complaint is to be made, when to expect a reply and what to do if the customer is
not satisfied with the outcome;

vi) Display name, address and contact details of the Grievance Redressal Authority
/ Nodal Officer. The time limit for resolution of complaints will be clearly displayed /
accessible at all service delivery locations.

vii) Inform the complainant of the option to escalate his complaint to the Banking
Ombudsman if the complaint is not redressed within the pre-set time.

viii)  Place in public domain information about Banking Ombudsman Scheme.

ix) Display at customer contact points the name and contact details of the
Banking Ombudsman under whose jurisdiction the bank’s branch falls.

Further, the bank will -
i) Acknowledge all formal complaints (including complaints lodged through
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electronic means) within three working days and work to resolve them within a
reasonable period, not exceeding 30 days (including the time for escalation and
examination of the complaint by the highest ranking internal official responsible for
grievance redressal). The 30-day period will be reckoned after all the necessary
information sought from the customer is received.

i) Provide aggrieved customers with the details of the Banking Ombudsman
Scheme for resolution of a complaint if the customer is not satisfied with the
resolution of a dispute, or with the outcome of a dispute handling process.

In addition, the bank will

a) Clearly spelled out, at the time of establishing a customer relationship, the liability
for losses, as well as the rights and responsibilities of all parties, in the event of
products not performing as per specifications or things going wrong. However, the
bank will not be liable for any losses caused by extraneous circumstances that are
beyond its reasonable control (such as market Changes, performance of the
product due to market variables, etc.).

b) Ensure the customer is refunded without delay and demur, if it cannot show
beyond
reasonabledoubttothecustomeronanydisputedtransaction(alongwithinterest/charg
es)

7. Customers Responsibilities

In addition to Rights, Customers also have some responsibilities fowards Bank-

a) Smoking/drinking inside the bank’s premises is prohibited; customers should
not indulge in any such activities inside the branch.

b) Customers should not enter the Bank’s premises with arms/guns.

c) Customers should refrain from putting any kind of political pressures on
Bank/Bankers.

d) Customers should refrain from Loan canvassing.

e) Customers should comply with the KYC norms.

f) Customers must behave decently and politely while dealing with Bank
officials in the Branch Premises or when he contacts his bank over phone or
email.

8. Force Majeure

The Bank shall not be liable to oblige the Rights of customers under this policy if
some unforeseen event (including but not limited to civil commotion, sabotage,
pandemic lockout, strike or other labour disturbances, accident, fires, natural
disasters or other “Act of God” war, damage to the Bank’s facilities or absence of
the usual means of communication or all types of tfransportation etc.) beyond the
control of the bank prevents it from performing its obligations within the specified
service delivery parameters.
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9. Amendment/Modification to the policy

The Policy will be in force till 31 March 2026 from the date of approval, however it will
be in valid till the new policy is formulated.

The Policy would be reviewed after every three years or earlier, as may be necessary

based on experience, statutory requirements and if warranted by changes in
Government guidelines issued from time to time.
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GARET S | &3 T WR R A UG RIeral ®f ysildg dRd
8U RIGrIded! ol urad! gar & Sl | Ife &5y Sl W’ R
Rrera &1 R0 9% 9 81 a1 dobld WIH BRI & G99
AP SxdTavll Afed NI B |

JIE BRI R R — YU sRIed ¥ f= &l 9 ura Rrerdr
P Adhdl fTRT # Uolldg HR HRde!l & Sdill | Jaued  Haferd
AT HETGT B ARTH W IRl B Red [t e S ug
faRor gq FeRE fear smom | St ufddes a9 R oafe fed
Hagad & f0%g dI3 AT & deg R ST ® Al S99 fa%g
FHRIATET DI S | JIH BRI WR W U 9 o8 fadl TaR
@1 efayfc o Sl 8l Hed PRl W A UKl BRI fhar
ST GBI |

4.1. forerag yitd & 31 Sid

. | Rreraa g9vr &1

HTETH

Red §& oifw sfear
?T T 39 9EIHT W OUTd B arell Rrerad U gen
FRATTT WR R 3—Hel & qegq 9 Ui el 8,
fhar I B 1 YRVl Bl JMETIRATIAR S
PRI FRIRT TH R FARTHROT BT ST 2 |

YRA IRPR / Y

UrISTdh S @ YRAI
e db
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I FT S—THTAR

gd, Salfaurd afe

i Rrerad el ff TRk ) Ut 8@ Aol B |
Rrprad @ Ul 3R Hagasiielar & eard ¥
IGHI IMET, &I BRI IR I\ HraTerd
TR R @ART drdare! fdbar ST ufad 2 |

IGT HTATAT H UTED
Rrera el

e RG] U4 BRI H UIed RIbrad Ul
Ifaria: < Tg SITeY de ud UTed faas @
PR BT IR FARTHROT fham ST |

5. R1&Id &1 USH®HRUT HRAMET / Registration Of Complaint

W%QHHWW%@%W%F@HW@WWW%—

U & UYH 9 GIEd B AT YU BT H Addbdl Rt
& § Hol ISl crgbviliglance@gmail.com / vig.ho@cgbank.in X |
Toll Free No. 1800 233 2300 UR |

IMTST / &3 BT Bl U5 & JIH 3 |

fpe wfdsr § 9% §RT Online Grievance Redressal Portal TR¥ fdar
ST T &, e Aegd 3 U IRaT MU+ IET o &S Rrwraal
H Iacd ) FEiRa g R R geRed &1 a9
PRI Td Y BRI TR W Ui H dfdd Rreral &1 sgacdd
TR FHI W AT GERET fhar SR |

6. RrerIa dsiidg &) 9HUAa &1 YfhAT / Closure Of Complaint

RIerId urd &M ¥ ofdR 3 ddb WalSd Braferd bl gad+ drd gy eika
Y H YUl Hdeelerdl & 1 Sifad FRIeR R Rierdadl 9 e ud

Tt T ST JMaedd 7, g U AHel S8l d9@ g1 faftraq gfshar sra=mit
TS © 3R Rreaded oM SRl § G T8l g1 @ o v Refy § e
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Iool PR gY Ui IRl Afed Hafd drafed o Riegd & 999 B
T IR DI ST =Ry |

7. 49 UTed U1 BT / Chief Customer Service Officer

U HraTed WR IR Reral & Jifaa FRIaR 8 3= I18d 941 AfeR
% ®U H FEd AeYEud (URATAD) Ued BRI BN | Adddl TR §RT
Rredl & FAYE 8 UK AIC BT 3fddih BR IMATIhargdar R Td
AFIAT PR I UEDh WAl AR & AT B R T FeTq IMEABN Bl
RIerd & AR BT R IR {3 SR |

8. 4f7T <lwUTad / Banking Ombudsman

JIaE § BARTe ST B 1 W 2017 9 R Aeutd drRITed URY 8 T
2| AP TR IREIRT # I Uedd W/ URER HR YR Bl S |

9. UTS 9~ 3TUNTT / Cyber Crimes

dbl H A5 TN & TOR/ SKIATA 9 819 dTdd Whie offe &1 R ure
AT 2| SITeIdR AR 3R 9 99T W UIEd b T A ©| UTEd Dl
AT RAT 3R SR 8 & ol 9 @I deqdlge W §9d UHAM g
TREMTHD SUR/ SHGR Ualdid & TS 81 = #Aegdl/ 9o gRr
TJHI—FHT TR 59! ST ddl daTs STl |

JAHE G H THATH! BRUNT F O— USITH SIoTaR™, IMPS, NEFT, RTGS, a1
POS anfe & wefdd Rreral @& deg ¥ A4fed emar § Rrerd e dRiax IR
SNE T ST derm arge! faMmT | srad R afaeiia PR gHfed
foam ST =Ry |

10.9udiaT Ex&vr ge afayfd it / Consumer protection and
compensation

YRAT ESE] &b ® TR HHIH RBI/2017-18/15
DBR.No.Leg.BC.78/09.07.005/2017-18 July 6, 2017 P 3R Online Banking 3qdT
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Alternate channel & §fdT & SR UTEHl & AT B9 dTell H}I@TEI@[ Tqd s
& Gay # fawga fer ke o 5y T ¥ Amet 7 Rerd ura g9
R HH B Sl WA UEd & WR R IS B R0 fhar Sraem e
UTEh] DI ABRYT B dTell &fd & fod AR R 6 & IuRIa fawm e
& STTAR &fgfd rad &1 i Fem AfeR g1 forar SR |

11. 1.3 dar 9 G€4fSa Rieraa / B.C. Services

4% gRT WUd UIEd |dT b=l (BCs - CSP) I Faed Repmal @ dag § 9@
P Afd T 5 TIR BARe M. gRT AU U= UTEH Wal =l UR YA
=T @1 9| A sRted / fole I gRT 9HY 9HY UR UTEd dT
dal R FRIE0r/ g PR gY UTED WAl dbw ol Al o Rl
RG] S | YT AdT b=l @ e § ured Rrprad afdrs Siikaw arel 8l 2 |
T ThIA TS H oAb Sfad AT I S BRIBR FARTHROT BRIAT ST |

12.519 Afd T <rqara 9 A4fea RIerad / Cross selling services

I AN eI & AT 9T SUIE UG T HAll | Aafed Rl &l
D Wil WM & Areas § FRIGd ST S| i JfeiT f[aaeT gi_a
HAAT T Ul ¥ qEI WA BR IR RATA PRI Fizd Fddhdm 9T
DI UK DI ST | TaToRid RIbrad &1 i FRTHROT YT 3TgAIGT BRIDR
RIeBrIa &1 FHIT 819 |

13. Rrerra 9T guirell / Customer Redressal Procedure

AR d H 99 TRg Rrera fHarer 7 g | 39 &) WR W ueHnfad
fRrprad srfdarT 8l |
IMRET BT WX ORI WR W IET Y6ed Ridprad siferary
B | 3A®T T BRI ARl Bl U ) Rieral & AR aer
BT | BTifd IRGT U & fa%g &l T8 RBradi ol &= draie™
H Rrerad ARy BT AT ST |

a9 dEaie TR R &Y e WR R 830 Ydegd Rrerid
JABRT BRI | I8 O IRl & f06g IAqT &3 BRI & Hral

8
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& faog & T Rermdl &1 FaRT | Bolife &9 Ydgd b
faeg &1 T3 Reral o g9 sy § Rrerad AfoarT B 9ol
ST |

g iy R WR T PRdd WR W GEed dedd ©
TemEgd  (TRETed) Rerd sifSary 8| ol el & favs,
AT BRI & B B [Aog TJAT WIH BRI & BRI d fOog
®1 TS Rrepradl &1 farRer HR |

e RO H Ui R B Sd STl WR W S@l ST 3refd
I B BRI TG RERd W UGN Y696 gRT AR fhar SR |
BIlifd IMET UeeIdh @ fd%g @I T3 RIeradl df 99H =R § &3y
PRI ¥R R Rl &1 farer fear SR |

STgl dd deivdyd a7 e b faoe @ s Rreral o1 g g,
$HT AR Hdied UTed Rrerag 9ffd & gRT fear S |

14. CPGRAM/PMO & Hread 4 91 Rrerid / Complaints received
through CPGRAM/PMO

CPGRAM/PMO ¥ S Rierad g ARAI e 96 b= dRiad g&s &
AT W UT Bl B | 39 Rrerdl 1 e-mail W GO &9 SR B
qchIel T fhar ST 281 U 9@iE & fax RIerd &7 PRI e
RIBIIqHd! DI AT ad g UTAT Deald B Jrig bl U fhar ST
ey |

15.9di=d UTed Rrerad affifd / Sub committee of board- customer
service committee

Wl Rrerdd 9@ FRexe §6 gR1 MR @) ar 1§ W_g)
Rrpradedl, 96 & R 9 9ge T80 &, U Reafd 3§ i fJavor afza
gfded Haled Uied Riera 9ffd & wwd wgd fRar S| wEs @
Remdal @ 8 o1 @ ford & @1 g8 &iftw wfafa rft) g9 afafa
Arferpad e 4 T 8 9ahd © —

i 3y,
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qRIYEgd  (ARAT—1 3qal URATeH—2)  (Hafed  edd &b
AR H—RATe ),
foameia Rerma g v 9 g4ftd 81 S99 QunT o1 famr

Tqg |
iv. dddl [QURT & IOAN TH<dd b B9 H IURed B |

16.R1HRIG &1 AT BT / Record of complaints

Rrerd IR # grdadl drafed gRT Rierrd Rers @ Seft, Sraar e
TR g —
. Rrprad witd &1 &I,
i, RrerIa &1 B4 |,
Rrerrd uftd &,
Rreraadmdl &1 M, IR ydl, 99 (A8 / SellbiA /$Hd 38 e),
Rrerd feae [T &1 73 T (@ 9™, Udl, UgdM, dRiare!

AT I/ YA & A7),
Vi, Rrprag &1 | f[qaRvr,
vii.  TRT®ROT 7 Afera fqaRo,
ix.  ueH Hedl Gar Rradaadl o gl b3 @1 [y |
SRIFT IVREX IRAT WR W, &I FrIferd WR W TG I BT Wk )
FETRT fHar <o |

17 . R1erIa fAaers o 9uwa AT / TAT for complaint resolution

: faavor
Rreraedl & uitd dratery gRT Rrerad & arad
& SR
A= el § Rrerd &1 fue™
vl Rreradt | RS9 S ofawd @
W Rrermal § S S aR™e © 9l
RMTAD BIYATE] B aTTIDhT 2 |
Ife o & FeiRa Ta—m 9 afde fads 81 <@t
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g, @ Reraed o 39 ™ o gaar UIRd @ | 9Ha—im & iR
ST |

3=moT o1 Rerfa # Rrradswdi, Sife ARHERT B G-1 FgaNT B gd el
FHY R A, TTareEl o 3N AEqul Hral H HEINT AT Ribraddd] o
e g, a1 Rieradl &1 a9adg / defe aaae g1 JaT |

18.R1H1Ad §§ AT / Archival of complaints

ﬁﬂ%ﬂﬁﬁmﬁaﬁﬁwgmsﬁ?aﬂaﬂﬂwwamm—

Rrerd AER 7 [ d@Re 9 Rieraedl & RY R fdar e
&l |

Rrerad MfPeRl gRT Rreradedl o Rrerd W) & T sridel 9
AT 3T BT & AT BT /3 WA W gfud ) A 8

Rrerad MfPeR! 59 99 § 8 f& §6 grr dfdersre g faf s
TIfeal &1 fdes fear T g

19.319dui+ / Exclusion from the provision of the policy

=1 STRIT 21erar Rrerydl & Uied RIerad & wd § F8) JF SR —
3 Rreraal a1 FRER 9He /< g |

T | B TE AT SR SIrel R |
9% g1 fed Al gRT o T vl & favg a1 18 Rierd |

IR IR /3fea FRER ReRd &R Jargdd! R gard g9 A1 3
@ for)) 9 & dma H [e7 e darel Rieradadlat @ Rrerdr
W d6 T ¥ fdaR & wgfad Fo o f59H 996t G |
SRIKIIEC RS

20.Rreradal @1 faaxofl / Details of complaint

Rrerag gdet faawoll Rierd WWRey & oy 4 ufd 3 98 § Irar 9 a9
PITTT DI, ST BT A YU BrAeld Bl 9T 3fd & 3Nl A8 Pl 5

11
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ARRg & Yd Wl SIRAT| VIP/ df6T dieuel/ $IURe Hex, Hdg/
RS / PMO SRITT / fod Harerd / AeTe 9w Rreraal &1 Sofiar
TATHROT qT ghrT Real &1 fderer gfa fmer §6 & Feve Jvea &
|HE G [T SR |

21.39ATRTd ¥cAIY / Force Majeure

JrEd B Rrera farer # fide & fo §o stRer =961 &, it swenfa
geAt 59 W AR & & WIife’l & HidR o/ <R &1 v | d&
&1 frRiEr T8 21 (Screvumed- ARRe Sugd, diewrs, AR, drdiecl,
BTl 3ferdl 31 BIHIR Iife, geie, 37, Urhfded Ay el $3adiy
T, g, 9B IMUAT SHAD HUBI o (b)) B Faumsl o afd, FeR eEr
Tl geR & Rl e & W Al @ eruRefa waffmfera 2, g
it =) |

22 gifereil &1 ai&r / Review of policy

Jg T SrgAeT fafr ¥ 31,/03,/2026 d% Adr fo<iig @y 2025-26 H
Ao/ A8 diferedl srgAIfRd 89 @ fafd, ST ugel &1, a% graRiie = |
9% §RT BRI o 9d, AAI—F9d W N Hifdfde sferar vemdiie feen—fraen
® AR URGdd Bl AEaIHhdT BM WX Sad  Ald DI qHlen e
31,03 /2026 I 39D G4 W B ST G |

>k >k ok ok ok ok ok ok ok ok ok ok ok ok ok sk ok ok ok sk ok ok ok ok sk ok ok ok ok skok ok sk ko ok
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=R ugd dfe gfdem Afd (Door-Step Banking Policy)

EESIEKI]

AR RS §& §RT U= U5 &. RBI/2017-18/89, DBR. No. Leg. BC. 96/09.07.005/2017-
18 dt. 09.11.2017 Td RBI/2019-20/203, DOR.CO.Leg.BC.N0.59/09.07.005/2019-20 dit.
31.03.2020 & ArEFH ¥ ARG ARG (70 99 ¥ 3ff0d) vd faaiT Afddl oI == ugd
dfepT gfden g™ a7 & Hed d fRen—Fey IR fby 1Y § | dEgaR d@ gRT Sad aF
@ ATED! Bl TR UZd dfhyT G UeH & & dag H§ AT F=rgar s8R |

dfpT gfaer urd & arel AR AeEyel U WEd ol oy «ifde ' TS ® A et
g, o §% gRR # v o= 6T gaer ura o # sRywed €| fesfied oFe vd vdigd
SN & qrac[e ufard gaem ura =18l 81 o W& 2 | V9 "yl aRs AnRe gd faaht
TED! BT Yo Hag=Teield & A1 9fhT Glaen usr fFar I omawas & | R Red
9% gR1 SN feen—fder & uRuey # U9 fARre Ul &1 sawaadrel &I g1 &R+ ©
dfepT S TR GTAT / 3MMEROT, JHARVT, KYC THATAS JHTUNDROT / URICIbRoT 3fTfe b Gfdemd
U B S b |

TAR 9@ P AR AMR&l vd feaaiT aafdqdl & &) ‘3I§T*/l e ﬂﬁ?ﬂ (Doorstep Banking
Services) UG &R Y MG UTed & | G Wl U fhar 1 || 59 gfaen
| I @I Bfa Ao § ) A urd B8R |

o} ugd dfeT gfaem (Doorstep Banking Services) ¥YaM &4 & fay fifa
R 23—

1. ¥R Ugd dfdT (Doorstep Banking Services) @1 gfdem Fafrd oedl / srfere &4
DI ARG S YTEDI 8 AR BT | AT B WIRT / GeRIAT B FHeT & SURId
3 wrEre H AT AR s e |

. I8 giAer dadt 70 9 9 e & IR ANRG Ud AT AR dfbT Fider ure
PR ¥ A i, TR dART | IR AT STl @ i T ars el

8 o e |

. ST Gfaem dael AR 9 3fdghd BC/CSP §RT RuPay ATM Card U4 3R feids
(AEPS) Tl &fR&! BT Micro ATM & ARIH ¥ USTI &1 ST |

. IIIT bval Ud BC/CSP &1 SIMaRI 9 website Td IR H Adgd Fax dfed
yef3fa & STl |
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. g8 gieem AT R <F B Ud GdfRd Hadl & Ured Giawr ura wRA =g adid
BC/CSP &I SXWIY & HREIH WAl &l ART &) AT Yd BC/CSP IORdl ¥ S
Jiaer v & |

. I YIEH BT HW R 96 gRT BC/CSP & Aegd W I8 JAuT JAURIT YT B
&7 T fhar ST, W_q G UTd dRAT UTES Bl AABR TE BRI |

. UTEH GRT IR ST/ MMERVT, IR 30T TG KYC SXATdol YHVIHRUT /U oT
afe @1 gfem =R yga dfT (Doorstep Banking Services) & HEdH ¥ UT &1 ST
REZURL

. S Giden # ued gg i AdeR siferedd dEr % 10,000.00 BT |

. 9o gfaeT AYed BN | U8 AAdER Td XA & HAUGUS TR 81 el & | URY
H I gfdem gg BC/CSP Ul HerasR % 50.00 Yoob MR fbar war & o
AT UT8P & WK DI A B [BAT ST |

. d% ERT AEGME SIRRedhdT WA § 39 HamRil & Iuaedl 7g Taid TbR
IR fhar ST, RS9 SIS ad UT8d IdT BT o UTd B I |

. R71eT g @1 wred “eR ugd 4T gfaem (Doorstep Banking Services)”
DI SFGRT T AT s & BC/CSP &I 14 Hidlsdl R Aled el g1 ucd
R yaRia |

AR gAY (Force Majeure)

SWIF AT & AJAR b B8R UgT Ad a7 & ol STRGRN T8l 7, AT AU e
9 ® dar yeM w1 & Wil @& fiar o i & e | A # & @
R 98 21 (STEROR— AFRE SUSd, drewls, AMRI, dldedl, gedid Jfdl 3T
PR AN, e, I, URidd IMUIY AAd] IR A, J§, 9P Jal sdD
YD 9@ (dpi) 1 GAawmRll o afd, FarR @A 99 ISR & uRdedl offe & |
[l B Ut Ao g, fbg WfAa =2) |

Hifer @1 srafer g wefien
g il argAreT fafy | i 31.03.2026 T 3frdT HEG /T8 UIferl argAIfad 8

TPb Tl T |

9% ERT U9 B WA, Wifdfd 3feral FHI—9H W OIN ¥ & feenfrds & aror
gRac @ AMTLIHAT M TR Iad Al Bl FHIETT T 9§ a1 IFA gl W1 @l S FH |

skskskok skok sk sk skook sk sk sk sk sk sksk skok sk
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WRATGAT

12 | BIs DI FISIdl
L ICIRNIREE-II
24 | YD Ul TANT UHE Uldagarg

3JMUD AT BAR I FAER H 8H (80eT 3R =ITIRIT
gdTdT P IR IAD folv &9

JMMUBT Tg FHSTH H A BT {b S9N IS Il
JAU DY B B ©

JMYBT U W AT Fdl S SYANT H ST HRAT
B Td 8l WM W Fegfaydd AR e driam!

PRAT

MY T Jafddd Ud HRIANT Ga1si &I o qen
RIEIRINSCRIl

BIS b YR & o1y

YT Jfed I IMOEMT TAT SHBT SYANT HRA]

NTHIY

Tl T

321 | &S &1 H uRad=
<R g
e 3R JIR

Y[edh AT YR H gRad
BECREI
34.1 | 7rdl § gRadH

(STl T O=d]

N | O 0O 0O 00 Nl N| N| N| o8 o0 O] O

4.1 | R I Hulai
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FUR 10
51 | 3fded 1
52 | 0T 3Mhald
5.3 | WIdid /rdIdld

[ c

54 | g IR

55 | 201 faaRor g
56 | IR— amenRd |amg
57 |9

58 | facia wfeAsar
59 | MR e 3R oY Sel B TG I F

510 | Ty fHuer

511 | T/ GbTAT N DI YR ferehvor

HTAT AR BT el FAT Yo gr:arerrgor ifd
6.1 | IDHIAT IR DI a_Iell

6.2 | IDHIAT R DI el qAT Ulafa A-3ETgor Haelt
ity
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